3GPP TSG-SA WG6 Meeting #8
S6-151545 
Anaheim, CA, 16th – 20th November 2015
(revision of S6-151505, -1462, -1355 and -1423)
Title:
Updates to MCPTT user profile handling
Agenda Item:
7.1.1
Source:
Motorola Solutions, TD Tech, Huawei, Hisilicon
Contact:
Val Oprescu (voprescu@motorolasolutions.com), Ling Zhang (zhangling@td-tech.com)
Abstract: 
The contribution gives general descriptions and contents of MCPTT user profile in section 10. Add MCPTT user profile id (for “personality” support) for alignment with Stage 1 in 22.179.
Introduction
In the Stage 1 requirement document 22.179 it was decided to support the different personalities of the same user via multiple (different) profiles. It is thus necessary to identify which of the potentially several user profiles is requested (e.g. “at home” profile, “providing mutual aid”  profile,  “limited functionality device” profile, etc. ).  

A typical use would be to download a user profile when the UE starts the MCPTT service. Since a user profile can grow quite large, it may be desirable to check first whether the device already stores the desired up-to-date profile of the user and download or upload only if version synchronization is necessary between the MCPTT client and server. 

It is desirable to indicate this functionality explicitly, such that the Stage 3 messages optimally support this functionality from the beginning. 
================== First change =====================

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Automatic commencement mode: A mode in which the initiation of the private call does not require any action on the part of the receiving MCPTT user.
Group affiliation: A mechanism by which an MCPTT user's interest in one or more MCPTT groups is determined.
Group call: A mechanism by which an MCPTT user can make a one-to-many MCPTT transmission to other users that are members of MCPTT group(s).
Group de-affiliation: A mechanism by which an MCPTT user's interest in one or more MCPTT groups is removed.
Group home MCPTT system: The MCPTT system where the MCPTT group is defined.
Group host MCPTT server: The MCPTT server within an MCPTT system which provides centralised support for MCPTT services of an MCPTT group defined in a group home MCPTT system.
Manual commencement mode: A mode in which the initiation of the private call requires the receiving MCPTT user to perform some action to accept or reject the call setup.
On-network MCPTT service: The collection of functions and capabilities required to provide MCPTT via EPS bearers using E-UTRAN to provide the last hop radio bearers.

UE-to-network relay MCPTT service: The collection of functions and capabilities required to provide MCPTT via a ProSe UE-to-network relay using ProSe direct communication paths to provide the last hop radio bearer(s).
For the purposes of the present document, the following terms and definitions given in 3GPP TS 22.179 [2] apply:
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For the purposes of the present document, the following terms and definitions given in IETF RFC 5245 [14] apply:
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================== Second change =====================
10.1.3
MCPTT user profile

10.1.3.1
General

An MCPTT user is associated with at least one MCPTT user profile and can be associated with several. The MCPTT user profile is stored in MCPTT user database. MCPTT user profile information is downloaded to the MCPTT UE. For the same MCPTT user there can be different MCPTT user profiles active on different MCPTT UEs or on the same MCPTT UE at different times. Only one MCPTT user profile per MCPTT client is active at a time.
    
Different parts of the MCPTT user profile are provisioned by the Mission Critical Organization, by the MCPTT service provider and by the MCPTT user, respectively. The MCPTT user profile provisioning can be initiated by MCPTT client (e.g. upon MCPTT user’s initial log on or on reconnect to MCPTT service), or initiated by MCPTT server (e.g. the dynamic attributes applied to MCPTT service due to role change or organization change).
Information contained in the MCPTT user profile is listed in annex B.
10.1.3.2
MCPTT user obtains the user profile (UE initiated)

The procedure for MCPTT user obtaining the user profile that is initiated by MCPTT UE is illustrated in figure 10.1.3.2-1.
Pre-conditions:

-
The MCPTT user has performed user authentication in identity management server.
-
The MCPTT UE has the secure access to the configuration management server. 
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Figure 10.1.3.2-1: MCPTT user obtains the user profile (UE initiated)
1.
The configuration management client sends get MCPTT user profile request message to the configuration management server. This message provides the MCPTT ID and identifies the MCPTT user profile.. 
2.
The configuration management server obtains the MCPTT user profile information.

3.
The configuration management server sends get MCPTT user profile response message to the configuration management client. When a download is necessary, this message carries the requested MCPTT user profile information that is associated with this MCPTT ID. 
10.1.3.3
MCPTT user obtains the user profile update (network initiated)
The procedure for MCPTT user obtaining the user profile or an update that is initiated by network is illustrated in figure 10.1.3.3-1.
Pre-conditions:

-
The MCPTT user has performed user authentication in identity management server.

-
The MCPTT UE has the secure access to configuration management server.

-
The configuration management server has access to the MCPTT user profile(s) associated with the MCPTT ID.
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Figure 10.1.3.3-1: MCPTT user obtains the user profile update (network initiated)
1.
The configuration management server obtains the MCPTT user profile update information.

2.
The configuration management server sends a notification for MCPTT user data update to the configuration management client. 
3.
The configuration management client sends get MCPTT user profile request to the configuration management server. 

4.
The configuration management server sends get MCPTT user profile response to the configuration management client. This message carries the MCPTT user profile update information requested in step 3.
10.1.3.4
MCPTT user uploads the user profile data
The procedure for MCPTT user uploading the user data that is related to the MCPTT user profile is illustrated in figure 10.1.3.4-1.
Pre-conditions:

-
The MCPTT user has performed user authentication in identity management server.

-
The MCPTT UE has the secure access to configuration management server.
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Figure 10.1.3.4-1: MCPTT user uploads the user data
1.
The configuration management client is triggered (e.g. by user interaction operation or by receiving information from the configuration management server per step 2 in subclause 10.1.3.3) to upload the MCPTT user data.

2.
The configuration management client sends upload MCPTT user data request to the configuration management server. The message carries the user data information to be uploaded.

3.
The configuration management server stores the MCPTT user data to the database.

4.
The configuration management server sends upload MCPTT user data response to configuration management client to confirm the upload is completed.
================== End of changes =====================
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