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Abstract: the contribution gives general descriptions and contents of MCPTT user profile in section 2, 5 and 7.
1. Introduction
In previous discussions the group reached the consensus on locating the MCPTT user profile in MCPTT user database. The contribution provides descriptions in line with user profile procedure and architecture progress.
2. Proposal
It is proposed to adopt the following changes in TS 23.179.
********************************Start of First Change**********************************
5.2.11
MCPTT user profile requirements
The MCPTT user profile is associated with the MCPTT ID. The provisioning of MCPTT user profile is subject to the MCPTT user authentication in Identity Management Server.
Each MCPTT user shall have at least one profile associated with his MCPTT ID. 

During MCPTT calls, MCPTT user profile information shall be available at the MCPTT server and at the MCPTT client. 

The transmission of MCPTT user profile between the MCPTT server and the MCPTT client may be supported. When transferred between an MCPTT client and an MCPTT server and/or when stored at a MCPTT UE, the MCPTT user profile information shall be confidentiality and integrity protected as specified in TS 33.179 [15].
********************************End of First Change**********************************

********************************Start of Second Change**********************************
7.4.2.3.7
MCPTT user database

This functional entity stores the MCPTT user profile that is associated with the MCPTT user’s MCPTT ID. The MCPTT user profile information is determined by the mission critical organization and the MCPTT service provider. 
********************************End of Second Change**********************************
********************************Start of Third Change**********************************
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 22.179: "Mission Critical Push to Talk (MCPTT) over LTE"; Stage 1.
[3]
3GPP TS 23.002: "Network Architecture".
[4]
3GPP TS 23.203: "Policy and charging control architecture".

[5]
3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".

[6]
3GPP TS 23.237: "IP Multimedia Subsystem (IMS) Service Continuity; Stage 2".

[7]
3GPP TS 23.246: "Multimedia Broadcast/Multicast Service (MBMS); Architecture and functional description".

[8]
3GPP TS 23.303: "Proximity-based services (ProSe); Stage 2".

[9]
3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".
[10]
3GPP TS 23.468: "Group Communication System Enablers for LTE (GCSE_LTE); Stage 2".
[11]
3GPP TS 26.346: "Multimedia Broadcast/Multicast Service (MBMS); Protocols and codecs".
[12]
3GPP TS 29.468: "Group Communication System Enablers for LTE (GCSE_LTE); MB2 Reference Point; Stage 3".

[13]
3GPP TS 36.331: "Evolved Universal Terrestrial Radio Access (E-UTRA); Radio Resource Control (RRC); Protocol specification".

[14]
IETF RFC 5245 (April 2010): "Interactive Connectivity Establishment (ICE): A Protocol for Network Address Translator (NAT) Traversal for Offer/Answer Protocols".
[15]
3GPP TS 33.179: "Security of Mission Critical Push-To-Talk (MCPTT)".
********************************End of Third Change**********************************
