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3
Justification

In Rel13, common service core which contains several functional services is defined within the architecture of MCPTT.   The common services core itself can be re-used by many other services and applications (as shown in figure 1 marked in RED) to the meet the following general architectural requirements (some of them defined in TR 23.779).

a)
To develop economies of scale, it will be useful if network operators can reuse the MCPTT architectural features for non-public safety customers that require similar functionality. The operators may want to integrate many components of the MCPTT solution with their existing network architecture. Hence a functional decomposition of MCPTT into a small number of distinct logical functions is required.

b)
To enable parts of the MCPTT solution to be reused for other applications, the architecture should be modular thus enabling the common functions like Group Management functions (e.g. admission control; linking of groups; etc) to be implemented on a separate node from the main PTT functions (e.g. ‘call’ setup/termination; allocation of TMGI to UE; floor control; etc).
c)
To achieve interoperability in multiple heterogeneous environments, the operators may implement the services in different platforms and yet be able to support seamless integration to different applications. The common functions interoperability can be achieved across different operators too. This requires specifying uniform service bus architecture for telecom sector.

d)
To provide a carrier grade service oriented application support environment to the public safety and other application providers, where the operators don’t provide only bit pipe services to the application but also be able to provide many other common services. This enables revenue generation from services other than bit pipe services.

e)
To provide consistent user experience for different applications by using commonly used service procedures. Different applications tendency to use their own services for identity, groups, etc introduces inconsistent user experience and reduces the usage of applications. For example, if the user is authenticated and authorized in the same ways for different applications, it enhances the user experience. Also when new service procedures are made available it can be seamlessly integrated to different applications at the same time.
In Rel13, most of MCPTT requirements have been realized. There are some requirements for example location, presence, etc to be realized. In addition, SA1 has defined some new Mission critical requirements to support MC data, and video. Some enhancement to the common services will also need to be supported for the new requirements.
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Figure 1:  API interface between common services core and other applications
In Rel14, it is proposed to specify stage 2 for common services core as a common specification for MCPTT, MC video, MC data and any other application. The common services core will support economies of scale and network operators can reuse functions for non-public safety customers that require similar functionality.
4
Objective

The SA6 objectives are as follows:

Specify the stage 2 for common services core for mission critical applications:

a)
Analyze MCPTT Stage 1 requirements for MCPTT, MCVideo and MCData requirements to determine the normative requirements that apply for the specification of common services core.
b)
Analyze MCPTT Stage 2 architecture for MCPTT to determine the stage 2 common services core features for any mission critical applications.
c)
Separate the stage 2 common services core architecture from stage 2 architecture for MCPTT into a separate specification.
d)
 Develop the stage 2 common service core architecture to comply with the objectives of (a) and (b) while being backward compatible with Rel. 13 stage 2 architecture for MCPTT
e)
Enable the common services core over service bus architecture to support easy plug-in and plug-out of one or more services.
5
Service Aspects

Service aspects will be identified.

6
MMI-Aspects

Not applicable.

7
Charging Aspects

Will be identified in this work item.

8
Security Aspects

Security aspects will be identified.

9
Impacts

	Affects:
	UICC apps
	ME
	AN
	CN
	Others

	Yes
	
	X
	X
	X
	

	No
	
	
	
	
	

	Don't know
	X
	
	
	
	X


10
Expected Output and Time scale

	New specifications  [If Study Item, one TR is anticipated]

	Spec No.
	Title
	1st rsp. WG
	2nd rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary #
	Comments

	TS 23.xxx
	Common services core for mission critical applications
	SA6
	
	SA#72 [June-16]

	SA#73[Sep-16]

	

	
	
	
	
	
	
	


	Affected existing specifications  [None in the case of Study Items]

	Spec No.
	CR
	Subject of the CR
	Approved at plenary#
	Comments

	TS 23.179
	
	Stage 2 MCPTT
	
	Transfer relevant common services core related sub clauses to new specification

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


11
Work item rapporteur(s)
SA6: Niranth Amogh
Huawei Telecommunications India
namogh@huawei.com
12
Work item leadership

SA6

13
Supporting Individual Members
	Supporting IM name

	Huawei

	Hisilicon

	

	

	

	


form change history:
2013-12-06 v1.14.1 modified §11 to read: <FamilyName>, <GivenName>, (If the person is new to 3GPP work, give full contact coordinates, in particular, email address.)
2013-10-03 v1.14.0 removal of embedded help text
v1.13.2: adds tdoc header
v1.13.1: minor changes resulting from discussions at CT#41 & SA#41

v1.13.0: mods to enforce linkage amongst stages 1, 2, 3

draft mods Scarrone-Meredith 2008-07 ff

v1.12.1: removes revision marks following approval at SP-29
v1.12.0: includes provision for Study Items (SP-29)

v1.11.0: includes those changes from v1.8.0 agreed at SP-25.


v1.10.0: full circle

v1.9.0: a clean sheet

v1.8.0: includes comments from SA#24 

v1.7.0: includes comments from RAN, CN and T #24; also includes “early implementation” data

v1.6.0: includes comments made during review period prior to TSGs#24

v1.5.0: includes comments made at TSGs#23 (Phoenix)

v1.4.0: offered to SA#23 for approval

v1.3.0: offered to CN#23, RAN#23 and T#23 for comments

DRAFT4 v1.3.0: 2004-03-09: Incorporation of comments from Leaders list

DRAFT3 v1.3.0: 2004-02-19: Incorporation of comments from MCC members

DRAFT2 v1.3.0: 2004-01-29: Complete redraft:

v1.2.0: 2002-07-04: "USIM" box changed to "UICC apps"

2003-05-28: spelling of “rapporteur” corrected

2002-07-04: "USIM" box changed to "UICC apps"
_1509295961.vsd
CAD application


Control room application


Common services core


Group management server


Configuration management server


Application policy management


MCPTT server


Floor
Contro serverl


Media Distibution Function


APIs


…


other applications


Application layer


Service layer


IMS


EPS


...


Underlying networks


Identity management server


Service Bus



