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Abstract: the contribution clarifies the concept of MCPTT Administrator and proposes changes in section 4 and 10.
1
Discussion
The relevant definitions in TS 22.179 are:
MCPTT Administrator: An individual authorized to control parameters of the MCPTT Service for an organization including, for example, user and group definition, user/group aliases, user priorities, group membership/priorities/hierarchies, security and privacy controls.

Dispatcher: An MCPTT User who participates in MCPTT communications for command and control purposes.
Participant type: Functional category of the Participant (e.g., first responder, second responder, dispatch, dispatch supervisor), typically defined by the MCPTT Administrators.

The concept of MCPTT Administrator is the individual with highest authority to mange the user’s capabilities, permissions and authorizations in MCPTT system. 
The difference between an MCPTT Administrator and a Dispatcher is the latter can play the role of a user (directly) in MCPTT communications while the former not. Sometimes the two roles are required to perform the same controlling functions, but this does not imply they go through the same access to MCPTT communications. The MCPTT Administrator can alternatively control and configure the service by using O&M systems, Dispatch systems and UEs, but the communications to MCPTT network requires vital security level and stronger authentication controls, which may reflect the jurisdictional policies and regional regulations.
Based on these clarifications the following assumptions are needed for stage 2:
· The MCPTT Administrator is not identified by an MCPTT user identity and is not visible from the system perspective.
· The MCPTT Administrator access and manage MCPTT service by playing a certain role of an authorized user. The clients resided on MCPTT UE are only aware of an MCPTT user/authorized user.
· It is assumed that the security of communications of MCPTT Administrator to MCPTT network is ensured for all the administrative functions.
· The participant type does not include MCPTT Administrator.
2
Proposed changes

2.1
Changes in section 4

Besides the reason above, regarding MCPTT UE using non-3GPP access, the original requirement in TS 22.179 section 4.5.3 says:

This document primarily focuses on MCPTT Users accessing and managing the MCPTT Service through MCPTT UEs, however there might be some dispatchers and administrators who might access the service through a non-3GPP access interface.

The interpretation here does not restrict whether only a subset of the functionality can be supported or not by using non-3GPP access approach. Moreover MCPTT UEs using non-3GPP access is out of scope in current specifications. So it is suggested to remove descriptions of MCPTT UEs using non-3GPP access in section 4.
********************************Start of First Change**********************************
4
Introduction
The MCPTT service supports communication between several users (i.e. group call), where each user has the ability to gain access to the permission to talk in an arbitrated manner. The MCPTT service also supports private calls between two users. 

The MCPTT architecture utilises aspects of the IMS architecture defined in 3GPP TS 23.228 [5], the Proximity-based Services (ProSe) architecture defined in 3GPP TS 23.303 [8], the Group Communication System Enablers for LTE (GCSE_LTE) architecture defined in 3GPP TS 23.468 [10] and the PS-PS access transfer procedures defined in 3GPP TS 23.237 [6] to enable support of the MCPTT service.
The MCPTT UE primarily obtains access to the MCPTT service via E-UTRAN, using the EPS architecture defined in 3GPP TS 23.401 [9]. Certain MCPTT functions such as dispatch functionsmay be supported by using MCPTT UEs.



********************************End of First Change**********************************
********************************Start of Second Change**********************************
10.2.3
Structure of group and membership configuration data

The group configuration data includes the following information elements:

-
MCPTT group identity;

-
group owner;

-
group call ongoing or not;
-
group policy;
-
pre-emption capability;
-
pre-empted capability;
-
group priority;
-
associated relay service code (as specified in 3GPP TS 23.303 [8]);
-
priority level of the group;
-
the security level of the group;
-
ProSe Layer-2 Group ID (optional);

-
ProSe Group IP multicast address (optional); and
-
indication whether the UE should use IPv4 or IPv6 for that MCPTT group (optional).
The group membership data includes the following information elements:

-
MCPTT ID;
-
User Info Id (as specified in 3GPP TS 23.303 [8]);

NOTE:
User Info Id is unique (identifying an MCPTT user) to enable mapping by the application from the MCPTT ID to the IP address assigned by the ProSe layer for off-network operation.

-
user priority;
-
participant type (first responder, second responder, dispatcher, dispatch supervisor); and
-
affiliation status.

********************************End of Second Change**********************************
********************************Start of Third Change**********************************
10.6.3
Group creation

Figure 10.6.3-1 below illustrates the group creation operations by authorized MCPTT user/MCPTT administrator to create a group. It applies to the scenario of normal group creation and user regrouping operations by authorized user/dispatcher.

Pre-conditions:

1.
The group management client, group management server, MCPTT server and the MCPTT group members belong to the same MCPTT system.

2.
The authorized user/dispatcher is aware of the users' identities which will be combined to form the MCPTT group.
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Figure 10.6.3-1: Group creation

1.
The group management client of the dispatcher/authorized MCPTT user requests group create operation to the group management server. The identities of the users being combined shall be included in this message.

2.
During the group creation, the group management server creates and stores the information of the group as group configuration data as described in subclause 10.2.3. The group management server performs the check on the maximum limit of the total number (N11) of MCPTT group members for the MCPTT group(s).
3.
The group management server may conditionally notify the MCPTT server regarding the group creation with the information of the group members. During user regroup, the group management server notifies the MCPTT server regarding the group creation with the information of the temporary group members. The MCPTT users of the temporary group may be automatically affiliated, if configured on the MCPTT server.

4.
The MCPTT group members of the MCPTT group are notified about the newly created MCPTT group configuration data.

5.
The group management server provides a group creation confirmation response to the group management client of the dispatcher/authorized MCPTT user.

********************************End of Third Change**********************************
********************************Start of Fourth Change**********************************
10.11.1.4
Floor control messages description
Table 10.11.1.4-1 describes the semantic, the transport mode(s) and the information elements of the floor control messages supported between the MCPTT floor participant and the MCPTT floor control server.

Table 10.11.1.4-1: Floor control messages

	Messsage
	Semantic
	Transport Mode
	Parameters

	Floor participant to floor control server messages

	Floor request
	Request the floor for a media transfer
	Unicast (to the floor control server)
	Requester's identity

Source identifier

Floor priority

	Floor release
	End of media transfer
	Unicast (to the floor control server)
	Source identifier

	Queue position request
	Request position in the queue
	Unicast (to the floor control server)
	Source identifier

	Floor request cancel
	Request to cancel the floor request from the floor request queue
	Unicast (to the floor control server)
	Requester's identity

Source identifier

Target identity(Identities) whose floor request is to be cancelled

	Floor control server to floor participant messages

	Floor granted
	Grant the floor for a media transfer
	Unicast (to the granted floor participant)
	Source identifier

Duration

	Floor rejected
	Refuse a floor request
	Unicast (to the refused floor participant)
	Source identifier

Rejection cause

	Queue position info
	Request is queued
	Unicast (to the queued floor participant)
	Source identifier

Queue position info

	Floor revoked
	Indicate the floor is revoked to the previously granted party
	Unicast (to the revoked floor participant)
	Source identifier

	Floor taken
	Indicate the floor is granted to another party
	Unicast or broadcast
	Granted party's identity

Source identifier

Permission to request the floor

	Floor idle
	Indicate the floor is not granted to any party
	Unicast or broadcast
	Source identifier

	Floor request cancel notify
	Indicate the floor request is cancelled by the authorized MCPTT user/floor control server
	Unicast or Broadcast
	Source identifier

Identity of the authorized MCPTT user

	Floor request cancel response
	Indicates the response for the floor request cancellation
	Unicast
	Source identifier


The main parameters of floor control messages are:

-
Users identities: identities from the MCPTT application domain, for requester, talker, granted, rejected queued and revoked parties. User identities may also be aliases;

-
Source identifier: identifies the communication, e.g. by identifying the media flow within a media multiplex, present only in case of media multiplexing;

-
Floor priority: the priority of the request;

-
Duration: the time for which the granted party is allowed to transmit;

-
Permission to request the floor: indicates whether receiving parties are allowed to request the floor or not (e.g. broadcast call); and

-
Queue position info: position of the queued floor request in the queue.

NOTE: 
Parameters are present in the messages only if they cannot be deduced from the transport context (e.g. user's identity is not necessary when the message is sent in unicast to that user).

Some floor control messages can also piggyback call control messages to provide efficient call setup and clearing:

-
Call setup request is optionally carried in floor request (uplink) or floor taken (downlink, can be broadcast); and

-
Call release request is optionally carried in floor release (uplink) or floor idle (downlink, can be broadcast).

********************************End of Fourth Change**********************************
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