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Abstract: The contribution proposes to address/clean-up the Editor’s notes related to Identity management  and security aspects.
1
Discussion

This pCR removes the pending Editor’s notes related to Identity management related functions (including security aspects which are in the scope of SA3). The proposal to remove the Editor’s notes are based on one or more of the following reasons:
1) An general effort to clean-up the Editor’s notes for TS completeness
2) No specific action or further work expected in SA6 

3) Synchronizaiton with SA3 (for which LS has already been sent) and work on the same is ongoing in SA3 TR 33.879/TS 33.179
The following Editor’s notes are proposed to be removed along with rationale:

	Number
	Subclause
	Description
	Proposed Resolution

	15
	7.4.3.3.2
	Editor's note:
Whether Identity management shares the same security domain as the rest of the common services core and whether there is an additional HTTP proxy for identity management is FFS.
	Rationale: Our current functional model has IDM server in the same domain as other CSC entities. Separation of IDM server into another security domain is an implementation Further if HTTP-1 interface is used between the UE and the IDM, then existing prodecudes and security aspects address the concern.

Resolution: Remove the note with no action

	17
	7.5.2.16
	Editor's note:
The security solution for CSC-6 will be the responsibility of SA3.
	Rationale: Since an LS is already sent to SA3 (S6-151321), the note can be removed, and there is no further work expected in SA6, SA3 will take it forward.

Resolution: Remove the note with no action

	18
	7.5.3.5
	Editor's note:
Whether Identity management shares the same security domain as the rest of the common services core and whether CSC-1 uses HTTP-1 reference point is FFS.
	Rationale: This is related to EN#15, and therefore the same resolution is proposed.

Resolution: Remove the note with no action.

	19
	8.1.1
	Editor's note:
SA3 is responsible for defining the specific security and authentication mechanisms required in order to use the MC user identity in the procedure between identity management server and identity management client.
	Rationale: Since an LS is already sent to SA3 (S6-150992), the note can be removed, and there is no further work expected in SA6. 

Resolution: Remove the note with no action

	28
	10.5.3
	Editor's note: Details of security related elements in group configuration data to be provided by SA3.
	Rationale: Not clear if there is anything further for SA6 to do in this area. SA3 is already working on protection for CSC-2 (reference point between the gruop management client and server). If necessary an LS can be sent to SA3 to remind them, if not addressed in SA3#81 meeting. 

Resolution: Remove the note with no action or an LS to SA3.


2
Proposal

FIRST CHANGE
7.5.2.16
Reference point CSC-6 (between the identity management server and the MCPTT server)

Provides a means for the MCPTT server and the identity management server to share user identity information.


SECOND CHANGE
7.4.3.3.2
HTTP proxy

This functional entity acts as the proxy for all hypertext transactions between the HTTP client and HTTP server. The HTTP proxy terminates the TLS session on HTTP-1 with the MCPTT UE HTTP client in order to allow the HTTP client to establish a single TLS session for hypertext transactions with multiple HTTP servers.


The HTTP proxy shall be in the same trust domain as the HTTP clients and HTTP servers that terminate the HTTP-2 and HTTP-3 reference points.
NOTE:
The number of instances of the HTTP proxy is deployment specific.

THIRD CHANGE
7.5.3.5
Reference point HTTP-1 (between the MCPTT UE HTTP client and the HTTP proxy)

The HTTP-1 reference point exists between the MCPTT UE HTTP client and the HTTP proxy for MCPTT data management of the MCPTT service. The HTTP-1 reference point shall use the Ut reference point as defined in 3GPP TS 23.002 [3] (with necessary enhancements to support MCPTT requirements). The HTTP-1 reference point:

-
is based on HTTP (which may be secured using e.g. SSL, TLS); 

-
provides non-group management MCPTT service related information e.g. supports the transport of policy information between UE and network; and

-
provides group management functionality i.e. supports the transport of user profile/configuration information between UE and network.


FOURTH CHANGE
8.1.1
Mission Critical user identity

The Mission Critical user identity is the identity that an MCPTT user presents to the identity management server during a user authentication transaction. In general, since identity management is a common service it uses an identity which is linked to a set of credentials (e.g. biometrics, secureID, username/password) that may not necessarily be tied to a single mission critical service. The MC user identity and the MCPTT user identity may be the same. The MC user identity uniquely identifies the MCPTT user to the identity management server. The MC user identity is used by the identity management server to provide the identity management client a means for MC service authentication. 


FIFTH CHANGE
10.5.3
Information elements

The group document contains a set of data segments corresponding to the group whose configuration data is requested, plus all groups for which implicit affiliation is derived, i.e. group broadcast groups and group regroup groups as defined by 3GPP TS 22.179 [2].

For each of data segment, the following information is provided:

-
Basic status, i.e. indication on whether the group is enabled or disabled;

-
Extended status, i.e. indication of potential emergency or in-peril status of the group, together with the identification of the user who has performed the last modification of this status;

-
Contact URIs, i.e. additional URIs which may be used for designation of the group, for example aliases of group broadcast or group regroup group URIs;

-
Media description for group media, including transport (TMGI(s)) and multiplexing information; and

-
Security related information, including security level.


END OF CHANGES
