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Abstract: < Proposes changes to the functional model for off-network so that off-network configuration is possible.  Alternatively it also proposes changes to Annex B so that it is clear that configuration of the UE and the MCPTT service can be accomplished in an entirely off-network environment.  Companion discussion contribution (S6-151331) contains the TS 22.179 requirements needing to be satisfied by being addressed in TS 23.179.>
Background
There has been a major effort to define configuration data that is needed by reading the requirements of TS 22.179 (Stage 1), as well as to define the structure, formatting and distribution (interfaces and protocols) of this information in TS 23.179 (Stage 2). With just one meeting left, I do not believe that we have a single understanding of just what it is that we need, what can be agreed, and how to do it.  However it seems that there is a strong desire to only permit the configuration data to be input into the UE only during on-network operations prior to going off-network.  This view is supported by the functional models, deployment scenarios (recently added at SA6#7 (Belgrade, Serbia), and the specified interfaces in the columns for Annex B tables.
Contribution, S6-151331, describes a use case (or user scenario) that supports the requirements in TS 22.179 (Stage 1), which do not seem to be covered by the current direction and effort on configuration parameters.  Before continuing to debate the actual configuration parameters or the groupings of the configuration parameters, this contribution proposes that changes be made so that the configuration parameters distributed to the UEs need not be done solely through on-network operations (interface and protocols).
The relevant clauses are:

- 7.3 Functional model description;

- 9 Application of functional model to deployments; 
- 10 Procedures and information flows; and

- Annex B, MCPTT related data.
The tables in Annex B contain columns, which either in the column header or the row's cell for that column indicate an interface (CSC-4 or CSC-2) over which the data is provisioned, enforced, or managed.  These interfaces are only specified in the on-network functional model shown in Figure 7.3.1-1.  These interfaces do not exist in the off-network functional model shown in Figure 7.3.2-1.  Clause 9.2.2.2, MCPTT user database, SIP database and HSS, cover interfaces that are only in the on-network functional model for signalling control plane.  The information flows in 10.1.3 MCPTT User profile, 10.1.4 MCPTT group configuration management, and 10.6 Group management (on-network) contain flows between entities that only exist in the on-network functional model and not the off-network functional model.  Therefore one can only conclude that configuration can only occur during on-network operations. Thus mandating that before a UE can be used off-network, it must actively participate in an on-network operations.
Question

With the above stated:

· Is it the intent of the work on configuration of parameters to require that before a UE can be used off-network, that the UE must be operational on-network to receive all necessary configuration parameters?

· If yes, the US Department of Commerce objects.

· If no, then what changes are necessary to remove this possible interpretation of the facts?
Proposed changes
Functional model

The off-network functional model needs to be updated similarly as it was for floor control (the UE must have both client and server capabilities).  Looking at Figure 7.3.1-1 the missing entities would be those that have interfaces that do not terminate in the EPS.  Add Group management client/server, configuration management client/server, and identity management client/server.
***** Begin change: only change is in 7.3.2 (replace figure) ********

7.3
Functional model description

7.3.1
On-network functional model
Figure 7.3.1-1 shows the functional model for the application plane.
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Figure 7.3.1-1: Functional model for application plane
In the model shown in figure 7.3.1-1, the following apply:

-
The MCPTT AS is an instantiation of a GCS AS in accordance with 3GPP TS 23.468 [10].

-
The MCPTT user database may be combined with an HSS in some deployment scenarios (e.g. when the MCPTT service provider and the public network operator are part of the same trust domain).
-
MCPTT-9 carries multicast floor control signalling between the floor control server of the MCPTT server and the floor participant of the MCPTT UE.

-
MCPTT-4 carries unicast floor control signalling between the floor control server of the MCPTT server and the floor participant of the MCPTT UE.

-
MCPTT-7 carries unicast media between the media distribution function of the MCPTT server and the media mixer of the MCPTT UE.

-
MCPTT-8 carries multicast media from the media distribution function of the MCPTT server to the media mixer of the MCPTT UE.

NOTE:
The media distribution function can also provide a media mixing function. This operates independently from the media mixer in the MCPTT UE.

Editor's note:
Interaction between a GCS AS and an IMS SIP core interfacing to Rx are for further study

Editor's note:
The MCPTT server may contain an identity translation function to conceal identities from the SIP core and EPS.  This function is for further study.

Figure 7.3.1-2 shows the functional model for the signalling control plane.
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Figure 7.3.1-2: Functional model for signalling control plane
Editor's note:
Figure 7.3.1-2 needs to be updated to show HTTP-4 at the HTTP proxy.
In the model shown in figure 7.3.1-2, the following apply:

-
The signalling plane identities may be provided by an HSS in deployment scenarios where the PLMN operator is responsible for the IMS subscriptions.

-
The signalling plane identities may be provided by the MCPTT user database using the MCPTT-9 reference point in deployment scenarios where the MCPTT operator is responsible for the SIP core subscriptions.
Editor's note:
The text above, describing the location of identities, may be relocated to another clause of the present document.
Editor's note:
The diagrammatic representation of MCPTT-3 making use of SIP-1 and SIP-2 is for further consideration.
Figure 7.3.1-3 shows the relationships between the reference points of the application plane and the signalling plane.
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Figure 7.3.1-3: Relationships between reference points of application and signalling control planes

7.3.2
Off-network functional model
Figure 7.3.2-1 shows the functional model for off-network operation.
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Figure 7.3.2-1
Functional model for off-network operation

**** End change functional model ****
====================

Application of functional model to deployment

The off-network functional model updated in the previous change (above) now needs to be reflected in the text of 9.3.2  Add Group management client/server, configuration management client/server, and an identity management client/server text.

***** Begin change: only changes is in 9.3.2 (add new entities)  ********

9
Application of functional model to deployments
9.1
General

9.2
Architecture model for on-network operations

9.2.1
On-network architectural model

9.2.1.1
On-network architectural model diagram

Figure 9.2.1.1-1 below is the on-network architectural model for the MCPTT system solution, where the MCPTT system provides MCPTT service via a single PLMN. 
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Figure 9.2.1.1-1: On-network architectural model
9.2.1.2
Application services layer

9.2.1.2.1
Overview

The application services layer includes MCPTT application and any required supporting functions grouped into common services core.

9.2.1.2.2
Common services core

Common services core is composed of the following functional entities:

-
for common services, a configuration management server as described in subclause 7.4.2.2.2, a group management server as described in subclause 7.4.2.2.4 and an identity management server as described in subclause 7.4.2.2.5; and

-
for signalling control, a hypertext proxy as described in subclause 7.4.3.3.2 and a hypertext server as described in subclause 7.4.3.3.3.

9.2.1.2.3
MCPTT application service

MCPTT application service is composed of the following functional entities:

-
an MCPTT server as described in subclause 7.4.2.3.2; and

-
for media, a floor control server as described in subclause 7.4.2.3.4 and a media distribution function as described in subclause 7.4.2.3.5.

9.2.1.3
SIP core

The SIP core provides rendezvous (contact address binding and URI resolution) and service control (application service selection) functions. It is composed of the following functional entities:

-
for signalling control, a local inbound / outbound proxy as described in subclause 7.4.3.1.2.2, a registrar finder as described in subclause 7.4.3.1.2.3 and a registrar / application service selection entity as described in subclause 7.4.3.1.2.4.

In some deployment scenarios the registrar and SIP database are located in the MCPTT service provider's network while the registrar finder is in the public operator's network and the AAA‑1 reference point is an inter-network interface.

9.2.1.4
EPS

The EPS provides point-to-point and point-to-multipoint bearer services with QoS.

9.2.1.5
UE 1

UE 1 is:

-
a device supporting bearer services and application(s) related to MCPTT;

-
a device that acts as ProSe UE-to-network relay; or

-
both of the above.

When acting as a device supporting bearer services and application(s) related to MCPTT, UE1 is composed of the same functional entities as for UE2, as described in subclause 9.2.1.6.

9.2.1.6
UE 2

UE 2 is a device using ProSe UE-to-network relay, and supporting application(s) related to MCPTT. It is composed of the following functional entities:

-
for common services, a group management client as described in subclause 7.4.2.2.3 and a configuration management client as described in subclause 7.4.2.2.1;

-
for MCPTT application services, an MCPTT client as described in subclause 7.4.2.3.1;

-
for signalling control, a signalling user agent as described in subclause 7.4.3.1.1 and an HTTP client as described in subclause 7.4.3.3.1; and

-
for media, a floor participant as described in subclause 7.4.2.3.3.
9.2.2
Deployment scenarios

9.2.2.1
Administration of MCPTT application service, SIP core and EPS 

9.2.2.1.1
General

This sub-clause describes four different deployment scenarios in which different administration of MCPTT application service, SIP core and EPS are described, together with the sensitivities of identities and other forms of signalling in those scenarios.

In each of these scenarios, the owner of the devices at each plane may be different from the organisation that administers these devices.  For example, the MCPTT service provider may own some RAN components within the EPS even when the EPS is administered by the PLMN operator, and the MCPTT UE may be owned by an organisation that is independent from PLMN and MCPTT service providers.

9.2.2.1.2
Common administration of all planes

In this scenario, all planes (application services layer, SIP core and PLMN) are administered by the same party. This is illustrated in figure 9.2.2.1.2-1 below.
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Figure 9.2.2.1.2-1: Common administration of all services by one operator

Although the identities in each plane are separate according to clause 8, there is no particular sensitivity of identities and other information at the application plane, and these may be exposed to the SIP core and the EPS.

All authorisation and authentication mechanisms at each plane, i.e. the application services layer, SIP core and EPS, shall be separate, but there may be no need for any restrictions in how these are stored and managed; for example the same entity could provide services to each of the application services layer, SIP core and EPS.

9.2.2.1.3
MCPTT service provider separate from SIP core and EPS

In this scenario, as illustrated in figure 9.2.2.1.3-1, the MCPTT service provider is separate and independent from the PLMN operator, and the MCPTT service is administered independently of the PLMN and SIP core.  The PLMN operator administers the EPS and the SIP core.
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Figure 9.2.2.1.3-1: MCPTT service provider administers MCPTT service separately from SIP core and EPS

The MCPTT service provider may require that all application services layer identities and other sensitive information are hidden both from the SIP core and the EPS.  

All authentication and authorisation mechanisms, including security roots, at the application services layer need not be hidden from and not available to the EPS operator.
9.2.2.1.4
MCPTT service provider administers SIP core, separate from EPS

In this scenario, as illustrated in figure 9.2.2.1.4-1, the MCPTT service provider administers the SIP core, and the MCPTT application services and SIP core are independent of the PLMN operator.
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Figure 9.2.2.1.4-1: MCPTT provision of SIP core, separate domain from EPS

The MCPTT service provider may require that all identities and other sensitive information at the application services layer are hidden from the EPS.  The MCPTT service provider need not hide the identities and signalling at the application services layer from the SIP core.  However the MCPTT service provider may require that identities and other sensitive information between SIP core and SIP client in the MCPTT UE are also hidden from the EPS.

All authentication and authorisation mechanisms, including security roots, at both application services layer and at SIP signalling plane may need to be hidden from, and not available to, the PLMN operator. 

9.2.2.1.5
SIP core partially administered by both PLMN operator and MCPTT service provider

In this scenario, as illustrated in figure 9.2.2.1.5-1, the SIP core is partially administered by both parties, for example when the SIP core registrar is administered by the MCPTT service provider, but the SIP core registrar finder and proxy is administered by the PLMN operator.
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Figure 9.2.2.1.5-1: MCPTT service provider provision of SIP core, separate domain from EPS

The MCPTT service provider may require that all identities and signalling at the application services layer are hidden from the EPS, and may require identities and other sensitive information to be hidden from the PLMN operator administered part of the SIP core.

All authentication and authorisation mechanisms, including security roots, at the application services layer may need to be hidden from, and not available to, the PLMN operator.

9.2.2.2
MCPTT user database, SIP database and HSS
Figures 9.2.2.2-1 to 9.2.2.2-6 show the possible deployment scenarios of the MCPTT user database and SIP user database, including collocation with the HSS.

NOTE:
As an implementation option, the SIP database can be located within the SIP core, in which case the AAA‑1/Cx interface is not exposed.
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Figure 9.2.2.2-1: Collocation of MCPTT user database and SIP database with HSS

The HSS depicted in figure 9.2.2.2-1 can be deployed either in the public operator's network or the MCPTT service provider's network.
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Figure 9.2.2.2-2: Shared public network operator and MCPTT service provider based deployment of MCPTT service - SIP database collocated with HSS with separate MCPTT user database
The MCPTT user database depicted in figure 9.2.2.2-2 can be deployed in the public operator's network or the MCPTT service provider's network, and the HSS depicted in figure 9.2.2.2-2 can be deployed in the same or different network to the MCPTT user database i.e. public operator's network or the MCPTT service provider's network.
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Figure 9.2.2.2-3: Shared public network operator and MCPTT service provider based deployment of MCPTT service - collocation of MCPTT user database and SIP database, with separate HSS
The MCPTT user database and SIP database depicted in figure 9.2.2.2-3 can be deployed in the public operator's network or the MCPTT service provider's network, and the HSS depicted in figure 9.2.2.2-3 can be deployed in the same or different network to the MCPTT user database i.e. public operator's network or the MCPTT service provider's network.
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Figure 9.2.2.2-4: Shared public network operator and MCPTT service provider based deployment of MCPTT service - separate HSS, MCPTT user database and SIP database
Each of the MCPTT user database, SIP database and HSS depicted in figure 9.2.2.2-4 can be deployed in the same or different networks i.e. public operator's network or the MCPTT service provider's network.

9.3
Architecture model for off-network operations

9.3.1
Off-network architectural model diagram

Figure 9.3.1-1 below shows the off-network architectural model for the MCPTT system solution, where no relay function is used. 
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Figure 9.3.1-1: Off-network architectural model where no relay function is used

The entities within this model are described in the following subclauses and a full functional model is given in subclause 7.3.2.
9.3.2
UE 3

UE3 is a device using ProSe and supporting application(s) related to off-network MCPTT service. It is composed of the following functional entities:

-
for MCPTT application services, an MCPTT client as described in subclause 7.4.2.3.1;
-
for signalling control, a signalling user agent as described in subclause 7.4.3.1.1;
-
for media, a floor participant as described in subclause 7.4.2.3.3 and, for distributed floor control, a floor control server as described in subclause 7.4.2.3.4, and for combining multiple media streams, a media mixer as described in subclause 7.4.2.3.6;
-
for group management, a group management client (7.4.2.2.3) and a group manage server (7.4.2.2.4);

-
for configuration management, a configuration management client (7.4.2.2.1) and a configuration management server (7.4.2.2.2); and

-
for identity management, an identity management client (7.4.2.2.6) and an identity management server (7.4.2.2.5).
9.3.3
UE 4

UE4 represents one or more devices with the same functionality as UE3.

9.4
Architecture model for roaming
Roaming is achieved using either:

-
EPC-level roaming as defined in 3GPP TS 23.401 [9]; or

-
IMS-level roaming as defined in 3GPP TS 23.228 [5].

**** End change functional model to deployment****

====================
Annex B configuration information

The first statement of B.1 (Data classification) states that the tables summaries the pieces of data … for on-network use. Yet some of the tables state both "on-network and off-network" or "off network only".  Which is it?  The text goes on to classify the tables as both on and off network, on network only and off network only.  
Next the column for UE provisioned states that this is a piece of data known by the UE, but then why is there a need to have this in the MCPTT UE related data?  By definition it is the UE, No?  The description of UE provisioned also wants to know how the information is updated (interface), so it is an overloaded title heading that leads to confusion. 
Column "UE notified" seems to indicate a dynamic nature which is not captured in the "UE provisioned" column.

As a first step I think that it would be better to determine what the configuration data is that needs to be stored on the UE or in the MCPTT Server (currently marked as network) and deal with how the information gets entered in the UE or network as a second and independent step.  For the most part this second step should be a by-product of the parameters to the information flows. The third step on the frequency of updates to the parameters is another step, which will need a method (another contentious issue) for updating the information.
***** Begin changes for Annex B ********

Annex B (normative):
MCPTT related data
B.1
Data classification

Tables B.2-1, B2-2, B.3-1, B3-2, B4-1 and B.4-2 summarise the pieces of data with the reference to the introduction requirements from 3GPP TS 22.179 [2] for on-network use, related respectively to MCPTT UEs, MCPTT users and MCPTT groups. Tables BX-1 relate to the requirements valid both for on-network and for off-network (clause 5 of 3GPP TS 22.179 [2]) and tables BX-2 relate to the requirements valid for on-network (clause 6 of 3GPP TS 22.179 [2]). Tables BX-3 relate to the requirements valid for off network (clause 7 of 3GPP TS 22.179 [2]). The various columns in the tables have the following meanings:

-
Reference: Is the reference of the corresponding requirement in 3GPP TS 22.179 [2], leading to the introduction of a given piece of data. Only one reference if given for each piece of data, even if several requirements in 3GPP TS 22.179 [2] mandates the same data or a slight variant of it.

-
Definition: A short definition of the semantics of the corresponding piece of data.

-
UE provisioned: The piece of data has to be known by the UE for the fulfilment of the corresponding stage 1 requirement. The rate of update in the UE may be low or moderate, meaning that a quasi-real time notification of a change of state to the UE is not required.

NOTE 1:
An X in the cell indicates that the data is known.  Optionally an on-network interface may be provided when both the UE and MCPTT service are operating on network.
-
UE notified: The piece of data has also to be known by the UE, but a quasi-real time notification is required.

NOTE 2:
UE notification is assumed to use SIP signalling.

-
MCPTT server managed/enforced: This piece of data has to be known by the MCPTT server. It is either been known only by the MCPTT server, or it may also be known by the UE but its use is controlled and/or enforced by the MCPTT server.

NOTE 3:
An X in the cell indicates that the data is known.  Optionally an on-network interface may be provided when both the UE and MCPTT service are operating on network.
Editor's note: it is FFS if another SIP reference point is needed.

Editor's note: Following tables are incomplete.

B.2
MCPTT UE related data

Table B.2-1 summarises the data related to UE. The only information which is assumed to be promptly notified to the MCPTT UE is its disabling/enabling status shown in Table B.2-2.

Table B.2-1: MCPTT UE related data (both on network and off network)

	Reference
	Definition
	UE provisioned

	UE notified

	MCPTT server enforced/managed


	5.5.2-005
	Maximum number of simultaneous group calls (N4)
	X(CSC-4)
	
	X (CSC-4)

	5.5.2-006
	Maximum number of transmissions (N5) in a group
	X(CSC-4)
	
	X(CSC-4)

	5.5.2-007
	Maximum number of private calls(N10)
	X(CSC-4)
	
	X(CSC-4)


Table B.2-2: MCPTT UE related data (on network only)

	Reference
	Definition
	UE provisioned

	UE notified
()
	MCPTT server enforced/managed


	6.13.4-001
	Enabling/disabling of UE

	X(CSC-4)
	X
	X(CSC-4)


B.3
MCPTT user related data

Table B.3-1 summarises the data related to an MCPTT user.

Table B.3-1: MCPTT user related data (both on network and off network)

	Reference
	Definition
	UE provisioned

	UE notified

	MCPTT server enforced/managed


	5.5.2-008
	Maximum number of simultaneously received group calls (N6)
	X(CSC-4)
	
	X(CSC-2)

	5.5.2-009
	Maximum number of transmissions (N7)
	X(CSC-4)
	
	X CSC-2)

	5.6.5-001
	Authorised to make private call with manual commencement
	X(CSC-4)
	
	X(CSC-4)

	5.6.5-003
	User which can be called in private call
	X(CSC-4)
	
	X(CSC-4)

	5.6.5-002
	Authorised to make private call with automatic commencement
	X(CSC-4)
	
	X(CSC-4)

	5.6.5-004
	Maximum private call duration
	X(CSC-4)
	
	X(CSC-4)

	5.6.5-005
	Maximum hang time for private calls
	X(CSC-4)
	
	X(CSC-4)

	5.6.5-006
	Restriction in notification of call failure reason for private call
	X(CSC-4)
	
	X(CSC-4)

	5.7.2.2.2-002
	Authorisation for cancellation of in-progress imminent peril
	X(CSC-4)
	
	X(CSC-4)

	5.7.2.3.1-001
	Authorisation to make an emergency private call
	X(CSC-4)
	
	X(CSC-4)

	5.7.2.3.2-001
	Authorisation to cancel emergency priority in a private emergency call
	X(CSC-4)
	
	X(CSC-4)

	5.7.2.4.1-002
	Authorisation to activate emergency alert
	X(CSC-4)
	
	X(CSC-4)


Table B.3-2: MCPTT user related data
	Reference
	Definition
	UE provisioned

	UE notified

	MCPTT server enforced/managed



B.4
Group related data

Tables B.4-1 and B4-2 summarise the data related to an MCPTT group.

Table B.4-1: MCPTT group related data (both on network and off network)

	Reference
	Definition
	UE provisioned

	UE notified

	MCPTT Server enforced/managed


	5.7.2.1.2-002
	Timeout value for the cancellation of an  in-progress emergency for a group call
	?
	
	X(CSC-2)

	5.7.2.2.2-004
	Timeout value for the cancellation of an in-progress imminent peril group call 
	?
	
	X(CSC-2)


Table B.4-2: MCPTT group related data (on network only)
	Reference
	Definition
	UE provisioned

	UE notified

	MCPTT server enforced/managed


	6.2.4-003
 6.4.9-002
	Group call Hang timer
	
	
	X(CSC-4)


Table B.4-3: MCPTT related data (off network only)
	Reference
	Definition
	UE provisioned

	UE notified

	MCPTT server enforced/managed


	[R-7.4-002]

[R-7.4-003]
	Group call Hang timer 
	 
	 
	X(CSC-4)


B.5
Service related data

Tables B.5-1, B.5-2 and B.5-3 summarise the data related to an instance of an MCPTT service.

Table B.5-1: Service related data (both on-network and off-network)

	Reference
	Definition
	UE provisioned

	UE notified

	MCPTT server enforced/managed


	5.7.2.3.2-002
	Timeout value for the cancellation of an  in progress emergency for a private call
	X(CSC-4)
	 
	X(CSC-2)


Table B.5-2: Service related data (on-network only)

	Reference
	Definition
	UE provisioned

	UE notified

	MCPTT server enforced/managed


	
	Hang timer for private calls 
	
	
	


Table B.5-3: Service related data (off-network only)
	Reference
	Definition
	UE provisioned

	UE notified

	MCPTT server enforced/managed

	

	[R-7.4-002]

[R-7.4-003]


	Hang timer for private calls in off-network
	
	N/A

	N/A

	


**** End changes for Annex B ****

Summary of Changes only
********** First change to clause 7.3.2 ********************

7.3.2
Off-network functional model
Figure 7.3.2-1 shows the functional model for off-network operation.
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Figure 7.3.2-1
Functional model for off-network operation

********** Second change to clause 9.3.2 ********************

9.3.2
UE 3

UE3 is a device using ProSe and supporting application(s) related to off-network MCPTT service. It is composed of the following functional entities:

-
for MCPTT application services, an MCPTT client as described in subclause 7.4.2.3.1;

-
for signalling control, a signalling user agent as described in subclause 7.4.3.1.1;
-
for media, a floor participant as described in subclause 7.4.2.3.3 and, for distributed floor control, a floor control server as described in subclause 7.4.2.3.4, and for combining multiple media streams, a media mixer as described in subclause 7.4.2.3.6;

-
for group management, a group management client (7.4.2.2.3) and a group manage server (7.4.2.2.4);

-
for configuration management, a configuration management client (7.4.2.2.1) and a configuration management server (7.4.2.2.2); and

-
for identity management, an identity management client (7.4.2.2.6) and an identity management server (7.4.2.2.5).
********** Third change to Annex B ********************

Same as shown above for Annex B (pages 14 – 17 of this contribution).
�Really not appropriate here since this is what the next column does, No?  That is the column UE notified could have time classifications such as once, hourly, daily, immediately upon change, etc.


�If the MCPTT is an application, then the network is simply a transport mechanism that permits the client and server applications to exchange information.  Therefore any mention of network, is not relevant when is comes to configuring the UE or the MCPTT service. No?


�Is not this what the X in the column for UE notified means? And so could be deleted.


�A device may be designed that it contains an internal parameter that it has been disabled, otherwise if it were relied on only the MCPTT server or network to just not respond to any of its activities, the device could still transmit interfering signals.  Therefore I think that this information also may be maintained within the UE.  I do not think that off network operations want a rogue UE interfering in off-network MCPTT operations.  I think that this would be on a case by case basis.  Is the UE disabled for on-network, off-network or both operations?  In the case of a stolen one, yes for both.  In the case of a UE being banded from a particular network, network only.  While off network may be restricted so as not to interfere with on network radio.


�Will SIP signalling be used while off network?


�If the UE is provisioned with this information and is off network, is there a way for the Network to manage or enforce this?  I think not.  However if the column header is changed from network to MCPTT server, then each UE while off network would be able to have the MCPTT server functionality and enforce/manage the parameter.
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