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Abstract: 
The contribution gives general descriptions and contents of MCPTT user profile in section 10. Add MCPTT user profile id (for “personality” support) for alignment with Stage 1 in 22.179.
Introduction
In the Stage 1 requirement document 22.179 it was decided to support the different personalities of the same user via multiple (different) profiles. It is thus necessary to identify which of the potentially several user profiles is requested (e.g. “at home” profile, “providing mutual aid”  profile,  “limited functionality device” profile, etc. ).  

A typical use would be to download a user profile when the UE starts the MCPTT service. Since a user profile can grow quite large, it may be desirable to check first whether the device already stores the desired up-to-date profile of the user and download or upload only if version synchronization is necessary between the MCPTT client and server. 

It is desirable to indicate this functionality explicitly, such that the Stage 3 messages optimally support this functionality from the beginning. 
In previous discussions the group reached the consensus on locating the MCPTT user profile in MCPTT user database. The contribution provides descriptions in line with user profile procedure and architecture progress.
FIRST AND SECOND CHANGES ARE NOT PART OF THIS pCR AND ARE HERE ONLY FYI AND TO CHECK CONSISTENCY; THEY WILL BE REMOVED PRIOR TO SUBMISSION

Proposed Changes:
================== First change =====================
5.2.11
MCPTT user profile requirements
Each MCPTT user shall have at least one profile associated with his MCPTT ID stored in a database associated with a MCPTT server. 
NOTE: The provisioning of MCPTT user profiles is an administrative operation and out of scope of this specification. 
During MCPTT calls, MCPTT user profile information shall be available at the MCPTT server and at the MCPTT client. 
When transferred between an MCPTT client and an MCPTT server and/or when stored at a MCPTT UE, the MCPTT user profile information shall be confidentiality and integrity protected.
================== Second change =====================
7.4.2.3.7
MCPTT user database

This functional entity contains information of all user configuration and MCPTT user profile information associated with each MCPTT ID that is held by the MCPTT service provider at the application plane. User configuration information is determined by the MCPTT service provider. The MCPTT user is able to set some information in his profiles. MCPTT user profile information can be determined and configured by mission critical organizations.
================== Third change =====================

10.1.3
MCPTT user profile

10.1.3.1
General

The MCPTT user profile identifies which MCPTT services the user is allowed to access. An MCPTT user is associated with at least one MCPTT user profile and may be associated with several. The MCPTT user profile is stored in MCPTT user database and can be downloaded on MCPTT UE by the trusted application client on that UE.
Only one MCPTT user profile per device is active at a time.
NOTE: In addition to the information flows shown below, the MCPTT user profile updates, uploads and downloads may be performed off-line by system administrators and other authorized users.    
10.1.3.1a
Management of the MCPTT user profile
The MCPTT user profile provisioning can be initiated by MCPTT UE (e.g. upon MCPTT user’s initial log on or reconnect to MCPTT service), or initiated by MCPTT network (e.g. the dynamic attributes applied to MCPTT service due to role change or organization change).

Certain user profile information that is allowed to be modified and uploaded by MCPTT user is determined by mission critical organizations and/or MCPTT service providers.
The MCPTT user profile provisioned from the MCPTT service includes the following information:
· MCPTT ID of application plane that is associated with the user profile;
· User role that is determined by mission critical organizations;

· NOTE: the user role may be associated with or be identical with a particular participant type.
· User default priority information;

· Service authorization information configured by mission critical organization and/or MCPTT service provider; and a selected set of attributes in table B.3-1;
· Membership information of an MCPTT user with specific group configured by MCPTT Administrator.
· MCPTT UE configurations that may include a selected set of UE configurations in table B.2-1.
10.1.3.2
MCPTT user obtains the user profile (UE initiated)

The procedure for MCPTT user obtaining the user profile that is initiated from MCPTT UE is illustrated in figure 10.1.3.2-1.
Pre-conditions:

-
The MCPTT user has performed user authentication in identity management server.
-
The MCPTT UE has the secure access to the configuration management server. 
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Figure 10.1.3.2-1: MCPTT user obtains the user profile (UE initiated)
1.
The configuration management client sends “Get MCPTT user profile request” message to the configuration management server. This message provides the MCPTT ID information and other information necessary for the transfer of the desired MCPTT user profile information. 
2.
The configuration management server obtains the MCPTT user profile information.

3.
The configuration management server sends “Get MCPTT user profile response” message to the configuration management client. When a download is necessary, this message carries the requested MCPTT user profile information that is associated with this MCPTT ID, or an update to the version already stored at the UE. Alternatively, the configuration management server may signal the UE to upload the most recent version of the MCPTT user profile, as described in 10.1.3.4, or may indicate that the MCPTT user profiles are already synchronized in version between the client and the server. In all cases the message will indicate either success or failure with a reason code. 
10.1.3.3
MCPTT user obtains the user profile update (network initiated)
The procedure for MCPTT user obtaining the user profile or an update that is initiated by network is illustrated in figure 10.1.3.3-1.
Pre-conditions:

-
The MCPTT user has performed user authentication in identity management server.

-
The MCPTT UE has the secure access to configuration management server.

-
The Configuration management server stores or has access to the MCPTT user profile(s) associated with the MCPTT ID.
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Figure 10.1.3.3-1: MCPTT user obtains the user profile update (network initiated)
1.
The configuration management server obtains the MCPTT user profile update information.

2.
The configuration management server sends a notification for MCPTT user data update to the configuration management client. 
3.
The configuration management client sends get MCPTT user profile request to the configuration management server. 

4.
The configuration management server sends get MCPTT user profile response to the configuration management client. This message carries the MCPTT user profile update information requested in step 3.
10.1.3.4
MCPTT user uploads the user profile data
The procedure for MCPTT user uploading the user data that is related to the MCPTT user profile is illustrated in figure 10.1.3.4-1.
Pre-conditions:

-
The MCPTT user has performed user authentication in identity management server.

-
The MCPTT UE has the secure access to configuration management server.
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Figure 10.1.3.4-1: MCPTT user uploads the user data
1.
The configuration management client is triggered (e.g. by user interaction operation or by receiving information from the configuration server per subclause 10.1.3.3) to upload the MCPTT user data.

2.
The configuration management client sends upload MCPTT user data request to the configuration management server. The message carries the user data information to be uploaded.

3.
The configuration management server stores the MCPTT user data to the database.

4.
The configuration management server sends upload MCPTT user data response to configuration management client to confirm the upload is completed.
================== End of changes =====================
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