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1. Overall Description:

SA3 would like to inform SA6 about SA3's decision to add a new architectural element to MCPTT. SA3 has agreed that a Key Management Server (KMS) is required within the Common Services Core as part of the MCPTT architecture. The server supports security functionality for the protection of media and floor control within MCPTT. 

In addition to defining this new architectural element, three HTTP-based reference points have also been defined and nominally numbered as follows:

- CSC-8: between the KMS and the MCPTT UE. 

- CSC-9: between the KMS and the MCPTT Server. 
- CSC-10: between the KMS and the group management server.

Further details of the MCPTT KMS may be found within S3-152410 and TS 33.179.
SA3 kindly asks SA6 to take the above information into account as it continues its work on MCPTT.
2. Actions:

To SA6 group.

ACTION: 
SA3 kindly asks SA6 to take the above information into account.
3. Date of Next SA3 Meetings:
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