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Discussion
As indicated in "Status for MCPTT configuration in TS 23.179 v1.1.1" provided to SA6 list in preparation for pre SA6#8 conference call on MCPTT configuration, and as discussed during the same call, consolidation is needed between the different configuration related procedures in subclauses 10.1, 10.2 and 10.5. Indeed, for example:

· There is no procedure in subclause 10.2 but only a list of configuration data that can be used.  It would be better to move contents from subclause 10.2 together with subclause 10.1.4,

· The contents of subclause 10.5 should be moved together with the contents of subclauses 10.1.4.3 and contents of suclauses 10.2.3.

Also, there are requirements for a default user profile to be stored in the UE and used by the UE even when this UE has not connected to the network. It is proposed to add a placeholder for description of such procedure in TS 23.179.

Additionally, all procedures in 10.1.4 are using CSC-2 so there is no need to mention CSC-2 in title for 10.1.4.3.

Lastly, group membership data is a list of MCPTT IDs, and for each of these MCPTT IDs the following information is provided: User Info Id, user priority, participant type (first responder, second responder, dispatcher, dispatch supervisor, MCPTT administrator) and affiliation status. Some restructuring of the list is proposed addordingly.
Proposal
It is proposed to approve the below proposed changes to TS 23.179 v1.1.1:

FIRST CHANGE
10.1
MCPTT configuration

Editor's note:
This subclause is a placeholder for description of configuration for both on-network and off-network.

10.1.1
General
10.1.2
MCPTT UE configuration data

10.1.2.1
General
Editor's note:
The functional description is FFS.

10.1.2.2
Procedures

Editor's note:
The procedures description is FFS.

10.1.2.3
Structure of data

The MCPTT UE configuration data includes the following information elements:

-
relay service (Y/N);
-
the list of allowed relayed MCPTT groups (optional); and
-
relay service code associated with each MCPTT group (as specified in 3GPP TS 23.303 [8]).
10.1.3
MCPTT user profile

10.1.3.1
General

10.1.3.2
Default user profile for off-network operations
10.1.3.3
MCPTT user obtain the user profile (UE initiated)

The procedure for MCPTT user obtaining the user profile that is initiated by MCPTT UE is illustrated in figure 10.1.3.3-1.
Pre-conditions:

-
The MCPTT user has performed user authentication in identity management server.
-
The MCPTT UE has the secure access to the configuration management server. 
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Figure 10.1.3.3-1: MCPTT user obtain the user profile (UE initiated)
1.
The configuration management client sends get MCPTT user profile request to the configuration management server. This message provides the MCPTT user's identity information.

2.
The configuration management server obtains the MCPTT user profile information.

3.
The configuration management server sends get MCPTT user profile response to the configuration management client. This message carries the MCPTT user profile information that is associated with this MCPTT user's identity. 

10.1.3.4
MCPTT user obtain the user profile update (network initiated)
The procedure for MCPTT user obtaining the user profile update that is initiated by network is illustrated in figure 10.1.3.4-1.
Pre-conditions:

-
The MCPTT user has performed user authentication in identity management server.

-
The MCPTT UE has the secure access to configuration management server.

-
The MCPTT user has previously obtained the MCPTT user profile that is associated with this MCPTT user's identity.
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Figure 10.1.3.4-1: MCPTT user obtain the user profile update (network initiated)
1.
The configuration management server obtains the MCPTT user profile update information.

2.
The configuration management server sends a notification for MCPTT user data update to the configuration management client.

3.
The configuration management client sends get MCPTT user profile request to the configuration management server. 

4.
The configuration management server sends get MCPTT user profile response to the configuration management client. This message carries the MCPTT user profile update information requested in step 3.
10.1.3.5
MCPTT user upload the user profile data
The procedure for MCPTT user uploading the user data that is related to the MCPTT user profile is illustrated in figure 10.1.3.5-1.
Pre-conditions:

-
The MCPTT user has performed user authentication in identity management server.

-
The MCPTT UE has the secure access to configuration management server.
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Figure 10.1.3.5-1: MCPTT user upload the user data
1.
The configuration management client is triggered (e.g. by user interaction operation) to upload the MCPTT user data.

2.
The configuration management client sends upload MCPTT user data request to the configuration management server. The message carries the user data information to be uploaded.

3.
The configuration management server stores the MCPTT user data to the database.

4.
The configuration management server sends upload MCPTT user data response to configuration management client to confirm the upload is completed.
10.1.4
MCPTT group configuration management

10.1.4.1
Store group configurations at the group management server

The procedure for store group configurations at the group management server is described in figure 10.1.4.1-1.

Pre-conditions:

-
The group management server may have some pre-configuration data which can be used for online group configuration validation;


[image: image4.emf]Group management 

server

Group management client

(Authorized user)

1.Receive group 

configurations

2.Store group configuration request

5.Store group configuration response

3.Validate group 

configurations

4.Store group 

configurations


Figure 10.1.4.1-1: Store group configurations at group management server
1.
The group configurations are received by the group management client of an authorized user. 
2.
The received group configurations are sent to the group management server for storage using a store group configuration request.
3.
The group management server may validate the group configurations before storage. 

4.
The group management server stores the group configurations. 

5.
The group management server provides a store group configuration response indicating success or failure. If any validation or storage fails, the group management server provides a failure indication in the store group configuration response.
10.1.4.2
Store group configurations at the group management client

The procedure for store group configurations at the group management client is described in figure 10.1.4.2-1.

Pre-conditions:

-
The group management server may have some pre-configuration data which can be used for online group configuration validation;
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Figure 10.1.4.2-1: Store group configurations at group management client
1.
The group configurations are received by the group management server. 
2.
The group management server may validate the group configurations before storage. 
3.
The group management server stores the group configurations.
4.
The received group configurations are sent to the group management client for storage using a notify group configuration request.
5.
The group management client stores the group configurations. 

6.
The group management client provides a notify group configuration response indicating success or failure.
NEXT CHANGE
10.1.4.3
Subscription and notification for group configuration data
The procedure for subscription for group configuration data as described in figure 10.1.4.3-1 is used by the MCPTT UE (i.e. group management client) to indicate to the group management server that it wishes to receive updates of group configuration data for groups for which it is authorized.
The procedure for notification for group configuration data as described in figure 10.1.4.3-2 is used by the group management server to update the group management client with latest group configuration data.
Pre-conditions:

-
The group management server has some group configurations stored.
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Figure 10.1.4.3-1: Subscription for group configurations
1.
The group management client subscribes to the group configuration information stored at the group management server using the subscribe group configuration request. 
2.
The group management server provides a subscribe group configuration response to the group management client indicating success or failure of the request. Also, the response will provide the latest group configuration information to the group management client.
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Figure 10.1.4.3-2: Notification for group configurations
1.
The group management server will update the group configurations stored as a result of configuration updates for the group by administrators or authorized users. 
2.
The group management server provides the notification to the group management client, who previously subscribed for the group configuration information. 





10.1.4.4
Structure of group configuration data

The group configuration data includes the following information elements:

-
MCPTT group identity;
-
group owner;
-
group call ongoing or not;
-
group policy;
-
pre-emption capability;
-
pre-empted capability;
-
group priority;
-
associated relay service code (as specified in 3GPP TS 23.303 [8]);
-
priority level of the group;
-
the security level of the group;
-
ProSe Layer-2 Group ID (optional);

-
ProSe Group IP multicast address (optional);
-
indication whether the UE should use IPv4 or IPv6 for that MCPTT group (optional);

-
A list of MCPTT IDs. For each of the MCPTT Ids, the Group configuration data includes the following information:
-
User Info Id (as specified in 3GPP TS 23.303 [8]);
NOTE:
User Info Id is unique (identifying an MCPTT user) to enable mapping by the application from the MCPTT ID to the IP address assigned by the ProSe layer for off-network operation.

-
user priority;
-
participant type (first responder, second responder, dispatcher, dispatch supervisor, MCPTT administrator); and
-
affiliation status.
-
Basic status, i.e. indication on whether the group is enabled or disabled;

-
Extended status, i.e. indication of potential emergency or in-peril status of the group, together with the identification of the user who has performed the last modification of this status;

-
Contact URIs, i.e. additional URIs which may be used for designation of the group, for example aliases of group broadcast or group regroup group URIs; and
-
Media description for group media, including transport (TMGI(s)) and multiplexing information.
Editor's note: Details of security related elements in group configuration data to be provided by SA3.

NEXT CHANGE






















END OF CHANGES
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