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Abstract: This contribution proposes some editorial corrections.

1.
Introduction & Discussion

(1)
Correct the label in figure 7.3.1-3 between the SIP core and Group management  server from "SIP-3" with "SIP-2".

(2)
Replace the "MRF" in subclause 7.4.2.3.2 with "media distribution function".

(3) Replace the "user equipment" in text description of CSC-1 in subclause 7.5.2.11 with "user".

(4)
Replace all the "PLMN operator", "PLMN network operator" with "public network operator".

(5) Delete the "TMGI(s)" in suclause 10.5.3, as subclause specifies that ''The TMGI is communicated between the MCPTT server and the MCPTT client using the MCPTT-1 reference point." 

2.
Proposals
Based on the preceding analysis, it is kindly proposed to include the following texts into MCPTT TS 23.179.

***********************************Start of first change**********************************
7.3.1
On-network functional model

Figure 7.3.1-1 shows the functional model for the application plane.
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Figure 7.3.1-1: Functional model for application plane

In the model shown in figure 7.3.1-1, the following apply:

-
The MCPTT AS is an instantiation of a GCS AS in accordance with 3GPP TS 23.468 [10].

-
The MCPTT user database may be combined with an HSS in some deployment scenarios (e.g. when the MCPTT service provider and the public network operator are part of the same trust domain).

-
MCPTT-9 carries multicast floor control signalling between the floor control server of the MCPTT server and the floor participant of the MCPTT UE.

-
MCPTT-4 carries unicast floor control signalling between the floor control server of the MCPTT server and the floor participant of the MCPTT UE.

-
MCPTT-7 carries unicast media between the media distribution function of the MCPTT server and the media mixer of the MCPTT UE.

-
MCPTT-8 carries multicast media from the media distribution function of the MCPTT server to the media mixer of the MCPTT UE.

NOTE:
The media distribution function can also provide a media mixing function. This operates independently from the media mixer in the MCPTT UE.

Editor's note:
Interaction between a GCS AS and an IMS SIP core interfacing to Rx are for further study

Editor's note:
The MCPTT server may contain an identity translation function to conceal identities from the SIP core and EPS.  This function is for further study.

Figure 7.3.1-2 shows the functional model for the signalling control plane.
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Figure 7.3.1-2: Functional model for signalling control plane

Editor's note:
Figure 7.3.1-2 needs to be updated to show HTTP-4 at the HTTP proxy.

In the model shown in figure 7.3.1-2, the following apply:

-
The signalling plane identities may be provided by an HSS in deployment scenarios where the public network operator is responsible for the IMS subscriptions.

-
The signalling plane identities may be provided by the MCPTT user database using the MCPTT-9 reference point in deployment scenarios where the MCPTT operator is responsible for the SIP core subscriptions.

Editor's note:
The text above, describing the location of identities, may be relocated to another clause of the present document.

Editor's note:
The diagrammatic representation of MCPTT-3 making use of SIP-1 and SIP-2 is for further consideration.

Figure 7.3.1-3 shows the relationships between the reference points of the application plane and the signalling plane.
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Figure 7.3.1-3: Relationships between reference points of application and signalling control planes

***********************************End of first change**********************************
***********************************Start of  second change**********************************
5.2.10
MCPTT system interconnect requirements

The architecture for interconnect between MCPTT systems is specified, allowing the affiliation of MCPTT users from an MCPTT system with MCPTT groups defined in another MCPTT system. When both MCPTT systems are served by different networks, interconnect of signalling and media is achieved using the interfaces defined for interconnect between public networks.

***********************************End of second change**********************************
***********************************Start of  third change**********************************
7.4.2.3.2
MCPTT server

The MCPTT server functional entity provides centralised support for MCPTT services.

All the MCPTT clients supporting users belonging to a single group are required to use the same MCPTT server for that group. An MCPTT client supporting a user involved in multiple groups can have relationships with multiple MCPTT servers.

NOTE:
Possible requirements for handling multiple distinct media on different MCPTT servers is not covered in this version of the document.

The MCPTT server functional entity represents a specific instantiation of the GCS AS described in 3GPP TS 23.468 [10] to control multicast and unicast operations for group communications.

The MCPTT server functional entity is supported by the SIP AS, HTTP client and HTTP server functional entities of the signalling control plane.

By assuming the role of a GCS AS, the MCPTT server functional entity is responsible for:

-
keeping track of MCPTT UE location with respect to multicast service availability;

-
requesting the allocation of multicast resources utilizing the media distribution function;

-
announcing the association of multicast resources to calls to MCPTT UEs;

-
determining for each MCPTT UE involved in a given call whether to use unicast or multicast transport; 

-
announcing the assignment of multicast transport for specific calls to MCPTT UEs; and

-
informing the media distribution function of the media streams requiring support for a given call.

The MCPTT server shall support the controlling role and the participating role. The MCPTT server may perform the controlling role for private calls and group calls. The MCPTT server performing the controlling role for a private call or group call may also perform a participating role for the same private call or group call. For each private call and group call, there shall be only one MCPTT server assuming the controlling role, while one or more MCPTT servers in participating role may be involved. 

The MCPTT server performing the controlling role is responsible for:

-
call control (e.g. policy enforcement for participation in the MCPTT group calls) towards all the MCPTT users of the group call and private call;

-
managing floor control entity in a group call and private call; and

-
managing media handling entity in call i.e. conferencing, transcoding.

The MCPTT server performing the participating role is responsible for:

-
call control (e.g. authorization for participation in the MCPTT group calls) to its MCPTT users for group call and private call;

-
group affiliation support for MCPTT user, including enforcement of maximum N2 number of simultaneous group affiliations by a user;

-
relaying the call control and floor control messages between the MCPTT client and the MCPTT server performing the controlling role; and

-
media handling in call for its MCPTT users, i.e. transcoding, recording, lawful interception for both unicast and multicast media.

For group regrouping involving multiple groups from primary and partner MCPTT systems,
-
the group host MCPTT server of the temporary group performs the controlling role and is responsible for the centralized floor control, and for arbitration according to the temporary group or user policies (e.g., priority);

-
the group host MCPTT server of the constituent MCPTT group is responsible for providing call invitations to their group members, and for filtering between constituent group members’ floor control requests according to the constituent group or user policies (e.g., priority); and

-
the MCPTT server responsible for the constituent MCPTT group members performs the participating role.
***********************************End of third change**********************************
***********************************Start of  fourth change**********************************
7.4.3.2.2
SIP database logical functions

The SIP database provides the following logical functions:
a)
mobility management;

-
provides the UE mobility through the SIP core.

b)
registrar assignment support;

-
provides to the registrar finder the required capabilities for MCPTT Services based on MCPTT service provider requirements on a per-user basis, (e.g. whether a particular Registrar within the public network operator’s network (e.g. a Registrar reserved for MCPTT use or a Registrar in a secure location) or a Registrar within the MCPTT service provider network is assigned.

c)
call and/or session establishment support;

-
provides the call and/or session establishment procedures in the SIP core. For terminating traffic, it provides information on which Registrar currently hosts the user.

d)
user security information generation;

-
provides generation of user authentication, integrity and ciphering data for the SIP core.

e)
signalling plane security support;

-
provides authentication procedures to access MCPTT services by storing the generated data for authentication, integrity and ciphering at the signalling plane and by providing these data to the appropriate Registrar.

f)
user identification handling;
-
provides the appropriate relations among all the identifiers uniquely determining the signalling plane identities in the SIP core e.g. IMS public identities.

g)
access authorisation; and
-
provides authorisation of the user for mobile access when requested by the Registrar e.g. by checking that the user is allowed to roam to that visited network.

h)
service authorisation support.

-
provides basic authorisation for terminating call/session establishment and service invocation. The SIP database may update the Registrar with filter criteria to trigger the MCPTT Server.

***********************************End of fourth change**********************************
***********************************Start of  fifth change**********************************
9.2.1.1
On-network architectural model diagram

Figure 9.2.1.1-1 below is the on-network architectural model for the MCPTT system solution, where the MCPTT system provides MCPTT service via a single public network. 


[image: image5.emf]Application Services 

Layer

SIP core

EPS

UE 1

UE 2

UE-to-network 

relay MCPTT 

service

Media

Signalling


Figure 9.2.1.1-1: On-network architectural model

***********************************End of fifth change**********************************
***********************************Start of  sixth change**********************************
9.2.2.1.1
General

This sub-clause describes four different deployment scenarios in which different administration of MCPTT application service, SIP core and EPS are described, together with the sensitivities of identities and other forms of signalling in those scenarios.

In each of these scenarios, the owner of the devices at each plane may be different from the organisation that administers these devices.  For example, the MCPTT service provider may own some RAN components within the EPS even when the EPS is administered by the public network operator, and the MCPTT UE may be owned by an organisation that is independent from public networkand MCPTT service providers.

9.2.2.1.2
Common administration of all planes

In this scenario, all planes (application services layer, SIP core and EPS) are administered by the same party. This is illustrated in figure 9.2.2.1.2-1 below.
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Figure 9.2.2.1.2-1: Common administration of all services by one operator

Although the identities in each plane are separate according to clause 8, there is no particular sensitivity of identities and other information at the application plane, and these may be exposed to the SIP core and the EPS.

All authorisation and authentication mechanisms at each plane, i.e. the application services layer, SIP core and EPS, shall be separate, but there may be no need for any restrictions in how these are stored and managed; for example the same entity could provide services to each of the application services layer, SIP core and EPS.

9.2.2.1.3
MCPTT service provider separate from SIP core and EPS

In this scenario, as illustrated in figure 9.2.2.1.3-1, the MCPTT service provider is separate and independent from the public network operator, and the MCPTT service is administered independently of the EPS and SIP core.  The public network operator administers the EPS and the SIP core.
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Figure 9.2.2.1.3-1: MCPTT service provider administers MCPTT service separately from SIP core and EPS

The MCPTT service provider may require that all application services layer identities and other sensitive information are hidden both from the SIP core and the EPS.  

All authentication and authorisation mechanisms, including security roots, at the application services layer need not be hidden from and not available to the EPS operator.

9.2.2.1.4
MCPTT service provider administers SIP core, separate from EPS

In this scenario, as illustrated in figure 9.2.2.1.4-1, the MCPTT service provider administers the SIP core, and the MCPTT application services and SIP core are independent of the public network operator.
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Figure 9.2.2.1.4-1: MCPTT provision of SIP core, separate domain from EPS

The MCPTT service provider may require that all identities and other sensitive information at the application services layer are hidden from the EPS.  The MCPTT service provider need not hide the identities and signalling at the application services layer from the SIP core.  However the MCPTT service provider may require that identities and other sensitive information between SIP core and SIP client in the MCPTT UE are also hidden from the EPS.

All authentication and authorisation mechanisms, including security roots, at both application services layer and at SIP signalling plane may need to be hidden from, and not available to, the public network operator. 

9.2.2.1.5
SIP core partially administered by both public network operator and MCPTT service provider

In this scenario, as illustrated in figure 9.2.2.1.5-1, the SIP core is partially administered by both parties, for example when the SIP core registrar is administered by the MCPTT service provider, but the SIP core registrar finder and proxy is administered by the public network operator.
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Figure 9.2.2.1.5-1: MCPTT service provider provision of SIP core, separate domain from EPS

The MCPTT service provider may require that all identities and signalling at the application services layer are hidden from the EPS, and may require identities and other sensitive information to be hidden from the public network operator administered part of the SIP core.

All authentication and authorisation mechanisms, including security roots, at the application services layer may need to be hidden from, and not available to, the public network operator.

***********************************End of sixth change**********************************
***********************************Start of seventh change**********************************
10.5.3
Information elements

The group document contains a set of data segments corresponding to the group whose configuration data is requested, plus all groups for which implicit affiliation is derived, i.e. group broadcast groups and group regroup groups as defined by 3GPP TS 22.179 [2].

For each of data segment, the following information is provided:

-
Basic status, i.e. indication on whether the group is enabled or disabled;

-
Extended status, i.e. indication of potential emergency or in-peril status of the group, together with the identification of the user who has performed the last modification of this status;

-
Contact URIs, i.e. additional URIs which may be used for designation of the group, for example aliases of group broadcast or group regroup group URIs;

-
Media description for group media, including transport and multiplexing information; and

-
Security related information, including security level.

Editor's note: Details of security related elements in group configuration data to be provided by SA3.

***********************************End of seventh change**********************************
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