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Abstract: Remote change of affiliation procedure (negotiated) includes normative language ("may") in notes 1 and 3, so these notes changed to normative text or revised. Also a configured timer is specified despite no stage 1 requirement (see TS 22.179 clause 6.4.6.2 "negotiated change") and the text is revised to explain what happens if the target user of the affiliation change does not respond. 
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[bookmark: _Toc433209695][bookmark: _Toc433379657][bookmark: OLE_LINK11][bookmark: OLE_LINK12]10.4.5.1.2	Authorized user remotely changes another MCPTT user's  affiliated MCPTT group(s) – negotiated mode
Procedure for the authorized user to remotely change another MCPTT user's affiliated MCPTT group(s) with the target MCPTT user's approval is described in figure 10.4.51.2-1. 
Pre-conditions:
-	The MCPTT client has already been provisioned (statically or dynamically) with target MCPTT user's information and its group information, that target user's MCPTT client is allowed to be affiliated;
-	The primary MCPTT server may have retrieved the user/group policy e.g. information regarding user(s) authorization to affiliate to MCPTT group(s), priority, and other related meta-data.


Figure 10.4.5.1.2-1: Remotely change MCPTT group affiliation – negotiated mode
1.	When an authorized user requires one or more MCPTT users to change the affiliation to an MCPTT group or set of MCPTT groups, the MCPTT client 1 of the authorized user 1 sends MCPTT group affiliation change request to the primary MCPTT server.  The information (i.e. target MCPTT user(s) ID, MCPTT group(s) ID) used to indicate the change of the affiliation relationship between the target MCPTT user 2 and the MCPTT group(s) shall be included.
2.	The primary MCPTT server shall check if the MCPTT user 1 is authorized to initiate the change of the affiliation relationship between the target user 2 and the MCPTT group(s). The primary MCPTT server shall check if the target MCPTT user(s) are authorized for the requested affiliation relationship based on the user subscription. The primary MCPTT server also performs the check for the maximum limit on the total number (N2) of MCPTT groups that the user can be affiliated to simultaneously.
3.	If the target MCPTT user 2 is authorized to the changes to its affiliated MCPTT group(s), the primary MCPTT server sends the MCPTT group affiliation change request to the MCPTT client 2 of the target MCPTT user 2. 
4.	The MCPTT client 2 notifies the MCPTT group affiliation change request to the target MCPTT user 2 to receive the approval from the user on the proposed changes to the affiliated MCPTT group(s).
NOTE 1:	The procedure is aborted If if the target MCPTT user 2 does not respond to the notification within some configuredan implementation dependent time duration, the above notification may expire.
5. 	If the target MCPTT user 2 provides a response (accept or reject) to the notification, then the MCPTT client 2 sends an MCPTT group affiliation change response to the primary MCPTT server. An response indicating target user 2's acceptance to the requested affiliation change by authorized user 1, triggers the affiliation or de-affiliation procedures at the primary MCPTT server (see clause 10.4) as per the MCPTT user 1's requested changes to the target user 2's affiliated group(s). 
NOTE 2:	In the case where the affiliation changes for target user 2 includes MCPTT groups defined in partner MCPTT systems, the primary MCPTT server performs the affiliation or de-affiliation procedures by interacting with the partner MCPTT systems (see clause 10.4).
6. The primary MCPTT server sends the MCPTT group affiliation change response to the MCPTT client 1.
NOTE 3:	If there are more than onemultiple MCPTT groups are included in step 1, and these MCPTT groups belong to different partner MCPTT systems, the primary MCPTT server may wait until all the partner MCPTT systems provides the MCPTT group affiliation change response messages.
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