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Abstract: Proposes a definition for the term "Trust Domain", which is used extensively in TS 23.179 but is currently undefined.
Introduction
Currently in 3GPP TS 23.179 the term "trust domain" is used in many places (at least 12 instances, in version 1.1.1) but is currently undefined. Whilst the term is generally understood by SA6 delegates, there needs to be an agreed formal definition of this term in the spec for all readers.
Proposal
It is proposed to add a formal definition of the term "trust domain" in subclause 3.1 ("Definitions") and also clarify in the deployment scenarios (section 9.2.2.1.1) that each administration mentioned can be considered a trust domain.
*** FIRST CHANGE ***
3
Definitions, symbols and abbreviations
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Automatic commencement mode: A mode in which the initiation of the private call does not require any action on the part of the receiving MCPTT user.
Group affiliation: A mechanism by which an MCPTT user's interest in one or more MCPTT groups is determined.
Group call: A mechanism by which an MCPTT user can make a one-to-many MCPTT transmission to other users that are members of MCPTT group(s).
Group de-affiliation: A mechanism by which an MCPTT user's interest in one or more MCPTT groups is removed.
Group home MCPTT system: The MCPTT system where the MCPTT group is defined.
Group host MCPTT server: The MCPTT server within an MCPTT system which provides centralised support for MCPTT services of an MCPTT group defined in a group home MCPTT system.
Manual commencement mode: A mode in which the initiation of the private call requires the receiving MCPTT user to perform some action to accept or reject the call setup.
On-network MCPTT service: The collection of functions and capabilities required to provide MCPTT via EPS bearers using E-UTRAN to provide the last hop radio bearers.

UE-to-network relay MCPTT service: The collection of functions and capabilities required to provide MCPTT via a ProSe UE-to-network relay using ProSe direct communication paths to provide the last hop radio bearer(s).
Trust domain: A collection of one of more functions that are administered by the same entity (e.g. MCPTT service provider, PLMN operator), are trusted to exchange specific pieces of information and may reside in one or more networks and/or in the UE.
NOTE:
A trust domain is specific to the pieces of information that are trusted to be exchanged i.e. certain entities may be within the same trust domain for some pieces of information while not being in the same trust domain for other pieces of information.
For the purposes of the present document, the following terms and definitions given in 3GPP TS 22.179 [2] apply:
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For the purposes of the present document, the following terms and definitions given in IETF RFC 5245 [14] apply:
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*** SECOND CHANGE ***
9
Application of functional model to deployments
...
9.2
Architecture model for on-network operations

9.2.2
Deployment scenarios

9.2.2.1
Administration of MCPTT application service, SIP core and EPS 

9.2.2.1.1
General

This sub-clause describes four different deployment scenarios in which different administration of MCPTT application service, SIP core and EPS are described, together with the sensitivities of identities and other forms of signalling in those scenarios. Each administration can be considered a trust domain.
In each of these scenarios, the owner of the UEs at each plane may be different from the organisation that administers these UEs.  For example, the MCPTT service provider may own some RAN components within the EPS even when the EPS is administered by the PLMN operator, and the MCPTT UE may be owned by an organisation that is independent from PLMN operator and MCPTT service providers.

*** END OF CHANGES ***
3GPP


