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Abstract: <The US public safety has a need for UEs to be operational in situations where the UE has never touched a network. Therefore it is important to understand how this situation is covered by the configuration parameters being proposed in annex B and the functional models. This contribution describes the use case and quotes the existing TS 22.179 requirements that appear to be ignored, to support the use case.>
There has been a major effort to define configuration data that is needed by reading the requirements of TS 22.179, as well as to define the structure, formatting and distribution of this information. With just one meeting left, I do not believe that we have a single understanding of just what it is that we need, what can be agreed, and how to do it.
The US public safety have a use case where a group of arriving public safety personnel are handed out-of-the box UEs for operation in a remote location (no network coverage). These UEs need to be configured with enough information to permit a successful deployment and usage of the MCPTT service in an entirely off-network environment. Requirements in TS 22.179 clause 5.8 (User ID), clause 5.9 (MCPTT UE management), clause 5.10 (MCPTT User profile) and clause 7.2 9 (General off-network MCPTT requirements).
The existing discussion and contents of TS 23.179 appear only to support the configuration of the MCPTT service and MCPTT UEs as part of the on-network MCPTT service.  Meaning that the MCPTT Service and MCPTT UEs have to attach to an active network infrastructure to obtain all of the necessary information before the MCPTT UEs go off of the network. This is but one of the cases that must be supported in order for US public safety to have sufficient functionality to permit a useful and functional mission critical push to talk (MCPTT) service.  The currently missing and receiving resistance for inclusion is the architecture for supporting the configuration of the MCPTT UEs without ever attaching to a network so that they are able to provide the MCPTT service off-network.
The case are
1) UEs configured while on-network and used on-network;
2) UEs configured while on-network and then used off-network;
3) UEs configured off-network and used off-network; and
4) UEs configured off-network and then used on-network.

The possible transitional flows are 
a) UE on-network, then off-network, and then on-network; and
b) UE off-network, then on-network, and then off-network
Case 1 and case 2 are the only supported cases currently in TS 23.179, so there is no need to provide a use case for this.

However case 3 and case 4 are not supported in TS 23.179. It is necessary that case 3 not be excluded, which appears to be the case.
x.1 
Off-Network Use Case

x.1.1
Description

This use case describes an off-network scenario where a new recruit of firefighters from another jurisdiction is dispatched to fight a forest fire, which is located in an area outside the range of any profitable terrestrial network. When the new recruit of firefighters arrive they are handed "out of the box" UEs that have been pre-configured which will permit MCPTT operations. There is no network available the can be used to reprogram their existing UEs with the necessary configurations to properly operate in this off-network location and situation.
x.1.2 
Pre-Conditions 

The remote outpost public safety location has a box full of UEs (Qty 50) in reserve for just such an emergency.

The UEs in the box have been pre-configured with information (a user profile (alias IDs, groups IDs, user ID, alias for user) and authentication and end to end security keys).
All UEs (Uoob1, … Uoob50) have a general user profile, that contains 
- a set of group IDs (G1, G2, G3, G4, G5, and GU) and 
- an associated alias ID (Group1, Group2, Group3, Group4, Group5, and GroupUniversal); and
- UserID one per UE(U1, U2, U3, … U50) and
- alias for user one per UE (tempfirefighter1, tempfirefighter2, tempfirefighter3, … tempfirefighter50); and
- authentication and end to end security keys.
The UEs are Prose-Enabled.

The new recruit of firefighters' UEs (Unj1, …, Unj10) have their existing profiles with group IDs (Gnj1 … Gnjx), alias IDs (NJ_FireDepartment_all, NJ_FireDepartment_SpecialUnits, NJ_FireDepartment_shift1, NJ_FireDepartment_shift2, NJ_FireDepartment_shift3, NJ_FD_Deployable1) , User ID (NJ_FD_0001, NJ_FD_0010) and alias for user (Adam, Bruce, Chris, David, Evan, Fred, Greg, Harry, Ike, Jack) from their original jurisdiction.  None of which match any of the currently being used in this remote location.
Firefighters (F1-F30) are already deployed on the scene at the fire.

x.1.3
Service Flows
When the new recruit of firefighters (Adam - Jack) arrive to the remote location, there is no network for their issued UEs to attached to in order to be programmed for off-network useage or is there time to manually program all of the information needed into their own issued UEs.  Instead the new recruit of firefighters is issued new UEs which were in reserve for just this sort of event.

All of the firefighters are briefed on the configuration of the "to be issued" UEs, for exmaple the groups, their meanings, and uses.

Firefighter, Adam is issued UE Uoob1 with six predefined groups (G1 – GU), and their associated general group aliases, UserID of U1 and its associated alias of tempfirefighter1.  Similarly all of the other remaining (nine) firefighters are issued UEs.
The firefighters may enter additional identifying information into the UE potentially updating the user profile (alias of user). For example Adam may update his alias from tempfirefighter1 to Adam.

The new recruit of firefighters may use ProSe immediately to synchronize their UEs with each other, so that they are able to recognize each other using the newly issued UEs.

If time permits, the leader of the new recruits (Jack) may dynamically configure a new group (NR1) identifying this group in and distribute this to the other new recruit of firefighters (using ProSe). [NOTE: Alternatively the new recruit of firefighters could continue to carry both their jurisdictionally issued UEs and its on location, newly issued UEs. In this case they could use the existing group, NJ_FD_Deployable1, for communication among themselves if needed.]
The new recruit of firefighters is deployed to where it is needed to fight the fire.

Once the new recruit of firefighters (Adam – Jack) arrives at its assigned location to fight the fire, some of its UEs may now be within ProSe communication range of some of the already deployed UEs of firefighters (F1-F30).  Thus allowing them to communicate.  While they (F1-F30 and Adam-Jack) are battling the blaze, they communicate using group id and alias (GU/GroupUniversal) and coordinate efforts to ensure their safety and the end goal of containing the fire.
Adam – Jack may wish to communicate with each other as a team.  This communication could be done using group id (NR1) on the on location, newly issued UEs. [NOTE: Alternatively if they are also carrying their originally issued UEs using group ID (NJ_FD_Deployable1).]
Once the fire is contained, the firefighters can be removed from the front lines and return to their normal jurisdictions.

x.1.4
Post-conditions

The on location UEs are returned to the issuing outpost.
The UEs may now be re-programmed to their default "out-of the box" configuration in preparation for the next time.

x.1.5
Potential Impacts or Interactions with Existing Services/Features

In order for an individual user to be better recognized, the default user profile will need to be updateable by each user using the UE at hand.
If a secure communication is needed, then a default off-network wide key is pre-provisioned.  Alternatively, the ability to enter a key in the issued UE will need to be available.
x.1.6
Requirements (existing in TS 22.179)
General Off-Network pre-configuration requirements

As per TS 22.179 clause 7.2

[R-7.2-001] In order to operate off the network using the direct communication path over E-UTRA, an MCPTT UE shall be a Public Safety ProSe-enabled UE.

[R-7.2-002] The Off-Network MCPTT Service shall make use of the ProSe capabilities related to ProSe Communication using the direct communication path between Public Safety ProSe-enabled UEs using E-UTRA as defined in TS 22.278 [5].

[R-7.2-003] The MCPTT Service shall provide a mechanism for an MCPTT Administrator and/or authorized user to pre-provision MCPTT UEs that may not be served by the network with the following in order to operate using off-network MCPTT:

a) An MCPTT User Profile associated with each of the intended MCPTT Users of the MCPTT UE that might be used for off-network operation:

1) alphanumeric identifier (i.e., Alias ID) for the authorized off-network MCPTT Groups;

2) a number of off-network MCPTT Groups for use by an MCPTT User;

3) a User ID associated with each of the intended MCPTT Users;

4) an alphanumeric identifier (with a minimum length of N3) (i.e., alias) for each User ID.
b) authentication and end to end security keys.

NOTE:
MCPTT UEs can be provisioned for off-network use by either configuration outside of network coverage or by attaching to the network.
[R-7.2-004] An MCPTT UE operating off the network shall be capable of transmitting the User ID, alias(es), off-network MCPTT Group and, if available, Mission Critical Organization name of the user who is talking (i.e., whose UE is transmitting) to all other users in the call including MCPTT UEs operating off the network that enter the call late.

[R-7.2-005] An MCPTT UE operating off the network shall be capable of transmitting the talker’s Location information (i.e., whose UE is transmitting) to all other users in the call including MCPTT UEs operating off the network that enter the call late.
Common On-Network and Off-Network configuration requirements

5.8
User ID

[R-5.8-001] The MCPTT Service shall provide a mechanism for the creation and deletion of aliases for an MCPTT User and its associated user profiles by authorized parties.

[R-5.8-002] The MCPTT Service shall provide a mechanism for each User ID to be associated with an alphanumeric identifier (with a minimum length of N3) (i.e., alias) assigned by an MCPTT Administrator.

[R-5.8-003] All UEs shall provide a configurable capability to display the User ID, aliases associated with the User ID, with the Selected MCPTT Group, and with the Mission Critical Organization name.

5.9
MCPTT UE management

[R-5.9-001] An MCPTT UE shall support one or more MCPTT User Profiles.

[R-5.9-002] The MCPTT Service shall provide a mechanism for an MCPTT Administrator and/or authorized MCPTT User to perform MCPTT UE Provisioning.

5.10
MCPTT User Profile

[R-5.10-001] The MCPTT Service shall ensure that each MCPTT User has at least one associated MCPTT User Profile that records the MCPTT User's: information, including permissions and privileges with respect to the MCPTT Service.

NOTE:
Examples of profile information include: their User ID, which MCPTT Groups they are a member of, their Participant type, which authority they belong to, whether they can make/receive Private Calls.

[R-5.10-002] The MCPTT Service shall provide a means for an MCPTT Administrator to manage the MCPTT User Profile for MCPTT Users within their authority.
