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Abstract: Main proposed change is to move the description for MCPTT Group identity to the application plane part. Some other alignment changes are proposed to clause 10.
Discussion
MCPTT group identity is used at application plane, but current description in subclause 8.4 is not part of the application plane. It is proposed to move the description to clause 8.1, to add a reference to TS 23.303 for ProSe Layer-2 Group ID and ProSe Group IP multicast address, and to consistently use the terminology "group identity" instead of "group ID" or "Group ID".

In subclause 10.8.2.1.1.3 a "TGI" abbreviation is used for temporary group id but this is never used.

Step 3 in subclause 10.8.2.1.1.5 should rather refer to "MCPTT group identity", not "MCPTT group id".

Subclause 10.9.3.1 should rather refer to "MCPTT group identity", not "MCPTT group ID".

Subclause 10.11.4.1 should rather refer to "MCPTT group id", not "MCPTT group ID" (including figure).

Figure 10.11.4.2-1 should rather refer to "resolve group id", not "resolve group ID".

Proposal
It is proposed to approve the below proposed changes to TS 23.179 v1.0.0:

FIRST CHANGE
8
Identities
8.1
Application plane

8.1.1
Mission Critical user identity

The Mission Critical user identity is the identity that a MCPTT user presents to the identity management server during a user authentication transaction. In general, since identity management is a common service it uses an identity which is linked to a set of credentials (e.g. biometrics, secureID, username/password) that may not necessarily be tied to a single mission critical service. The MC user identity and the MCPTT user identity may be the same. The MC user identity uniquely identifies the MCPTT user to the identity management server. The MC user identity is used by the identity management server to provide the identity management client a means for MC service authentication. 

Editor's note:
SA3 is responsible for defining the specific security and authentication mechanisms required in order to use the MC user identity in the procedure between identity management server and identity management client.
8.1.2
MCPTT user identity (MCPTT ID)

The MCPTT user identity is also known as the MCPTT ID. The MCPTT ID is a globally unique identifier within the MCPTT service that represents the MCPTT user. The MCPTT ID identifies an MCPTT user. The MCPTT ID may also identify an MCPTT profile for the user at the MCPTT application layer. 

There are attributes associated with the MCPTT ID configured in the MCPTT service that relate to the human user of the MCPTT service. Typically this information identifies the MCPTT user, by name or role, and may also identify a user's organization or agency.  Such attributes associated with an MCPTT ID can be used by the MCPTT server to make authorization decisions about the MCPTT service granted to the user. For example, an attribute that identifies a user's role as an incident commander could automatically be used by the MCPTT service to grant the user additional administrative rights over the creation of groups, or access to privileged talk groups.

The MCPTT ID shall be a URI. The MCPTT ID uniquely identifies an MCPTT user in an MCPTT system. The MCPTT ID indicates the MCPTT system where the MCPTT ID is defined. 
Editor's note:
The mapping of MCPTT server to MCPTT ID is FFS.

The MCPTT ID is relevant to the MCPTT client and the MCPTT server, but is opaque to the signalling infrastructure.

A default or temporary MCPTT user identity may be used where a user is not yet associated with a device.

Editor's note:
The mechanism for mapping a temporary MCPTT ID to an MCPTT UE when an MCPTT user has not been authenticated by the identity management server is FFS. From 3GPP TS 22.179 [2] one mechanism may be: an MCPTT client may receive a temporary MCPTT ID from the MCPTT server in the case where the user of the device attempts to obtain MCPTT service without the MCPTT user being authenticated by the identity management sever.
NEXT CHANGE
8.1.3
MCPTT group identity (MCPTT group ID)
8.1.3.1
General
The MCPTT group identity is also known as the MCPTT group ID. The MCPTT group ID is a globally unique identifier within the MCPTT service that represents a set of MCPTT users. The set of MCPTT users may belong to the same or different MCPTT systems. The MCPTT system for each user (within the group) is identified by each user’s respective MCPTT ID.
The MCPTT group identity identifies an MCPTT group in an MCPTT system. It indicates both the MCPTT system where the MCPTT group is defined, and the MCPTT server within the MCPTT system where the group is defined.
The MCPTT group identity is used as follows: 

a)
For identifying a set of identities of its group members; and

b)
By the MCPTT client to address the MCPTT group.

The MCPTT group identity shall be a URI.
When required by the MCPTT service provider, the MCPTT group identity is hidden from the signalling control plane.
8.1.3.2
Off-network group identity management

In off-network operation, an MCPTT group identity is used for identifying the MCPTT off-network group. The MCPTT off-network group identity should be resolved to the ProSe Group IP multicast address and ProSe Layer-2 Group ID for the group communication. The MCPTT UE is able to make communication with other member UEs of same MCPTT group identity over ProSe direct communications based on ProSe Layer-2 Group ID and ProSe Group IP multicast address, as described in 3GPP TS 3GPP 23.303 [8]. 

The diagram in figure 8.1.3.2-1 illustrates how the MCPTT off-network group identity, ProSe Group IP multicast address and the ProSe Layer-2 Group ID are mapped each other. ProSe Group IP multicast address and ProSe Layer-2 Group ID are pre-configured in accordance with the MCPTT off-network group identity. Thus, they are pre-defined and associated. This mapping information should be configured in the UE.
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Figure 8.1.3.2-1: MCPTT group identity management in off-network
NEXT CHANGE
8.2
SIP Signalling control plane

The SIP signalling control plane depends upon the use of both a private user identity and one or more public user identities.

When the signalling user agent sends registration requests to the registrar / application service selection, the private user identity is used to find corresponding credentials for authentication of the signalling user agent by the registrar / application service selection. This private user identity fulfils the same functions as the IMPI defined in 3GPP TS 23.228 [5].
All SIP signalling messages sent by a signalling user agent to an MCPTT server via a SIP core use a public user identity as the identifier to enable signalling messages to be routed through the SIP system. The public user identity fulfils the same functions as IMPU defined in 3GPP TS 23.228 [5].
The public user identities do not necessarily contain any MCPTT application-level attributes (e.g., MCPTT ID). Any association of the public user identities with such attributes occurs at the application layer only.
When the SIP core and the MCPTT service are part of the same trust domain, public user identities may be provided by the MCPTT service provider, or the public network operator. When the SIP core and the MCPTT service are part of the different trust domains, public user identities may be provided by the public network operator.
NOTE 1:
The MCPTT service provider can have an agreement with the public network operator to manage a pool of IMPUs.
Editor's note:
Definitions of public user identity and GRUU or equivalent will be required to be defined.

Public service identity is used as the identifier to route SIP signalling for the MCPTT system. The public service identity fulfils the same functions as PSI defined in 3GPP TS 23.228 [5].
NEXT CHANGE
8.3
Relationship between identities in different planes

8.3.1
Relationship between MCPTT ID and public user identity
The following relationships exist between the MCPTT ID and the public user identity:

-
An MCPTT user identified by an MCPTT ID may access MCPTT services from one or more signalling user agents identified by the public user identity(ies). Signalling user agents of an MCPTT user identified by an MCPTT ID may share a public user identity or have individual public user identities.
Editor's note:
The use of public GRUU to uniquely identify an MCPTT user on a particular MCPTT UE is FFS.
-
A single public user identity may be used by one or more MCPTT users identified by their MCPTT IDs.

The association between the MCPTT ID and the public user identity is stored in the MCPTT server. The MCPTT server performs a mapping of an MCPTT ID to one or more public user identities for the MCPTT user.
The public user identity does not necessarily identify the MCPTT user at the SIP signalling control plane. When the MCPTT service provider and the home network operator are part of the same trust domain, the public user identity in the SIP signalling control plane may also identify the MCPTT user at the application plane.
8.3.2
Relationship between MCPTT group ID and public service identity
Each MCPTT group ID shall be mapped to a public service identity for the MCPTT server where the group is defined. The MCPTT server manages the mapping between MCPTT group IDs and public service identities.
When the MCPTT service provider and the home network operator are part of the same trust domain, the public service identity in the SIP signalling control plane may also identify the MCPTT group ID at the application plane.
NEXT CHANGE













NEXT CHANGE
10.8.2.1.1.3
Group call involving groups from multiple MCPTT systems

The information flow in figure 10.8.2.1.1.3-1 illustrates the group call involving groups from multiple MCPTT systems. It considers the scenario for group hierarchies and temporary groups formed by group regroup. The protocol followed may be SIP.

Pre-conditions:

1.
The security aspects of sharing the user information between primary and partner MCPTT systems shall be governed as per the service provider agreement between them. In this case, we consider the partner MCPTT system does not share their users' information to the primary MCPTT system.

2.
The MCPTT user belongs to a MCPTT group hosted by the primary MCPTT system.

3.
A temporary group is formed by authorized MCPTT user/dispatcher by the group regroup procedure (subclause 10.6.3.2) and identified via a temporary group ID.

4.
The MCPTT group members of the constituent MCPTT groups belonging to the temporary group are affiliated to participate in a group call for the temporary group.

5.
The authorized MCPTT user/dispatcher created the temporary group on the MCPTT server of the primary MCPTT system.

6.
The constituent groups of the temporary group may belong to MCPTT servers of the partner MCPTT systems.
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Figure 10.8.2.1.1.3-1: Group call involving groups from multiple MCPTT systems

1.
The affiliated MCPTT user via MCPTT client initiates a group call with a group id. A call setup message with the group id is routed to the MCPTT server of the primary MCPTT system, which owns the group and is where the authorized MCPTT user/dispatcher created the temporary group. If the group call is for a temporary group formed by the group regroup procedure, the group id will be a temporary group ID.

2.
The MCPTT server of the primary MCPTT system gets the group information (either from group management server or itself) including the constituent MCPTT groups' identities, accessible group members list of the constituent groups, and other related data. 

3.
The MCPTT server of the primary MCPTT system initiates directly a call invitation to the accessible group members using the detailed user information and/or location information. The group members upon receipt of the invitation may accept or reject the call. Alternatively, the MCPTT server of the primary MCPTT system notifies the group members via a notification message containing the group id and/or the group call session identity information. Upon receipt of the notification message, the group members may perform a late call entry.

4.
The MCPTT server of the primary MCPTT system may not have access to group members' information of the constituent group belonging to the partner MCPTT system. For such group members, the MCPTT server of the primary MCPTT system initiates a group call invitation via a call setup message to the MCPTT server of the partner MCPTT system with the target group's group id information. 

5.
The MCPTT server of the partner MCPTT system further initiates a call invitation or call notification to the constituent group's members as described in step 3.

6.
The MCPTT server of the partner MCPTT system provides a call setup response to the MCPTT server of the primary MCPTT system with success or failure result and/or detailed reason information in case of failure.

7.
The MCPTT server of the primary MCPTT system provides a call setup complete response via a call setup complete message to the MCPTT UE of authorized MCPTT user/dispatcher upon receiving responses to the call invitations sent to members of primary and partner MCPTT systems. The call setup complete response will consist of the success or failure result and/or detailed reason information in case of failure.

NOTE:
The call setup complete message is triggered depending on the conditions to proceed with the call.

8.
Upon successful call setup completion a group call is established for the group members from constituent groups of multiple MCPTT servers.

NEXT CHANGE
10.8.2.1.1.5
Late entry call

Procedures in figure 10.8.2.1.1.5-1 are the signalling control plane procedures for the MCPTT server requesting a newly affiliated member or a member coming back from out of coverage to join an ongoing MCPTT Group Call.

Pre-condition:

1.
MCPTT group is previously defined on the group management server with MCPTT users affiliated to that group. All members of the group belong to the same MCPTT system.
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Figure 10.8.2.1.1.5-1: Late entry call

1.
It is assumed that MCPTT users on MCPTT client 2 to MCPTT client n are on an ongoing call.

2. MCPTT server determines that MCPTT client 1 which is newly affiliated has to be invited to join an ongoing group call (late entry).

3. MCPTT server generates MCPTT group call request including the information such as MCPTT service identifier (possible for the SIP core to route the request to the MCPTT server), MCPTT group ID of the group invited to join, offer one or more media types and sends towards the MCPTT client 1 via SIP core.

4. MCPTT user at MCPTT client 1 is notified about the incoming group call.

5. Upon MCPTT user at MCPTT client 1 accepting the incoming invite, MCPTT client 1 sends the OK response including the selected media types to the MCPTT server through the signalling path. If the incoming invite is rejected by the MCPTT client 1, the MCPTT server should not resend the MCPTT group call request 

6. MCPTT client 1 is successfully added to the ongoing group call and MCPTT users at MCPTT client 1 to MCPTT client n may be notified about the MCPTT client 1 joining the group call.

7. The floor taken with the information of the current talker is sent to MCPTT client1. 
END OF CHANGES
3GPP
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