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Changes

1. Since there is no second subclause (5.1.2), there is no need for third level designation
2. Consistency with the use of signalling control plane or signalling plane.  Correcting to the former.

3. Proper labeling of lists within lists.

4. Proper mapping of endpoints of interface.
5. There is no common server's plane, replace with common services core.
6. An before MCPTT and comma to separate dependent and independent clauses.
7. Remove position description (below).

8. Change comma to period.
9. List with semicolon and "and".
10. Correction of manual commencement of agreement with clause header and what is described within. Editorial s in steps 2, 11, and 13.
FIRST change ====
5
Assumptions and architectural requirements
5.1
Assumptions


Service continuity feature shall only be supported between on-network MCPTT service and UE-to-network relay MCPTT service, for both group calls and private calls.

The MCPTT UE, prior to going out of E-UTRAN coverage, should attempt to make use of a ProSe UE-to-network relay in order to support the service continuity. 

SECOND change =====
5.2.1
General architectural requirements

General MCPTT architectural requirements include:

a)
To develop economies of scale, it will be useful if network operators can reuse the MCPTT architecture for non-public safety customers that require similar functionality. These operators may want to integrate many components of the MCPTT solution with their existing network architecture.


Hence a functional decomposition of MCPTT into a small number of distinct logical functions is required.

b)
The architecture should enable an application plane and signalling control plane split for the provision of the MCPTT service.

c)
To enable parts of the MCPTT solution to be reused for other applications, the architecture should enable the Group Management functions (e.g. admission control; linking of groups; etc) to be implemented on a separate node from the main PTT functions (e.g. 'call' setup/termination; allocation of TMGI to UE; floor control; etc).

d)
There is a need to promptly form (and release) groups of users that span multiple Public Safety Network Administrations. To enable this, the architecture should provide the relevant Public Safety Network – Public Safety Network interfaces.

7.5.2.2
Reference point MCPTT-1 (between the MCPTT client and the MCPTT server)

The MCPTT-1 reference point, which exists between the MCPTT client and the MCPTT server for MCPTT application signalling for establishing a session in support of MCPTT, shall use the SIP-1 and SIP-2 reference points for transport and routing of signalling.

Reference point MCPTT-1 also may provide the MCPTT server with location information with respect to multicast service availability for the MCPTT Client. 

Messages supported on this interface may include the MCPTT client reporting the E-UTRAN Cell Global Identifier (ECGI) of the serving cell to the MCPTT server, indicating the area where the UE is currently located. This information comes from the broadcast by the local cell of the SIB1 and SIB15 (see 3GPP TS 36.331 [12]) as decoded by the UE.

Editor's note: 
It is FFS whether bearers can be established by the signalling control plane.

NOTE:
This reference point includes the GC1 reference point as described in 3GPP TS 23.468 [10]. It is assumed that the MCPTT server is performing the function of GCS AS. While 3GPP TS 23.468 [10] did not specify GC1 it did include high level descriptions of certain interactions on GC1, including those relating to the availability of multicast delivery for the application client.

Messages supported on this interface may also include the MCPTT server providing the MCPTT client with information describing the mapping of transport resources to specific group calls.

THIRD change =====
7.4.3.1.4
Registrar finder

The registrar finder functional entity is responsible for: 

a)-
Identifying the serving registrar / application service selection functional entity. The serving registrar / application service selection functional entity is identified using information provided either by the public network's own subscriber database or the MCPTT service provider's MCPTT user database and potentially using operator internal information, like network topology or Registrar availability.

1)-
Registrar Finder and Registrar in MCPTT service provider domain: Registrar Finder in the MCPTT service provider domain uses the information from the MCPTT user database to identify the serving Registrar in MCPTT service provider domain.

2)-
Registrar Finder and Registrar in public network operator domain: Registrar Finder uses information from public network operator subscriber database to identify the serving Registrar in public network operator domain.

3)-
Registrar Finder in public network operator domain and Registrar in MCPTT service provider domain: Registrar Finder uses information from the MCPTT user database to identify the serving Registrar in the MCPTT service provider domain.

NOTE 1:
The need for the Registrar Finder is deployment specific. E.g. a deployment that has only one Registrar doesn't need the Registrar Finder and the related SIP Core database information.

b)-
It provides discovery and address resolution, including E.164 numbers.

NOTE 2:
In the IM CN subsystem, this is equivalent to the I-CSCF.

FOURTH change ============

7.5.2.5
Reference point MCPTT-4 (between floor control server and floor control participant)

Provides floor control signalling between floor control server in the MCPTT server and floor participant in the MCPTT client.
FIFTH CHANGE ========

7.5.2.11
Reference point CSC-1 (between identity management client and identity management server)

Provides for the mutual authentication between the user equipment and the common services core  on behalf of applications within the application plane.

SIXTH CHANGE =============

8.1.1
Mission Critical user identity

The Mission Critical user identity is the identity that an MCPTT user presents to the identity management server during a user authentication transaction. In general, since identity management is a common service, it uses an ID which is linked to a set of credentials (e.g. biometrics, secureID, username/password) that may not necessarily be tied to a single mission critical service. The MC user identity and the MCPTT user identity may be the same. The MC user identity uniquely identifies the MCPTT user to the identity management server. The MC user identity is used by the identity management server to provide the identity management client a means for MC service authentication. 

Editor's note:
SA3 is responsible for defining the specific security and authentication mechanisms required in order to use the MC user identity in the procedure between identity management server and identity management client.
SEVENTH Change =====

9.3.1
Off-network architectural model diagram

Figure 9.3.1-1 shows the off-network architectural model for the MCPTT system solution, where no relay function is used. 
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Figure 9.3.1-1: Off-network architectural model where no relay function is used

The entities within this model are described in the following clauses and a full functional model is given in subclause 7.3.2.
EIGHTH change =================

10.4.3
De-affiliation from MCPTT group(s)
10.4.3.1
General

When an MCPTT user does not want to communicate with an MCPTT group anymore, the MCPTT user can revoke its affiliation to the MCPTT group.
NINETH change ============

10.5.3
Information elements

The group document contains a set of data segments corresponding to the group whose metadata is requested, plus all groups for which implicit affiliation is derived, i.e. group broadcast groups and group regroup groups as defined by 3GPP TS 22.179 [2].

For each of data segment, the following information is provided:

-
Basic status, i.e. indication on whether the group is enabled or disabled;
-
Extended status, i.e. indication of potential emergency or in-peril status of the group, together with the identification of the user who has performed the last modification of this status;
-
Contact URIs, i.e. additional URIs which may be used for designation of the group, for example aliases of group broadcast or group regroup group URIs;
-
Media description for group media, including transport (TMGI(s)) and multiplexing information; and
-
Security related information, including security level.

Editor's note: Details of security related elements in group metadata to be provided by SA3.

TENTH change ============

10.9.2.2.2
Private call setup in manual commencement mode – MCPTT users in multiple MCPTT systems

The procedure focuses on the case where an MCPTT user is initiating an MCPTT private call (manual commencement mode) for communicating with MCPTT user in another MCPTT system with or without floor control enabled. 

Procedures in figure 10.9.2.2.2-1 are the procedures for the MCPTT client initiating establishment of MCPTT private call with the selected MCPTT user.
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Figure 10.9.2.2.2-1: Private call setup in manual commencement mode – users in multiple MCPTT systems

1.
It is assumed that MCPTT users on MCPTT client 1 and MCPTT client 2 are already registered for receiving MCPTT service to their respective MCPTT service provider, as per procedure in subclause 10.3.

2.
MCPTT user at MCPTT client 1 would like to initiate an MCPTT private call for the selected MCPTT user. In case of private call with floor control, floor control is to be established.

3.
MCPTT client 1 sends an MCPTT private call request towards the home MCPTT server 1 (via SIP core), for establishing private call with the MCPTT client 2 registered at MCPTT service provider 2. In case of private call with the floor control, the MCPTT private call request contains an element that indicates that MCPTT client 1 is requesting the floor. The MCPTT client 1 indicates that the call is to be established in manual commencement mode.

4.
MCPTT server 1 checks whether the MCPTT user at MCPTT client 1 is authorized to initiate the private call. The MCPTT server 1 also checks whether the MCPTT user at MCPTT client 1 is authorized to initiate a call in manual commencement mode.

5.
If authorized, MCPTT server 1 sends the corresponding MCPTT private call request towards the MCPTT system (via SIP core) of the MCPTT client specified in the original MCPTT private call request (MCPTT client 2) i.e., MCPTT server 2.

6.
MCPTT server may provide a progress indication to MCPTT client 1 to indicate progress in the call setup process.

NOTE:
Step 6 may occur at any time following step 4, and prior to step 10.

7. 
MCPTT server 2 checks whether the MCPTT user at MCPTT client 2 is authorized to receive a private call.

8. MCPTT server 2 sends the received MCPTT private call request towards the MCPTT client specified in the received MCPTT private call request (i.e., MCPTT client 2)

9.
The MCPTT user is alerted. MCPTT client 2 sends an MCPTT ringing to the MCPTT server 1 (via SIP core and MCPTT server 2).

10.
The MCPTT server 1 sends an MCPTT ringing to MCPTT client 1, indicating that MCPTT client 2 is being alerted.

11. MCPTT user 2 has accepted the call using manual commencement mode (i.e. has taken some action to accept via the user interface) which causes MCPTT client 2 to send an OK to the MCPTT server 1 (via SIP core and MCPTT server 2) 

12.
Upon receiving the MCPTT client 2 accepting the private call request, MCPTT client 1 is informed about successful call establishment.

13.
MCPTT client 1 and client 2 have successfully established media plane for communication and either user can transmit media. In case of successful call establishment for private call with implicit floor control request from MCPTT client 1, floor participant at MCPTT client 1 is granted the floor by the floor control server at MCPTT service provider 1, giving it permission to transmit. At the same time floor participant at MCPTT client 2 is informed by the floor control server at MCPTT service provider 1 that the floor is taken.

End contribution. ====
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