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Abstract: The contribution suggests wording to clarify the relationship between the public service identity in the signaling plane (IMPU) and the MCPTT user identity (MCPTT ID) in the application plane. Editorial changes and other identity clarifications are also included.
1
Explanation and Justification

The signalling plane and application plane are separate, but there needs to be a defined relationship between the identities in those planes to enable different deployment scenarios. This change proposes text to clarify that relationship.
******************************************* 1st change *******************************************

8.1.2
MCPTT user identity (MCPTT ID)

The MCPTT user identity is also known as the MCPTT ID. The MCPTT ID is a globally unique identifier within the MCPTT service that represents the MCPTT user. The MCPTT ID identifies an MCPTT user. The MCPTT ID may also identify an MCPTT profile for the user at the MCPTT application layer. 

There are attributes associated with the MCPTT ID configured in the MCPTT service that relate to the human user of the MCPTT service. Typically this information identifies the MCPTT user, by name or role, and may also identify a user's organization or agency.  Such attributes associated with an MCPTT ID can be used by the MCPTT server to make authorization decisions about the MCPTT service granted to the user. For example, an attribute that identifies a user's role as an incident commander could automatically be used by the MCPTT service to grant the user additional administrative rights over the creation of groups, or access to privileged talk groups.

The MCPTT ID shall be a URI. The MCPTT ID uniquely identifies an MCPTT user in an MCPTT system. The MCPTT ID indicates the MCPTT system where the MCPTT ID is defined. 

Editor's note:
The mapping of MCPTT server to MCPTT ID is FFS.

If the network operator and the MCPTT service provider are in different trust domains, and when required by the MCPTT service provider, the MCPTT ID is hidden from the signalling control plane. Otherwise, the MCPTT ID need not be hidden from the signalling control plane.


A default or temporary MCPTT user identity may be used where a user is not yet associated with a device.

Editor's note:
The mechanism for mapping a temporary MCPTT ID to an MCPTT UE when an MCPTT user has not been authenticated by the identity management server is FFS. From 3GPP TS 22.179 [2] one mechanism may be: an MCPTT client may receive a temporary MCPTT ID from the MCPTT server in the case where the user of the device attempts to obtain MCPTT service without the MCPTT user being authenticated by the identity management sever.

8.2
SIP signalling control plane

The SIP signalling control plane depends upon the use of both a private user identity and one or more public user identities.

When the signalling user agent sends registration requests to the registrar / application service selection, the private user identity is used to find corresponding credentials for authentication of the signalling user agent by the registrar / application service selection. This private user identity fulfils the same functions as the IMPI defined in 3GPP TS 23.228 [5].

All SIP signalling messages sent by a signalling user agent to an MCPTT server via a SIP core use a public user identity as the identifier to enable signalling messages to be routed through the SIP system. The public user identity fulfils the same functions as IMPU defined in 3GPP TS 23.228 [5].
The public user identities may contain MCPTT application-level attributes (e.g., role, organization), but any association of the public user identities with such attributes occurs at the application layer only.
When the SIP core and the MCPTT service are part of the same trust domain, public user identities may be provided by the MCPTT service provider or the public network operator. When the SIP core and the MCPTT service are part of different trust domains, public user identities are provided by the public network operator.

NOTE:
The MCPTT service provider can have an agreement with the public network operator to manage a pool of public user identities.

Editor's note:
Definitions of public user identity and GRUU or equivalent will be required to be defined.

8.3
Relationship between identities in different planes

The relationship between the identities in the application and signalling control planes is defined to support different deployment scenarios.

The following relationships exist between the MCPTT ID(s) and the public user identity(ies):

-
An MCPTT ID may be mapped to one or more public user identities (e.g. multiple UEs, shared UE), and
-
A public user identity may be mapped to one or more MCPTT IDs (e.g. UE-to-Network relay).

The MCPTT server manages the mapping between MCPTT IDs and public user identities.

Editor's note:
The use of public GRUU to uniquely identify an MCPTT user on a particular MCPTT UE is FFS.


The public user identity does not necessarily identify the MCPTT user at the SIP signalling control plane. When the MCPTT service provider and the home network operator are part of the same trust domain, the public user identity in the SIP signalling control plane may also identify the MCPTT user at the application plane.

***************************************** 2nd change *****************************************
7.3.1
On-network functional model
Figure 7.3.1-1 shows the combined functional model for the application plane.
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Figure 7.3.1-1: Functional model for application plane
In the model shown in figure 7.3.1-1, the following apply:

-
The MCPTT AS is an instantiation of a GCS AS in accordance with 3GPP TS 23.468 [10].

-
The MCPTT user database may be combined with an HSS in some deployment scenarios (e.g. when the MCPTT service provider and the network operator are part of the same trust domain).

-
MCPTT-7 carries unicast media between the media resource function of the MCPTT server and the media mixer of the MCPTT UE.

-
MCPTT-8 carries multicast media from the media resource function of the MCPTT server to the media mixer of the MCPTT UE.

NOTE 1:
MCPTT-8 utilises the MB2-u interface of the EPS.

NOTE 2:
The interworking function to legacy systems and reference point IWF-1 are outside the scope of the present document.

NOTE 3:
The media distribution function can also provide a media mixing function. This operates independently from the media mixer in the MCPTT UE.

Editor's note:
Interaction between a GCS AS and an IMS SIP core interfacing to Rx are for further study

Editor's note:
The MCPTT server may contain an identity translation function to conceal identities from the SIP core and EPS.  This function is for further study.

***************************************** 3rd change *****************************************
7.4.2.2.5
Identity management server

The identity management server is a functional entity that is capable of authenticating the MC user identity. It contains the knowledge and means to do authentication by verifying the credentials supplied by the user.

The identity management server functional entity may reside in the same domain as the user's MCPTT server.

7.4.2.2.6
Identity management client

This functional entity acts as the application user agent for MC user identity transactions. It interacts with the identity management server.

***************************************** End of changes *****************************************
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