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Abstract: This contribution clarifies and completes interworking with other MCPTT and legacy networks.
1. Introduction

Currently an interworking function to legacy systems and associated reference point IWF-1 is shown in figure 7.3.1-1; however there is a note that states that the interworking function to legacy systems and reference point IWF-1 are outside the scope of the present document. 
2. Reason for Change

The wording of this note is not accurate as figure 7.3.1-1 by itself defines an architectural framework for interworking with legacy systems. Furthermore based on discussion at the workshop it is clear that work to address interworking between MCPTT and legacy systems will be started outside 3GPP. Therefore it is important that we complete and clarify this architectural framework rather than it just appearing in figure 7.3.1-1.
Additionally the functionality on the MCPTT-3 reference point is not fully specified as in addition to SIP signalling, HTTP traffic, floor control signalling and media will need to be transferred across the MCPTT-3 reference point.
3. Summary ofChanges 
The following changes are made:


Architectural requirements for inter system interworking added


Resolved editor’s note regarding relationship between primary and partner systems and home network operators


Note related to legacy interworking modifed

enhanced MCPTT-3 to state that HTTP traffic, floor control and media are transferred across MCPTT-3

reference point IWF-1 defined to be functionally identical to MCPTT-3.

HTTP-4 reference point defined between HTTP proxies in different networks.

These changes will not require any additional 3GPP work to support legacy interworking.
4. Proposed Change

It is proposed to make the following changes to TS 23.179:

***************FIRST CHANGE
5.2
Architectural requirements

5.2.9
Inter-system interworking requirements

5.2.9.1
MCPTT system interworking requirements

The architecture for interworking between MCPTT systems is specified, allowing the affiliation of MCPTT users from a MCPTT system with MCPTT groups defined in another MCPTT system. When both MCPTT systems are served by different networks, interworking of signalling and media is achieved using the interfaces defined for interworking between PLMNs.
5.2.9.2
Legacy PTT system interworking requirements

An architectural framework is specified for interworking with legacy PTT (non-MCPTT) systems using an interworking function with the legacy system. However the functionality of the interworking function is not specified other than that when interfacing to MCPTT functional entities the interworking function shall behave as if it was another MCPTT system.
6
Involved business relationships
Based on the information in subclause 5.2.1 and subclause 5.2.2, figure 6-1 shows the business relationships that exist and that are needed to support a single MCPTT user. 
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Figure 6-1: Business relationships for MCPTT


The MCPTT service provider and the home network operator could be part of the same organisation, in which case the business relationship between the two is internal to a single organisation.

Multiple MCPTT service providers can be supported by the same home network operator. 
Where mutual aid operates between MCPTT service providers, figure 6-2 shows the required additional relationship. An MCPTT user can only affiliate to groups of the partner MCPTT service provider:

-
if such a service provider agreement exists; or

-
subject to authorisation for a specific group membership from the partner MCPTT service provider.
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Figure 6-2: Additional business relationships for mutual aid

The primary and partner MCPTT service providers do not need to be served by the same home network operator in order to support mutual communication and mutual aid provided interconnect between both home network operators is available.

An example of the usage of these business relationships is elaborated for two users, one resident on its primary MCPTT service provider and one providing mutual aid within the same group.

User A is a user on MCPTT X in group M. The relationships are as follows:

a)
user A has user configuration established with MCPTT X and forms part of group M;

b)
user A has a subscription arrangement with network operator R; and

c)
MCPTT X has a service arrangement with network operator R.

User B is a user on MCPTT Y and joins group M as part of a mutual aid:

a)
user B has user configuration established with MCPTT Y and forms part of its own set of groups relating to MCPTT Y;

b)
user B has a subscription arrangement with network operator S;

c)
MCPTT Y has a service arrangement with network operator S;

d)
MCPTT Y has a service provider agreement with MCPTT X that allows user B to participate within group M; and

e)
network operator S has a roaming agreement with network operator R allowing user B to roam to network operator R.

NOTE:
There is no requirement that the network operator that user B roams to is the same network operator that MCPTT X has a service arrangement with. It does however need to support MCPTT capabilities, and provide service in the same geographic area as used by MCPTT X.

***************SECOND CHANGE
7.3
Functional model description

7.3.1
On-network functional model
Figure 7.3.1-1 shows the combined functional model for the application plane.
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Figure 7.3.1-1: Functional model for application plane
In the model shown in figure 7.3.1-1, the following apply:

-
The MCPTT AS is an instantiation of a GCS AS in accordance with 3GPP TS 23.468 [10].

-
The MCPTT user database may be combined with an HSS in some deployment scenarios.

-
MCPTT-7 carries unicast media between the media resource function of the MCPTT server and the media mixer of the MCPTT UE.

-
MCPTT-8 carries multicast media from the media resource function of the MCPTT server to the media mixer of the MCPTT UE.

NOTE 1:
MCPTT-8 utilises the MB2-u interface of the EPS.

NOTE 2:
The interworking with specific legacy systems is not specified in the present document and the reference point IWF-1is functionally identical to MCPTT-3.

NOTE 3:
The media distribution function can also provide a media mixing function. This operates independently from the media mixer in the MCPTT UE.

Editor's note:
Interaction between a GCS AS and an IMS SIP core interfacing to Rx are for further study

Editor's note:
The MCPTT server may contain an identity translation function to conceal identities from the SIP core and EPS.  This function is for further study.

 7.3.1-2 shows the functional model for the signalling plane.
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Figure 7.3.1-2: Functional model for signalling plane
Editor's note:
Figure 7.3.1-2 needs to be updated to show HTTP-4 at the HTTP proxy.
In the model shown in figure 7.3.1-2, the following apply:

-
The signalling plane identities may be provided by an HSS in some deployment scenarios where the PLMN operator is responsible for the SIP/IMS subscriptions.

-
The signalling plane identities may be provided by the MCPTT user database using the MCPTT-9 reference point in some deployment scenarios where the MCPTT operator is responsible for the SIP subscriptions.
Editor's note:
The text above, describing the location of identities, may be relocated to another clause of the present document.
Editor's note:
The diagrammatic representation of MCPTT-3 making use of SIP-1 and SIP-2 is for further consideration.
7.3.2
Off-network functional model
Figure 7.3.2-1 shows the functional model for off-network operation.
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Figure 7.3.2-1
Functional model for off-network operation

***************THIRD CHANGE
7.5.2.4
Reference point MCPTT-3 (between the MCPTT server and MCPTT server)
The MCPTT-3 reference point, which exists between the MCPTT server and the MCPTT server for MCPTT application signalling for establishing MCPTT sessions, shall use the SIP-2 reference point for transport and routing of signalling. If each MCPTT server is served by a different SIP core then the MCPTT-3 reference point shall also use the SIP-3 reference point for transport and routing of signalling. The MCPTT-3 reference point may use the HTTP-2, HTTP-3 and HTTP-4 reference points to retrieve content indicated in SIP signalling (i.e. content indirection which may be secured using TLS). Floor control signalling and media are also transferred using the MCPTT-3 reference point.
***************FOURTH CHANGE
7.5.2.X
Reference point IWF-1 (between the MCPTT server and interworking function to legacy systems)
The IWF-1 reference point, which exists between the MCPTT server and the interworking function to legacy systems, shall be functionally identical to MCPTT-3.

**************FIFTH CHANGE
7.5.3.8
Reference point HTTP-4 (between the HTTP proxy and HTTP proxy)

The HTTP-4 reference point exists between the HTTP proxy and another HTTP proxy in a different network for MCPTT data management of the MCPTT service. The HTTP-4 reference point:

-
is based on HTTP (which may be secured using e.g. SSL, TLS); 

-
supports group management functionality i.e. supports the transport of group management information between different network;
-
is used to retrieve content indicated in SIP signalling (i.e. content indirection which may be secured using TLS).
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