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Abstract: This contribution enhances the scope of TS 23.179 to clearly identify the scope and contents of the specification.
1. Introduction

Currently the scope of TS 23.179 does not provide the reader as to what TS 23.179 covers. The current scope is very broad indicating TS 23.179 specifies the functional architecture and information flows needed to support Mission Critical Communications whereas in release 13 only MCPTT for voice is specified. 
2. Reason for Change

According to TR 21.801, the scope shall define without ambiguity the subject of the 3GPP TS and the aspects covered, there by indicating the limits of applicability of the 3GPP TS. The current scope of TS 23.179 does not conform to that as the scope is too broad and misleading. It should be noted that the scope of a specification can be changed in a future release, when additional material outside the current scope is added.
3. Proposed Change

It is proposed to make the following changes to TS 23.179:

***************FIRST CHANGE
1
Scope

This document specifies the functional architecture, procedures and information flows needed to support the mission critical push to talk (MCPTT) service including the architecture for Identity Management, Group Management, and Configuration Management required to support the MCPTT voice service. Support for both MCPTT group calls and MCPTT private calls operating in on-network and off-network modes of operation is specified.
The corresponding service requirements are defined in 3GPP TS 22.179 [2]. 
The present document is applicable only to MCPTT voice service using E-UTRAN access based on the EPC architecture defined in 3GPP TS 23.401 [9]. 
The MCPTT service requires preferential handling compared to normal telecommunication services e.g. in support of police or fire brigade including the handling of prioritised MCPTT calls for emergency and imminent threats.
The MCPTT service can be used for public safety applications and also for general commercial applications e.g. utility companies and railways.
In the present document, MCPTT calls between MCPTT users on different MCPTT systems are considered, however, for MCPTT roaming only EPC-based roaming and IMS-based roaming are considered i.e. Partner MCPTT system based roaming (also known as "migration ") is out of scope.
