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Abstract: Detailed information flows for the pre-established session procedures.
10.7
Pre-established session

10.7.1
General

The MCPTT server may use one or more pre-established sessions for the following procedures for on-network:

-
Group calls (as specified in subclause 10.8.2.1);

-
Private calls (as specified in subclause 10.9.2);
-
MCPTT emergency group calls (as specified in subclause 10.11.1);

-
Imminent peril group calls (as specified in subclause 10.11.2);

-
MCPTT emergency private calls (as specified in subclause 10.11.3); and

-
MCPTT emergency alerts (as specified in subclause 10.11.4).

The MCPTT client establishes one or more pre-established sessions to an MCPTT server after SIP registration, and prior to initiating any of the above procedures to other MCPTT users. When establishing a pre-established session, the MCPTT client negotiates the media parameters, including establishing IP addresses and ports using interactive connectivity establishment (ICE) as specified in IETF RFC 5245 [13], which later can be used in MCPTT calls. This avoids the need to negotiate media parameters (including evaluating ICE candidates) and reserving bearer resources during the MCPTT call establishment that results in delayed MCPTT call establishment.

During the MCPTT call setup over a pre-established session, an MCPTT UE is notified of the start of an incoming MCPTT call using floor control messages.

The use of pre-established session on the origination side is completely compatible with the use of on demand session on the termination side. The use of pre-established session on the termination side is completely compatible with the use of on demand session on the origination side.

The pre-established session may be modified by the MCPTT client and the MCPTT server using the SIP procedures for session modification.

The pre-established session may be released by the MCPTT client and the MCPTT server using the SIP procedures for terminating a SIP session.

10.7.2
Information flows for pre-established session

Editor’s note:
Proposal to list information flows in 10.7.2.2 Pre-established session establishment, 10.7.2.3 Pre-established session modification and 10.7.2.4 Pre-established session release.
Table 10.7.2-1 describes the information flow create pre-established session request from the MCPTT client to the MCPTT server.

Table 10.7.2-1: Create pre-established session request
	Information element
	Status
	Description

	Media parameter information
	M
	Media parameters of MCPTT client for inactive media stream(s)

	ICE candidate information
	M
	IP address(es) and port(s)

	Floor control protocol proposal
	O
	List of floor control protocols that the MCPTT client can use



Table 10.7.2-2 describes the information flow create pre-established session response from the MCPTT client to the MCPTT server.
Table 10.7.2-2: Create pre-established session response

	Information element
	Status
	Description

	Media parameter information
	M
	Media parameters of MCPTT server

	Pre-established session ID
	M
	A conference URI that identifies the pre-established session

	Selected floor control protocol
	C
	The floor control protocol that the MCPTT server has selected to use for this pre-established session. Included only if "Floor control protocol proposal" was included in the request.



Table 10.7.2-3 describes the information flow modify pre-established session request from the MCPTT client to the MCPTT server.
Table 10.7.2-3: Modify pre-established session request
	Information element
	Status
	Description

	Media parameter information
	O
	Media parameters of MCPTT client for inactive media stream(s)

	ICE candidate information
	O
	IP address(es) and port(s)

	NOTE: One or both of "media parameter information" and "ICE candidate information" shall be present.


Table 10.7.2-4 describes the information flow modify pre-established session response from the MCPTT client to the MCPTT server.
Table 10.7.2-4: Modify pre-established session response

	Information element
	Status
	Description

	Media parameter information
	C
	Media parameters of MCPTT client for inactive media stream(s). Included only if "Media parameter information" was included in the request


Table 10.7.2-5 describes the information flow release pre-established session request between the MCPTT client and the MCPTT server.
Table 10.7.2-5: Release pre-established session request

	Information element
	Status
	Description

	Pre-established session ID
	M
	A conference URI that identifies the pre-established session


Table 10.7.2-5 describes the information flow release pre-established session response between the MCPTT client and the MCPTT server.
Table 10.7.2-6: Release pre-established session response

	Information element
	Status
	Description

	Pre-established session ID
	M
	A conference URI that identifies the pre-established session


10.7.3
Procedures

10.7.2.1
General

10.7.2.2
Pre-established session establishment

The pre-established session is a session between the MCPTT UE and the MCPTT server in the home MCPTT network, and which may utilise other functional entities (e.g. a media resource function gateway, as defined in subclause 7.4.4.4, for means of obtaining media parameters and gathering ICE candidates). Figure 10.7.2.2-1 represents the pre-established session establishment flow.
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Figure 10.7.2.2-1: Pre-established session establishment

1.
The MCPTT UE gathers ICE candidates.

2.
The MCPTT UE sends a request to the MCPTT server to create a pre-established session.

3.
MCPTT server performs necessary service control, obtains media parameters (e.g. by means of interacting with a media resource function gateway) and gathers ICE candidates.

4.
MCPTT server sends an OK response to the MCPTT UE.

5.
ICE candidate pair checks take place e.g. between the MCPTT UE and a media resource function gateway.

6.
If necessary the MCPTT UE sends another request to the MCPTT server to update the ICE candidate pair for the pre-established session.

7.
The MCPTT server sends an OK response accepting the ICE candidate pair update.

10.7.2.3
Pre-established session modification
Figure 10.7.2.3-1 represents the pre-established session establishment flow.
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Figure 10.7.2.3-1: Pre-established session modification

1.
The MCPTT UE gathers ICE candidates, if necessary (e.g. depending on the information that needs to be updated).

2.
The MCPTT UE sends a request to the MCPTT server to modify a pre-established session.

3.
MCPTT server performs necessary service control, obtains any necessary media parameters (e.g. by means of interacting with a media resource function gateway) and gathers necessary ICE candidates.

4.
MCPTT server sends an OK response to the MCPTT UE.

5.
If necessary, ICE candidate pair checks take place e.g. between the MCPTT UE and a media resource function gateway.

6.
If necessary the MCPTT UE sends another request to the MCPTT server to update the ICE candidate pair for the pre-established session.

7.
The MCPTT server sends an OK response accepting the ICE candidate pair update.

10.7.2.4
Pre-established session release
Figure 10.7.2.4-1 represents the MCPTT UE initiated pre-established session release flow and figure 10.7.2.4-2 represents the MCPTT server initiated pre-established session release flow.
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Figure 10.7.2.4-1: MCPTT UE initiated pre-established session release

1.
The MCPTT UE sends a request to the MCPTT server to release a pre-established session.

2.
The MCPTT server sends an OK response to the MCPTT UE.

3.
The MCPTT server releases all resources for the pre-established session.
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Figure 10.7.2.4-2: MCPTT Server initiated pre-established session release 

1.
The MCPTT server sends a request to the MCPTT UE to release a pre-established session.

2.
The MCPTT UE sends an OK response to the MCPTT server.

3.
The MCPTT server releases all resources for the pre-established session.

�Do we need this i.e. have we chosen a single floor control protocol for MCPTT or are there likely to be choices?





If there are likely to be choices, should this be optional (so an assumed default if absent) or should it be mandatory?


�See comment above.
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