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Abstract: This contribution is a proposal for new subclauses to be used as placeholders for description of information flows parameters for the different procedures in TS 23.179 clause 10. This is a follow-up of S6-150910 which was postponed in SA6#6.
Discussion
SA6#6 discussed S6-150845, which proposed to introduce tables for information flows defined in TS 23.179. The contribution was revised to S6-150910, and postponed.

During "Pre SA6#7 MCPTT conference call #3 - information flows parameters + identity management", discussion took place on how to describe the information flows and their parameters. 
There was consensus, among participants to the call, to use the below table as a template for listing the parameters in each information flow.
Table 10.a.b.c-e: Information flow name
	Information element
	Status
	Description

	Information element 1
	M (mandatory) / O (optional) / C (conditional)
	Description for information element 1 

	Information element 2
	M/O/C
	Description for information element 2

	Information element 3
	M/O/C
	Description for information element 3


There was no consensus, during the call, on where, in TS 23.179, these tables should be inserted.
If we go for the option of introducing the tables after information flows diagram, the tables would then be distributed through the whole TS. Also, because some information flows would be used in several information flows diagram, such an option would imply quite some redundancy, which means a big effort to create the tales and a big effort to maintain them. Lastly, with such an option, it is not really convenient for the reader to find again the complete list of parameters for a given information flow. 

One of the main purposes with creating tables for information flows parameters is to avoid listing all information flow parameters for all information flows in each step description. So, in the context of procedure description, the steps description can focus on only describing parameters useful in the context of that procedure. Having a table listing all parameters for a given information flow, independently of the procedures, would then be a good recap for stage 3 development.

It is therefore proposed to have these tables grouped per procedure and per reference point. Having a subclause for information flows description as second subclause for main procedure, i.e. after "general" section, would allow an easier access to the information. 

For floor control in on-network, the existing contents of 10.12.1.6 are proposed to be moved to subclause 10.12.1.2.
For more details about the proposed template, please refer to S6-150998.

Proposal
It is proposed to approve the below proposed changes to TS 23.179 v1.0.0:

AFFILIATION
10.4
Affiliation to MCPTT group(s)
10.4.1
General
When an MCPTT client wants to affiliate to MCPTT group(s), it shall be subject to authorization.

10.4.2
Information flows for affiliation

Editor’s note:
Proposal to list information flows in 10.4.3 Affiliation and its subclauses, and in 10.4.4 De-affiliation from MCPTT group(s) and its subclauses.
10.4.3
Affiliation

10.4.4
De-affiliation from MCPTT group(s)
SUBSCRIPTION TO MCPTT GROUP METADATA
10.5
Subscription to MCPTT group metadata

10.5.1
Functional description

The subscription to group metadata procedure is used by the MCPTT UE (i.e. Group management client) to indicate to the Group Management Server that it wishes to receive updates of group metadata for groups for which it is authorized.

Editor's note:
This MCPTT group metadata is not the same metadata relating to MCPTT group calls and MCPTT private calls as defined in 3GPP TS 22.179 [2], subclause 6.16.4.
10.5.2
Information flows for subscription to MCPTT group metadata

Editor’s note:
Proposal to list information flows in 10.5.3 Procedure.
10.5.3
Procedure

10.5.4
Information elements

GROUP MANAGEMENT
10.6
Group management (on-network)
10.6.1
General

Group management procedures apply to on-network MCPTT service only.

Group creation provides a dedicated MCPTT group to individual MCPTT users to enable the required communication. This includes the normal group creation by administrators as well as user regrouping by authorized user/dispatcher. 

Group regrouping enables dispatchers or authorized users to temporarily combine different MCPTT groups.

10.6.2
Information flows for group management

Editor’s note:
Proposal to list information flows in 10.6.3 Group creation and 10.6.4 Group regrouping and its subclauses.
10.6.3
Group creation

10.6.4
Group regrouping

10.6.4.1
Temporary group formation - group regrouping within an MCPTT system

10.6.4.2
Temporary group formation involving multiple MCPTT systems

10.6.4.3
Temporary group tear down involving multiple group host servers

PRE-ESTABLISHED SESSION
10.7
Pre-established session

10.7.1
General

The MCPTT server may use one or more pre-established sessions for the following procedures for on-network:

-
Group calls (as specified in subclause 10.8.2.1);

-
Private calls (as specified in subclause 10.9.2);
-
MCPTT emergency group calls (as specified in subclause 10.11.1);

-
Imminent peril group calls (as specified in subclause 10.11.2);

-
MCPTT emergency private calls (as specified in subclause 10.11.3); and

-
MCPTT emergency alerts (as specified in subclause 10.11.4).

The MCPTT client establishes one or more pre-established sessions to an MCPTT server after SIP registration, and prior to initiating any of the above procedures to other MCPTT users. When establishing a pre-established session, the MCPTT client negotiates the media parameters, including establishing IP addresses and ports using interactive connectivity establishment (ICE) as specified in IETF RFC 5245 [13], which later can be used in MCPTT calls. This avoids the need to negotiate media parameters (including evaluating ICE candidates) and reserving bearer resources during the MCPTT call establishment that results in delayed MCPTT call establishment.

During the MCPTT call setup over a pre-established session, an MCPTT UE is notified of the start of an incoming MCPTT call using floor control messages.

The use of pre-established session on the origination side is completely compatible with the use of on demand session on the termination side. The use of pre-established session on the termination side is completely compatible with the use of on demand session on the origination side.

The pre-established session may be modified by the MCPTT client and the MCPTT server using the SIP procedures for session modification.

The pre-established session may be released by the MCPTT client and the MCPTT server using the SIP procedures for terminating a SIP session.

10.7.2
Information flows for pre-established session

Editor’s note:
Proposal to list information flows in 10.7.3.2 Pre-established session establishment, 10.7.3.3 Pre-established session modification and 10.7.3.4 Pre-established session release.
10.7.3
Procedures

10.7.3.1
General

10.7.3.2
Pre-established session establishment

10.7.3.3
Pre-established session modification

10.7.3.4
Pre-established session release

GROUP CALL
10.8
Group call
10.8.1
General

10.8.2
Group call
10.8.2.1
Group call in on-network
10.8.2.1.1
Information flows for group call in on-network

Editor’s note:
Proposal to list information flows in 10.8.2.1.2 Pre-arranged group call and its subclauses, 10.8.2.1.3 Chat group call and its subclauses and 10.8.2.1.4 Common procedures and its subclauses.
10.8.2.1.2
Pre-arranged group call

10.8.2.1.3
Chat group call

10.8.2.1.4
Common procedures

10.8.2.2
Group call in off-network

10.8.2.2.1
General

Off-network group calls can use pre-defined configuration information provided to MCPTT clients prior to the off-network group call or configuration information that is transmitted to MCPTT clients during group call setup or late entry procedures.

If off-network group configuration information is pre-defined and provided to the MCPTT clients prior to the off-network group call (e.g. as part of group metadata), the MCPTT client will be able to participate in the off-network group call without needing to follow the group call setup or late joining procedures as they will be able to receive the media and signalling without the need for the announcement or invitation.

If off-network group configuration information is not pre-defined or provided, call parameters need to be transmitted to MCPTT clients via group call announcement or invitation.

10.8.2.2.2
Information flows for group call in off-network

Editor’s note:
Proposal to list information flows in 10.8.2.2.3 Group call setup, 10.8.2.2.4 Passive join to group call, 10.8.2.2.5 Join to ongoing group call when new entry member initiates the call with on-going group call id, 10.8.2.2.6 Directed invitation to join an ongoing group call and 10.8.2.2.7 Group call release due to inactivity.
10.8.2.2.3
Group call setup

10.8.2.2.4
Passive join to group call

10.8.2.2.5
Join to ongoing group call when new entry member initiates the call with on-going group call id
10.8.2.2.6
Directed invitation to join an ongoing group call

10.8.2.2.7
Group call release due to inactivity

10.8.3
Broadcast group call

10.8.3.1
General

A broadcast group call is a special group call where the initiating MCPTT user expects no response from the other MCPTT users, so that when his transmission is complete, so is the call.

Broadcast group calls are available in both on-network and off-network.

10.8.3.2
Broadcast group call in on-network

10.8.3.2.1
Information flows for broadcast group call in on-network

Editor’s note:
Proposal to list information flows in 10.8.3.2.2 Temporary group – broadcast group call.
10.8.3.2.2
Temporary group – broadcast group call

10.8.3.2.3
User broadcast group
10.8.3.3
Broadcast group call in off-network

10.8.3.3.1
Group broadcast group
10.8.3.3.2
User broadcast group

PRIVATE CALL
10.9
Private call

10.9.1
Introduction
Private calls are enabled in both on-network and off-network.

Private calls can be setup in two different commencement modes, automatic commencement mode and manual commencement mode.

Private calls in on-network can be with or without floor control. Private calls in off-network are with floor control.

10.9.2
Private call in on-network
10.9.2.1
Information flows for private call in on-network
Editor’s note:
Proposal to list information flows in 10.9.2.2.1 Private call setup in automatic commencement mode, 10.9.2.2.2 Private call setup in manual commencement mode and its subclauses, 10.9.2.2.3 Private call release and its subclauses, 10.9.2.3.1 Private call setup in automatic commencement mode – MCPTT users in multiple MCPTT systems, 10.9.2.3.2 Private call setup in manual commencement mode – MCPTT users in multiple MCPTT systems, 10.9.2.3.3 Private call release – MCPTT users in multiple MCPTT systems.
10.9.2.2
Private call within one MCPTT system
10.9.2.2.1
Private call setup in automatic commencement mode

10.9.2.2.2
Private call setup in manual commencement mode 

10.9.2.2.3
Private call release
10.9.2.3
Private call within several MCPTT systems
10.9.2.3.1
Private call setup in automatic commencement mode – MCPTT users in multiple MCPTT systems
10.9.2.3.2
Private call setup in manual commencement mode – MCPTT users in multiple MCPTT systems

10.9.2.3.3
Private call release – MCPTT users in multiple MCPTT systems
10.9.3
Private call in off-network
10.9.3.1
Information flows for private call in off-network

Editor’s note:
Proposal to list information flows in 10.9.3.2 Private call setup in off-network mode with solicited discovery, 10.9.3.3 Private call setup in off-network mode with unsolicited discovery.
10.9.3.2
Private call setup in off-network mode with solicited discovery

10.9.3.3
Private call setup in off-network mode with unsolicited discovery

10.9.3.4
Private call setup in automatic commencement mode

10.9.3.5
Private call setup in manual commencement mode

10.9.3.6
Private call release
EMERGENCY AND IMMINENT PERIL
10.11
Emergency and imminent peril procedures (on-network)
10.11.1
General

10.11.2
Information flows for emergency and imminent peril procedures

Editor’s note:
Proposal to list information flows in 10.11.3 MCPTT emergency group call and its subclauses, 10.11.4 Imminent peril group call and its subclauses, 10.11.5 MCPTT emergency private call and its subclauses and 10.11.6 MCPTT emergency alert and its subclauses.
10.11.3
MCPTT emergency group call

10.11.3.1
MCPTT emergency group call commencement

10.11.3.2
Group emergency upgrade

10.11.3.3
Group emergency cancel

10.11.4
Imminent peril group call
10.11.4.1

MCPTT imminent peril call commencement 
10.11.4.2

Imminent peril upgrade

10.11.4.3

Imminent peril cancel

10.11.5
MCPTT emergency private call

10.11.5.1
MCPTT emergency private call commencement

10.11.5.2
Emergency upgrade

10.11.6
MCPTT emergency alert

10.11.6.1
MCPTT emergency alert initiation

10.11.6.2
Emergency alert cancel

FLOOR CONTROL
10.12
Floor control

10.12.1
Floor control for on-network MCPTT service

10.12.1.1
Introduction

10.12.1.2
Floor control messages description

Table 10.12.1.2-1 describes the semantic, the transport mode(s) and the information elements of the floor control messages supported between the MCPTT floor participant and the MCPTT floor control server.

Table 10.12.1.2-1: Floor control messages

	Messsage
	Semantic
	Transport Mode
	Parameters

	Floor participant to floor control server messages

	Floor request
	Request the floor for a media transfer
	Unicast (to floor control server)
	Requester’s identity

Source identifier

Floor priority

	Floor release
	End of media transfer
	Unicast (to floor control server)
	Source identifier

	Queue position request
	Request position in the queue
	Unicast (to floor control server)
	Source identifier

	Floor control server to floor participant messages

	Floor granted
	Grant the floor for a media transfer
	Unicast (to granted floor participant)
	Source identifier

Duration

	Floor rejected
	Refuse a floor request
	Unicast (to refused floor participant)
	Source identifier

Rejection cause

	Queue position
	Request is queued
	Unicast (to queued floor participant)
	Source identifier

Queue position info

	Floor revoked
	Indicate the floor is revoked to the previously granted party
	Unicast (to revoked floor participant) and Unicast or Broadcast (to other floor participants)
	Granted party's identity (if any)

Source identifier

	Floor taken
	Indicate the floor is granted to another party
	Unicast or Broadcast
	Granted party’s identity

Source identifier

Current Floor priority

Permission to request the floor

	Floor idle
	Indicate the floor is not granted to any party
	Unicast or Broadcast
	Source identifier


The main parameters of floor control messages are:

-
Users identities: identities from the MCPTT application domain, for requester, talker, granted, rejected queued and revoked parties. User identities may also be aliases;

-
Source identifier: identifies the communication, e.g. by identifying the media flow within a media multiplex, present only in case of media multiplexing;

-
Floor priority: the priority of the request, relative to requests from other parties;

-
Duration: the time for which the granted party is allowed to transmit;

-
Permission to request the floor: indicates whether receiving parties are allowed to request the floor or not (e.g. broadcast call); and

-
Queue position info: position of the queued floor request in the queue.

NOTE: 
Parameters are present in the messages only if they cannot be deduced from the transport context (e.g. user's identity is not necessary when the message is sent in unicast to that user).

Some floor control messages can also piggyback call control messages to provide efficient call setup and clearing:

-
Call setup request is optionally carried in Floor request (uplink) or Floor taken (downlink, can be broadcast); and

-
Call release request is optionally carried in Floor release (uplink).

Editor's Note: The exhaustive list and definitions of parameters are FFS.

10.12.1.3
Floor request, floor grant and floor taken during an MCPTT session

10.12.1.4
Floor revoke, floor rejected during an MCPTT session 

10.12.1.5
Queue position during an MCPTT session 

10.12.1.6
Floor control involving groups from multiple MCPTT systems




	
	
	
	

	

	
	
	
	



	
	
	
	

	
	
	
	

	

	
	
	
	


	
	
	
	


	
	
	
	


	
	
	
	


	
	
	
	




	
	
	
	














10.12.2
Floor control for off-network MCPTT service

10.12.2.1
Introduction

In off-network, floor control is performed by using floor control messages among the MCPTT clients without centralized MCPTT server. It is assumed, if the MCPTT client is granted to speak regardless of receiving floor granted message from another MCPTT client or locally granted in UE, then the MCPTT client can transmit the voice packets. 

In off-network, the MCPTT client currently speaking performs the temporary floor arbitrator during speaking since there is no centralized MCPTT floor control server. The floor arbitrator controls the floor whether or not queue is supported, and when floor is requested with pre-emption.  If queue is supported, the MCPTT client performing floor arbitrator grants the right to speak to the next speaker and transfers the floor arbitrator role and the floor control queue, after completing the voice transfer and releasing the floor. The next MCPTT client receiving the right to speak becomes the new floor arbitrator and has the floor control queue.  
The floor control message is delivered in multicast based communication and can be monitored by all the members within the MCPTT group.
The following information flows apply among MCPTT clients. 

-
Floor request (to the floor arbitrator): used to request a floor for voice transfer.
-
Floor release (to the MCPTT group participants): used to inform that the voice transfer is completed and the floor is release.

-
Floor granted (to the next speaker): used to indicate that the request for floor is granted, that voice transfer is possible and that queue list is attached, if any. 
-
Floor request accepted (to the floor requestor): used to indicate that the request is in the queue list

-
Floor rejected: used to indicate that a request for the floor is rejected.

10.12.2.2
Information flows for floor control for off-network

Editor’s note:
Proposal to list information flows in 10.12.2.3 Floor control during silence and its subclauses, 10.12.2.4 Simultaneous Floor requests, 10.12.2.5 Floor request during speaking with queue, 10.12.2.6 Floor request during speaking without queue, 10.12.2.7 Override.
10.12.2.3
Floor control during silence

10.12.2.3.1
Successful floor taken flow (No floor contention)

10.12.2.4
Simultaneous Floor requests
10.12.2.5
Floor request during speaking with queue

10.12.2.6
Floor request during speaking without queue

10.12.2.7
Override
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