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Revsion addresses questions raised during presentation. 
From #1230 presentation: “Hierchical groups” terminology issue: resolved to “regrouped group”
TS 23.179 “Group Call Involving Groups from Multiple MCPTT Systems”

From 23.179 Section 10.8.2.1.1.3 “Group call involving groups from multiple MCPTT systems”: 

· The information flow in figure 10.8.2.1.1.3-1 illustrates the group call involving groups from multiple MCPTT systems. It considers the scenario for group hierarchies and temporary groups formed by group regroup.  

· The security aspects of sharing the user information between primary and partner MCPTT systems shall be governed as per the service provider agreement between them. In this case, we consider the partner MCPTT system does not share their users' information to the primary MCPTT system.
· The constituent groups of the temporary group may belong to MCPTT servers of the partner MCPTT systems.
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Figure 10.8.2.1.1.3-1 from TS 23.179 

Hierarchical Group Policy Issues

Although the policies of constituent groups comprising a hierarchical group may not be identical to one another, there does have to be a single group policy for the hierarchical group itself. The following discussion considers issues that arise from the precondition assumptions of the scenario of Figure 10.8.2.1.1.3-1:

1. An additional round of signaling transaction at call setup may be needed that is not depicted in figure 10.8.2.1.1.3-1. The additional round arises because partner groups policies or status needs to be considered before group members in aggregate can be invited, notified, etc.

2. A merged group policy reflective of the constituent groups, for example, their devices, must be assigned to the hierarchical group.  

3. User level access policies, too, may need to be merged one way or the other, so that a hierarchical group as a whole has a coherent set of policies. 

The following sections reviews these considerations.

Commencement and Release Policy 

The primary MCPTT server system may not know whether the originating user is authorized to initiate the group call. The group policy element allow-initiate-conference (from XDM Groups) needs to be checked against the identity of the MCPTT Client sending the call setup request to determine if that MCPTT user is authorized to originate the MCPTT call. To accomplish this, the primary MCPTT server sends out call setup requests to the partner MCPTT servers of the hierarchical group to determine if the originating MCPTT client is authorized to request the MCPTT group call. 

The next figure shows the same scenario for ‘N’ partner systems. The call setup requests to the ‘N’ partner systems are sent almost simultaneously. The partner MCPTT server with the originating user determines that user is authorized, and invites the affiliated members of that group. The other partner and primary systems cannot. After the partner system with the originating user responds, the primary MCPTT server invites users local to that system and sends the call setup to the other partner MCPTT servers. It is obviously possible to optimize the signaling. A key point is that the problem is more involved than TS 23.179 figure 10.8.2.1.1.3-1.

Policy elements such as required-participants and min-participant-count and key-participant result in partner MCPTT servers being queried, but in this case none of the MCPTT servers can start the group call until the primary MCPTT server determines the total participants or minimum number or key participant type group member that are available across all MCPTT partner systems. There is a “non-inviting” call request to identify required-participants and key-participant types followed by a confirmation response. If commencement policies are satisfied, a second round of signaling requests triggers the correct ensemble of group members being invited.  As with the previous case, two rounds of signaling transactions were required. 


[image: image2.emf]9.Call setup response

1.Call setup(group id)

MCPTT client

(originator)

3.Call setup(group id 1)

MCPTT server 

(primary)

MCPTT server 

(partner 1)

2.Get the group information and resolve the 

constituent groups information

Group management 

server (primary)

MCPTT server 

(partner 2)

4.Originator not here

MCPTT server 

(partner N)

8.Call invite/notify 

the group 

members

5.Call setup(group id 2)

6.Originator not here

7.Call setup(group id N)

Note: Steps 3, 5, and 7 

occur in quick 

succession.

10.Call setup(group id 1)

13.Call setup(group id 2)

15.Call setup response

11.Call invite/notify 

the group 

members

12.Call setup response

14.Call invite/notify 

the group 

members

16.Call invite/notify 

the group 

members

17.Call setup response

Note: Steps 10, 13, 

and 16 occur in quick 

succession after step 

9.

 Figure “10.8.2.1.1.3-1” N-Partner System with Additional Signaling Round
TS 22.179 N11 Group Maximum Policy Enforcement

Given that the constituent groups of partner systems is hidden from the partner system in which a hierarchical group is being created, how is the variable N11 enforced (re: “Total number of MCPTT Group Members of an MCPTT Group”)?  Intuitively, at least the number of group members would have to be exposed so the primary system can tally the total in the hierarchical group. 

Digression: PCPS has a maximum number of group call participants. If such a requirement exists in MCPTT, perhaps imposed operationally in the case of MCPTT hosted in a VoLTE network, then the total number of participants on a group call across the primary and partner MCPTT servers must not exceed N11.  In the case of PCPS/PoC call models, the problem is to determine which group members to invite (or to not invite) to avoid exceeding the maximum.

Comparison to “Ad Hoc Multiple PoC Group Session” Mechanisms

The mechanism of RFC5318 in PCPS “Ad-hoc PoC Group Sessions with Multiple PoC Groups”, PCPS System Document (SD) sections 5.35 and 5.36, allows a CF PoC server to retrieve group members other prearranged groups from the CF PoC Servers that support those prearranged groups.  The CF PoC Server retrieving those users sends out invites to the users. 

Relative to MCPTT, RFC5318 could be the basis of a mechanism to retrieve affiliated group members where the “multiple groups” appear (are kept) in the containment of the hierarchical group, as opposed to in an ad hoc signaling message from the user.  The primary MCPTT server checks the hierarchical group policy to determine if the MCPTT group call can commence. A hierarchical group persists until an administrator removes the group whereas a PoC ad hoc multiple group call ceases to exist once the call is released.

The above assumes that partner group information is shared to the primary system. However, in the previous case it had to be shared (or some of it had to be shared) to make the commencement cases function correctly in aggregate over the hierarchical group.  

As an aside, TS 23.179 section 10.8.2.1.3.1 “Merging of groups involving multiple MCPTT systems” also makes assumptions that partner group information is shared with the primary systems. The scenario references section 10.6.2.2-1, which has the precondition “… partner MCPTT system does not share their users' information to the primary MCPTT system”. 

Refer to step #5: “The MCPTT server (partner) responds with a list members of group 2 and an indication of which members are affiliated and which are active in the call”. Therefore, the group membership and various metadata information of the partner system group is shared with the primary system.  

Merging Constituent Group Policies to a Hierarchical Group Policy

Underlying constituent group policies of a hierarchical group may not be compatible with respect to one. If one constituent group of a hierarchical group has devices that do not support successive override with simultaneously transmitting participants, and the others do, can the hierarchical group policy enable successive override with simultaneously transmitting participants?  If not, the group policy of the hierarchical group itself needs a rule set to not authorize this feature (e.g., perhaps default, nevertheless, definite). In this case, some group data needs to be exposed to enable an administrator to perform the policy merging. 

Per user access policy appears in the PCPS “Document Management” TS, referenced from the (XDM) “User Access Policy” TS.  Like the policies of “XDM Groups”, per user policy appears in PCPS Control Plane procedures. Some of that per user access policy may need to be exposed to enable an administrator to perform the policy merging.

Summarizing

In TS 23.179 Section 10.6.3.2, the pre-condition “... the partner MCPTT system does not share their users' information to the primary MCPTT system” implies various issues:

1. A second signaling transaction round not apparent in TS 23.179 Figure 10.8.2.1.1.3-1 can arise because commencement policies must be considered in aggregate at the primary MCPTT server before the group call commences. Partner constituent group membership may be required to be sent to a primary system contrary to the precondition assumption due to commencement or release policy requirements. 

2. Some partner constituent group policy and/or per user access policy be exposed to the primary system in order to arrive at a single, merged hierarchical group policy. 
Alternative Group Call Scenarios
In lieu of the issues outlined above with the scenario of Figure 10.8.2.1.1.3-1 two alternative solutions are presented below. 

Alternative 1: “PoC Multiple Group” Approach

The following makes use of the mechanism of RFC5318 in PCPS “Ad-hoc PoC Group Sessions with Multiple PoC Groups”, as suggested above.  However, here, instead of an ad hoc “group call” that conveys the multiple prearranged groups, the groups are stored in the containment of hierarchical prearranged group that persists until a system administrator removes it from the MCPTT system. 
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The above call model works like “ad hoc multiple PoC groups” except that the INVITE routes directly to the MCPTT server that hosts the hierarchical group; the P-Refused-URI-List (P-header) mechanism of RFC 5318 functions as it would in the PCPS Control Plane, that is, returning a list of group members of constituent groups.  In the case of MCPTT the users are also affiliated since they have to be available for the group call. 
Alternative 2: Mirrored Groups 

Given that the group information can be shared to the primary system (i.e., as part of the regroup group operation) mirror the partner constituent group members in the local, temporary hierarchical containment hosted in the primary MCPTT system.  Single system hierarchical group call models apply.  Note here is a check that the constituent groups are not regrouped groups, and the group members of the groups being regrouped have been notified of the regroup group operation, so they use the new temporary group. 
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Discussion 

In alternative 1, the hierarchical group containment provides the “multiple PoC groups”, so this model flows naturally into the generic mechanisms of the PCPS Control Plane at the CF PoC Server level making use of RFC5318. 

Alternative 2 has one less signaling round than alternative 1. Alternative 2 is the case of a hierarchical group of one system. Alternative 2 allows an authorized user to locally see all members of the hierarchical group, which could be useful, e.g., for setting up subconferences to subsets of users therein.
As alternative 2 is the case of a hierarchical group of one system, the proposal below uses alternative 1.  
Proposal

10.8.2.1.1.x Temporary regroup-group call involving groups from multiple MCPTT systems

The information flow in figure 10.8.2.1.1.x-1 illustrates a regrouped group call involving groups from multiple MCPTT systems. It considers the scenario for temporary groups formed by group regroup. The protocol followed may be SIP.

Pre-conditions:

1.
The security aspects of sharing the user information between primary and partner MCPTT systems shall be governed as per the service provider agreement between them. In this case, we consider the partner MCPTT system shares their users' information to the primary MCPTT system.

2.
The MCPTT user belongs to a MCPTT group hosted by the primary MCPTT system.

3.
A temporary group is formed by authorized MCPTT user/dispatcher by the group regroup procedure (subclause 10.6.3.2) and identified via a temporary group ID (TGI).

4.
The MCPTT group members of the constituent MCPTT groups belonging to the temporary regrouped-group are affiliated to participate in a group call for the temporary group.

5.
The authorized MCPTT user/dispatcher created the temporary group on the MCPTT server of the primary MCPTT system.

6.
The constituent groups of the temporary regrouped-group may belong to MCPTT servers of the partner MCPTT systems.
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Figure 10.8.2.1.1.x-1: Group call involving groups from multiple MCPTT systems

1.
The affiliated MCPTT user via MCPTT client initiates a group call with a group id. A call setup message with the group id is routed to the MCPTT server of the primary MCPTT system, which owns the temporary regrouped-group and is where the authorized MCPTT user/dispatcher has created the temporary group. The group id will be a temporary group identity (TGI).

2.
The MCPTT server of the primary MCPTT system gets the group information (either from group management server or itself) including the constituent MCPTT groups' identities, accessible group members list of the constituent groups, and other related data. 
3.
The MCPTT server of the primary MCPTT system interrogates the MCPTT server of the partner MCPTT system for the affiliated group 2 members. 

4.
The MCPTT server of the partner MCPTT system responds with a list of the affiliated group members of group 2.  
5.
The MCPTT server of the primary MCPTT system verifies the commencement policies of the regrouped-group, and initiates a call invitation or call notification to the affiliated members of group 1 and 2.

6.
The MCPTT server of the primary MCPTT system provides a call setup complete response via a call setup complete message to the MCPTT UE of authorized MCPTT user/dispatcher upon receiving responses to the call invitations sent to members of primary and partner MCPTT systems. The call setup complete response will consist of the success or failure result and/or detailed reason information in case of failure.

8.
Upon successful call setup completion a group call is established for the group members from constituent groups of multiple MCPTT servers.
NOTE:
MCPTT clients are generally aware that constituent groups have been regrouped (e.g., see subclause 10.5); however, if not, the partner MCPTT server of the constituent group can respond to a group call request with a redirection response, such as “moved temporarily” that includes the group URI of the regrouped group. 
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