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Abstract: This contribution proposes editorial modifications for controlling and participating notations in information flows.
1. Introduction

This contribution proposes editorial modifications for controlling and participating notations in information flows
2. Discussion

In the last meeting it was decided that the descriptions for controlling and participating for MCPTT server will be provided only in section ‘7.4.2.3.2 MCPTT server’.
The information flows will not have the notations for controlling and participating functions for MCPTT server.
3. Proposal

It is kindly proposed to include the following proposals into MCPTT TS – 23.179.

***************************Begin Change*******************************
10.4.2.2
Affiliation to MCPTT group(s) defined in partner MCPTT system

10.4.2.2.1
Functional description

When an MCPTT client wants to affiliate to MCPTT group(s) which is defined in partner MCPTT system, it shall subject to authorization from the partner MCPTT system where the MCPTT group(s) is defined, and whether it subjects to authorization from the primary MCPTT system is conditional.

10.4.2.2.2
Procedure

Procedure for affiliation to MCPTT group(s) which is defined in partner MCPTT system is described in figure 10.4.2.2.2-1.

Pre-conditions:

-
The MCPTT client has already been provisioned (statically or dynamically) with the group information, or a pointer to the group information, that the MCPTT client is allowed to be affiliated;

-
The MCPTT server of the primary MCPTT system may have locally cached the MCPTT group affiliation status of the MCPTT user;

-
The MCPTT server of the partner MCPTT system may have retrieved the group related information from the group management server;

-
The MCPTT client may have indicated to the group management server of the partner MCPTT system that it wishes to receive updates of group metadata for MCPTT group(s) for which it is authorized (as described in subclause 10.5); and

-
The MCPTT user triggers the affiliation procedure. This is an explicit affiliation caused by the MCPTT user.
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Figure Figure 10.4.2.2.2-1: Affiliation for an MCPTT group defined in partner MCPTT system
1.
The MCPTT client requests the MCPTT server of the primary MCPTT system to affiliate to an MCPTT group or a set of MCPTT groups. The MCPTT client shall provide the initiating user ID and the MCPTT group ID(s) being affiliated to.
2.
The MCPTT server of the primary MCPTT system shall check if the MCPTT client is authorized to affiliate to the requested MCPTT group(s) based on the user subscription. The MCPTT server also performs the check for the maximum limit of the total number (N2) of MCPTT groups that the user can be affiliated to simultaneously.
3.
Based on the group information included in the request, the MCPTT server of the primary MCPTT system, it determines to send group affiliation request to the corresponding MCPTT server of the partner MCPTT system. The request may be routed through some intermediate signalling nodes.

4a.
The MCPTT server of the partner MCPTT system checks if the group policy is locally cached. If the group policy is not locally cached on the MCPTT server then MCPTT server subscribes to the group policy from the group management server.

4b.
The MCPTT server of the partner MCPTT system receives the group policy from the group management server via notification and locally caches the group policy information.

5.
Based on the group policy, the MCPTT server of the partner MCPTT system checks if the MCPTT group(s) is not disabled and if the user of the MCPTT client is authorised to affiliate to the requested MCPTT group(s).

6.
If the user of the MCPTT client is authorised to affiliate to the requested MCPTT group(s) then the MCPTT server of the partner MCPTT system stores the affiliation status of the user for the requested MCPTT group(s).

7.
The MCPTT server of the partner MCPTT system sends the affiliation status result of requested MCPTT group(s) to the MCPTT server of the primary MCPTT system (7a) and updates the group management server with the affiliation status of the user for the requested MCPTT group(s) (7b).

NOTE:
Steps 7a and 7b can occur in any order or in parallel.

8.
The MCPTT server of the primary MCPTT system stores the affiliation status of the user for the requested MCPTT group(s).

9.
The MCPTT server of the primary MCPTT system sends the group affiliation status result for the requested MCPTT group(s) to the MCPTT client. 
*************************End change*********************************
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