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1. Overall Description:

SA6 wishes to thank SA4 for the LS regarding Clarification on SA6 Architecture. After consideration of each question within the LS from SA3 on this topic SA6 would like to clarify SA6 architecture.
Question 1. MCPTT UEs will be authenticated over SIP-1 which uses the Gm reference point. Authentication over the Gm reference point uses IMS authentication as defined in TS 33.203. This requires a Cx interface to an appropriate HSS. Thus Cx interface needs to be supported by the SIP Core. Can you confirm that the MCPTT SIP Core supports the Cx interface?
Response 1: The MCPTT SIP Core supports the Cx interface to an appropriate HSS when the SIP core and the PLMN operator are in the same trust domain. When the SIP core of the MCPTT service provider is not in the same trust domain as the PLMN operator, user data belonging to the MCPTT user database across MCPTT-9 may be hidden from the PLMN operator. In this case the MCPTT service provider may use an interface that is based on Cx but is enhanced to support the MCPTT application.
SA6 would like to remind SA3 that for MCPTT Rel 13 enhancements will be considered for the IM CN subsystem and IMS reference points to provide the necessary SIP core support for the MCPTT application (including considering making existing IMS mandatory procedures optional for MCPTT).
Security aspects and restrictions relating to access of data across different trust domains require consideration by SA3, e.g. registrars and registrar finders can access only SIP core databases when they belong to the same trust domain.
Question 2. Please clarify the correct interpretation for the use of MCPTT-1 based on the following example interpretations: 

• The MCPTT SIP-1 and SIP-2 reference points are used to tunnel MCPTT-1 messages as another protocol encapsulated inside the SIP protocol. In this interpretation, IMS reference points are simply used to encapsulate MCPTT-1 messages between the MCPTT Server and the MCPTT UE, transported over SIP-1 and SIP-2. In this case only the SIP payload is used by the MCPTT application.

• The MCPTT SIP-1 and SIP-2 reference points are used to transport MCPTT-1 messages as SIP messages between the MCPTT Server and the MCPTT UE. In this interpretation, IMS reference points provide MCPTT-1 messages between the MCPTT Server and the MCPTT UE, transported over SIP-1 and SIP-2. In this case the entire SIP message is used by the MCPTT application.
Response 2: The MCPTT-1 reference point is an end-to-end reference point for communicating information between the MCPTT client and the MCPTT server. This reference point utilizes the SIP-2 reference point between the MCPTT server and the SIP core. SIP-2 uses the 3GPP ISC interface and Ma reference point. MCPTT-1 utilizes the SIP-1 reference point between the SIP core and the MCPTT client. SIP-1 uses the 3GPP Gm reference point (with necessary enhancements to support MCPTT requirements and profiled to meet the minimum requirements for support of MCPTT).
As described, MCPTT-1 is compromised of a SIP signalling control plane and an application data plane for communicating information between MCPTT client and MCPTT server. When required by the MCPTT service provider, application plane identities (e.g. MCPTT group ID, MCPTT user identity) and any associated user and group attributes (e.g. MCPTT user name, MCPTT user role, MCPTT user organization or agency) are hidden from the SIP signalling control plane. It is left to SA3 and CT1 to design the method for this separation and hiding of application data from the SIP signalling control plane. The MCPTT application (MCPTT client and MCPTT server) has access to the entire SIP message and its contents. Information necessary for SIP routing and bearer creation (e.g. SDP) shall be made available to the SIP signalling control plane.
Question 3. The procedure with TS 23.179 Section 10.5.2 contains a 'Notification of group metadata' message over the CSC-2 interface. It is stated that the CSC-2 interface uses the HTTP-1 reference point. Should group metadata change, how are 'Notification of group metadata' messages pushed to MCPTT UEs over this reference point, or is a different protocol used (e.g. SIP)? This will help SA3 define the mechanism for creating a group security context.
Response 2: The CSC-2 reference point shall utilize HTTP-1 for non-SIP communication between the group management server and group management client. The CSC-2 reference point shall utilize SIP1 and SIP2 for SIP related communication (e.g. subscribe, notify).
2. Actions:

To:  3GPP TSG SA WG3, 3GPP TSG CT WG1, and 3GPP TSG SA WG2.
ACTION: 
SA6 kindly request SA3, CT1, and SA2 to take the above information into account in your work.
