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Abstract: Proposal for resolution of editor's note on metadata in subclause 10.5.1 
SA6#5 discussed the meaning of metadata in the context of TS 23.179 and introduced a related editor's note in subclause 10.5.1:
Editor's note:
This MCPTT group metadata is not the same metadata relating to MCPTT group calls and MCPTT private calls as defined in 3GPP TS 22.179 [2], subclause 6.16.4.
There are different occurrences of "metadata", "meta-data" or other "meta-data" in TS 23.179, in several different subclauses, and the meaning is different from the original meaning of metadata.

In order to avoid confusion with metadata as per stage 1, it is proposed to simply replace "metadata", "meta-data" or other "meta-data" by "data", and to remove the related editor's note.

FIRST CHANGE
10.2
MCPTT group and membership configuration data
10.2.1
Functional description

Editor's note:
The functional description is FFS.

10.2.2
Procedures

Editor's note:
The procedures description is FFS.

10.2.3
Structure of data
The group configuration data includes the following information elements:

-
MCPTT group identity

-
group owner

-
group call ongoing or not

-
group policy

The group membership data includes the following information elements:

-
MCPTT ID
-
user priority

-
participant type (first responder, second responder, dispatcher, dispatch supervisor, MCPTT administrator)

-
affiliation status
NEXT CHANGE
10.4.2.1
MCPTT group affiliation procedure
Procedure for affiliation to MCPTT group(s) is described in figure 10.4.2.1-1.

Pre-conditions:

-
MCPTT client has already been provisioned (statically or dynamically) with the group information, or a pointer to the group information, that the MCPTT client is allowed to be affiliated;

-
MCPTT server may have retrieved the user/group policy e.g. which user(s) are authorized to affiliate to what MCPTT group(s), priority, and other data;

-
MCPTT client may have indicated to the group management server that it wishes to receive updates of group data for MCPTT groups(s) for which it is authorized (as described in subclause 10.5); and

-
The MCPTT user triggers the affiliation procedure. This is an explicit affiliation caused by the MCPTT user.
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Figure 10.4.2.1-1: MCPTT group affiliation procedure

1.
MCPTT client of the MCPTT user requests the MCPTT server to affiliate to an MCPTT group or a set of MCPTT groups. The MCPTT client shall provide the initiating user ID and the MCPTT group ID(s) being affiliated to.
2a.
MCPTT server checks if the group policy is locally cached. If the group policy is not locally cached on the MCPTT server then MCPTT server requests the group policy from the group management server.

2b.
MCPTT server receives the group policy from the group management server.

3.
Based on the group policy, the MCPTT server checks if the MCPTT client is authorised to affiliate to the requested MCPTT group(s). The MCPTT server also performs the check for the maximum limit of the total number (N2) of MCPTT groups that the user can be affiliated to simultaneously.
4.
If the user of the MCPTT client is authorised to affiliate to the requested MCPTT group(s) then the MCPTT server stores the affiliation status of the user for the requested MCPTT group(s).

5.
MCPTT server confirms to the MCPTT client the affiliation (5a) and updates the group management server with the affiliation status of the user for the requested MCPTT group(s) (5b).

NOTE:
Steps 5a and 5b can occur in any order or in parallel.

NEXT CHANGE
10.4.2.2
Affiliation to MCPTT group(s) defined in partner MCPTT system

10.4.2.2.1
Functional description

When an MCPTT client wants to affiliate to MCPTT group(s) which is defined in partner MCPTT system, it shall subject to authorization from the partner MCPTT system where the MCPTT group(s) is defined, and whether it subjects to authorization from the primary MCPTT system is conditional.

10.4.2.2.2
Procedure

Procedure for affiliation to MCPTT group(s) which is defined in partner MCPTT system is described in figure 10.4.2.2.2-1.

Pre-conditions:

-
The MCPTT client has already been provisioned (statically or dynamically) with the group information, or a pointer to the group information, that the MCPTT client is allowed to be affiliated;

-
The MCPTT server of the primary MCPTT system (participating) may have locally cached the MCPTT group affiliation status of the MCPTT user;

-
The MCPTT server of the partner MCPTT system (controlling) may have retrieved the group related information from the group management server;

-
The MCPTT client may have indicated to the group management server of the partner MCPTT system (controlling) that it wishes to receive updates of group data for MCPTT group(s) for which it is authorized (as described in subclause 10.5); and

-
The MCPTT user triggers the affiliation procedure. This is an explicit affiliation caused by the MCPTT user.
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Figure Figure 10.4.2.2.2-1: Affiliation for an MCPTT group defined in partner MCPTT system
1.
The MCPTT client requests the MCPTT server of the primary MCPTT system (participating) to affiliate to an MCPTT group or a set of MCPTT groups. The MCPTT client shall provide the initiating user ID and the MCPTT group ID(s) being affiliated to.
2.
The MCPTT server of the primary MCPTT system (participating) shall check if the MCPTT client is authorized to affiliate to the requested MCPTT group(s) based on the user subscription. The MCPTT server also performs the check for the maximum limit of the total number (N2) of MCPTT groups that the user can be affiliated to simultaneously.
3.
Based on the group information included in the request, the MCPTT server of the primary MCPTT system (participating), it determines to send group affiliation request to the corresponding MCPTT server of the partner MCPTT system (controlling). The request may be routed through some intermediate signalling nodes.

4a.
The MCPTT server of the partner MCPTT system (controlling) checks if the group policy is locally cached. If the group policy is not locally cached on the MCPTT server then MCPTT server subscribes to the group policy from the group management server.

4b.
The MCPTT server of the partner MCPTT system (controlling) receives the group policy from the group management server via notification and locally caches the group policy information.

5.
Based on the group policy, the MCPTT server of the partner MCPTT system (controlling) checks if the MCPTT group(s) is not disabled and if the user of the MCPTT client is authorised to affiliate to the requested MCPTT group(s).

6.
If the user of the MCPTT client is authorised to affiliate to the requested MCPTT group(s) then the MCPTT server of the partner MCPTT system (controlling) stores the affiliation status of the user for the requested MCPTT group(s).

7.
The MCPTT server of the partner MCPTT system (controlling) sends the affiliation status result of requested MCPTT group(s) to the MCPTT server of the primary MCPTT system (participating) (7a) and updates the group management server with the affiliation status of the user for the requested MCPTT group(s) (7b).

NOTE:
Steps 7a and 7b can occur in any order or in parallel.

8.
The MCPTT server of the primary MCPTT system (participating) stores the affiliation status of the user for the requested MCPTT group(s).

9.
The MCPTT server of the primary MCPTT system (participating) sends the group affiliation status result for the requested MCPTT group(s) to the MCPTT client.

NEXT CHANGE
10.5
Subscription to MCPTT group data
10.5.1
Functional description

The subscription to group data procedure is used by the MCPTT UE (i.e. Group management client) to indicate to the Group Management Server that it wishes to receive updates of group data for groups for which it is authorized.


10.5.2
Procedure

Procedure for subscription to MCPTT group data is described in figure 10.5.2-1.
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Figure 10.5.2-1: Subscription to MCPTT group data procedure

1.
MCPTT UE (i.e. group management client) subscribes to the change of group data it has been provisioned and for which it is authorized.

2.
Group management server acknowledges the subscription.

3.
Initial content (or subsequent updates) of group data is notified to the MCPTT UE.

4.
Notification is acknowledged.

NEXT CHANGE
10.5.3
Information elements

The group document contains a set of data segments corresponding to the group whose data is requested, plus all groups for which implicit affiliation is derived, i.e. group broadcast groups and group regroup groups as defined by 3GPP TS 22.179 [2].

For each of data segment, the following information is provided:

-
Basic status, i.e. indication on whether the group is enabled or disabled

-
Extended status, i.e. indication of potential Emergency or In-peril status of the group, together with the identification of the user who has performed the last modification of this status.

-
Contact URIs, i.e. additional URIs which may be used for designation of the group, for example aliases of group broadcast or group regroup group URIs.

-
Media description for group media, including transport (TMGI(s)) and multiplexing information.

-
Security related information, including security level.

Editor's note: Details of security related elements in group data to be provided by SA3.

NEXT CHANGE
10.8.2.1.3
Common procedures

10.8.2.1.3.1
Merging of groups involving multiple MCPTT systems

The information flow in figure 10.8.2.1.3.1-1 below illustrates the merging of MCPTT clients in a newly formed temporary group with active group calls.
Pre-conditions:

1.
The temporary group consists of group 1, which is hosted by the primary MCPTT system, and group 2, which is hosted by the partner MCPTT system.

2.
Both group 1 and group 2 have active calls.

3.
The group management client of the authorized MCPTT user belongs to the primary MCPTT system.
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Figure 10.8.2.1.3.1-1: Merging of groups involving multiple MCPTT systems
1.
The temporary group formation - group regrouping involving multiple MCPTT systems, according to subclause 10.6.3.2 takes place.

2.
The MCPTT client of the authorized MCPTT user requests group call merge operation to MCPTT server hosting group 1. The identities of the groups being combined are included in this message.

3.
The MCPTT server (primary) responds with an OK response.

4.
The MCPTT server (primary) sends a group combine request to the MCPTT server (partner) that is hosting group 2.
5.
The MCPTT server (partner) responds with a list members of group 2 and an indication of which members are affiliated and which are active in the call.

6.
The MCPTT server (primary) contacts the active members of group 2 inviting them to join the temporary group call.

7.
The MCPTT server (partner) transfers group 2's floor status data (including pending requests and queue positions) to the primary MCPTT server and combines this with the group 1's floor status data in order to create the temporary group's floor status data.

Editor's note: the need to check of data is FFS.
8.
The MCPTT server (primary) performs floor control for the temporary group.
9.
The MCPTT server (primary) notifies the MCPTT client of the authorised MCPTT user that the active calls have been merged.
Editor's note: how to deal with two talkers in the newly created temporary group is FFS.

END OF CHANGES
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