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Abstract: This P-CR proposes the configuration data for Users.

Discussion:

This contribution (on User) and documents S6-151029 (Service), S6-151027 (UE), S6-151028 (Group) are an attempt to get a working set of configuration parameters for the MCPTT service. The 4 documents have been through a similar process to get to this stage, and this is documented in the box below.

	· On-Network Sections:-

1) A document sent to the reflector by Airbus on 4/9/2015.

2) The Airbus document was then reviewed by Blackberry with the comments sent on the 8/9/2015.

3) Following the conference call, The Home Office turned the word document into a Google Docs spreadsheet to help with review 11/9/15

4) LG provided review comments on the Group related data to the SA6 reflector 15/9/15.

5) The Home Office sent a spreadsheet to the reflector with Huawei and Home Office comments added 16/9/15.

6) Conference Call further comments sought.

7) The Home Office sent a spreadsheet to the SA6 reflector on 23/9/15 with further comments from the Home Office and Huawei on the UE, User and Service.

8) Home Office attempted consolidation of this work in this contribution and the partner contributions for each of the tabs (User, UE, Service and Group).  

· Off-Network Sections:-

1) LG provided a document to the SA6 reflector 16/9/15 and 18/9/15

2) Home Office provided feedback on LG’s document 28/9/15.

3) Offline work with LG to work on the Off-Network aspects and this work was incorporated into this document.


This work has taken quite a lot of time and takes a lot of time to review in detail. This document and the companion documents represent a snap shot, and it is expected that this and the other documents will evolve prior to agreement (hopefully!) in Belgrade.

Proposal 1: The change text in the CR indicated by tracked changes reflects the items where there seems to be some agreement (or at least no currently stated disagreement on configuration data items.) The tracked change text in the CRs should be used as an initial basis of what could be agreed in Belgrade. 

Note: When compiling this contribution I noticed there are the following comments that could still be directed at the proposed changes:

· LG noted that there may be some work to overhaul the UE notified section, as a lot of parameters are not needed to be known by the UE.

· UKHO noted that though a lot of the parameters in here (particularly in the On Network table only) are in direct response to SA1 requirements, the UKHO has concerns about whether the complexity they imply is justified by tangible use cases of how they will be used and whether some of these parameters are used in current systems (e.g some of the specifics around priorities in particular).

· Airbus has proposed on the reflector (2.10.15) a re-work of the structure of the table. 

Proposal 2: The proposed changes that require further discussion are included in the appendix, these could potentially be discussed in the meeting and if there is agreement these could be included in a revision of this document.

Note: The changes and reason for uncertainty are indicated in the appendix. Some of the typical reasons for not including them in the initial proposal are:

· They have more recently been proposed.

· There was not consensus

>>>>>>>>>>>>>>>>>>>> Start of change<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<
B.3
MCPTT user related data

Table B.3-1 summarises the data related to a MCPTT user.

Table B.3-1: MCPTT user related data (both on network and off network)

	Reference
	Definition
	UE provisioned
(CSC-4)
	UE notified

	Network enforced/managed


	5.1.1-005

5.10-001
	Participant type of the User
	X
	
	X(CSC-4)

	5.1.5-004
	Limitation of number of affiliations per user (N2)
	X
	 
	CSC-4

	R-5.1.8-006

R-5.3-002

R-5.10-001
R-5.18.2-001

R-5.18.2-002


	User's Mission Critical Organization (i.e. which organization a user belongs to)
	
	
	

	5.5.2-008
	Max number of simultaneously received group calls (N6)
	X
	
	X(CSC-2)

	5.5.2-009
	Max number of transmissions (N7)
	X
	
	X CSC-2)

	5.6.5-001
	Authorised to make private call with manual commencement
	X
	
	X(CSC-4)

	5.6.5-003
	User which can be called in private call
	X
	
	X(CSC-4)

	5.6.5-002
	Authorised to make private call with automatic commencement
	X
	
	X(CSC-4)

	5.6.5-004
	Max private call duration
	X
	
	X(CSC-4
)

	5.6.5-005
	Max hang time for private calls
	X
	
	X(CSC-4
)

	5.6.5-006
	Restriction in notification of call failure reason for private call
	X
	
	X(CSC-4)

	5.7.2.2.2-002
	Authorisation for imminent in- Peril cancelation
	X
	
	X(CSC-4)

	5.7.2.3.1-001
	Authorisation to make an emergency private call
	X
	
	X(CSC-4)

	5.7.2.3.2-001
	Authorisation to cancel emergency priority in a private emergency call
	X
	
	X(CSC-4)

	5.7.2.4.1-002
	Authorisation to activate emergency alert
	X
	
	X(CSC-4)

	5.8-001
5.8-002
 6.9-003
	Alphanumeric Aliases of user
	X
	 
	X(CSC-4)

	5.8-001
 6.9-003
	Authorisation to create aliases for user
	 
	 
	X(CSC-4)

	5.19-007
[R-6.13.4-002]
	User profile status (enabled/disabled)
	X
	 
	 

	5.1.7-002
	Priority of the User for initiating/receiving calls
. 
	X
	 
	X(CSC-2)

	5.2.2-003[A12]
	Authorisation to create a Broadcast Group (Group-Broadcast Group and User-Broadcast Group
)
	X
	X
	X(CSC-2)


Table B.3-2: MCPTT user related data (on network only)
	Reference
	Definition
	UE provisioned
(CSC-4)
	UE notified

	Network enforced/managed


	6.4.2-006
	Authorisation of a user to request a list of which groups a user has affiliated to
.
	 
	X?
	X(CSC-4)

	6.4.5-001

6.4.5-003
	Authorisation of a user to request a list of affiliated members of a group

	 
	X?
	X(CSC-2)

	6.4.5-005
	Authorisation to request list of members of an MCPTT Group
	 
	 
	X(CSC-2
)?

	6.4.6.1-002
6.4.6.1-003
	Authorisation to change affiliated groups of other specified user(s)
	 
	X
	X(CSC-4)

	6.4.6.2-001  6.4.6.2-002
	Authorisation to recommend to specified user(s) to affiliate to specific group(s)
	 
	X
	X(CSC-4)

	6.6.1-004
	Authorisation to perform regrouping
	 
	X
	X(CSC-4)

	6.7.1-002
 6.7.2-001  6.7.2-002
	Authorisation to obtain Presence of user (list of users)
	 
	X
	X(CSC-4)

	6.7.1-004
 R-6.7.2-003
 R-6.7.2-004
	Authorisation to query whether MCPTT User is available for private calls
	 
	X
	X(CSC-4)

	6.7.1-010
	Authorisation to override transmission in a private call
	 
	X
	X(CSC-4)

	6.7.1-013
	Authorisation to restrict provision of Private call set-up failure cause to the caller
	 
	X
	X(CSC-4)

	6.7.4-010
	Authorisation of user to force automatic answer for a private call
	
	X
	X(CSC-4)

	6.7.5-002
	Authorisation of a user to ignore private call (call rejection without visible cause)
	
	X
	X(CSC-4)

	6.8.7.4.2-001
 6.8.7.4.2-002
	Authorisation of a user to cancel an emergency alert on any MCPTT UE of any user.
	 
	X
	X(CSC-4)

	6.13.4-001

	Authorisation for a User to Enable/disable a user
	 
	X
	X(CSC-4)

	6.13.4-003
 6.13.4-005
 6.13.4-006
 6.13.4-007
	Authorisation for a User to (permanently /temporarily)enable/disable a UE
	 
	X
	X(CSC-4)

	6.16.2.2.2-001  6.16.2.2.2-002
	Authorisation of a user to initiate ambient listening to a remote UE
	 
	X
	X(CSC-4)

	6.16.2.2.3-001 6.16.2.2.3-002
	Authorisation of a user to locally initiate ambient listening to specified user(s) 
	 
	X
	X(CSC-4)

	6.2.3.4-001
	Authorisation to revoke permission to transmit
	 
	X?
	X(CSC-2) or (CSC-4)?


Table B.3-3: MCPTT user related data (off network only)
	Reference
	Definition
	UE provisioned
(CSC-4)
	UE notified

	Network enforced/managed


	[R-7.2-003]
	Authorization to pre-provision MCPTT UEs for off-network.
	
	
	

	[R-7.3.3-001]

[R-7.3.3-002]

[R-7.3.3-003]
	Authorization to pre-provision priority hierarchy for floor control override in off-network.
	
	
	

	[R-7.3.3-008]


	Allowed listening of both overriding and overridden
	
	
	

	[R-7.3.3-006]


	Allowed transmission in case of override (overriding and/or overridden)
	
	
	

	[R-7.3.5-001]

[R-7.3.5-002]

[R-7.3.5-003]

[R-7.3.5-004]


	Authorization to configure transmit time limit.
	
	
	

	[R-7.8.1-001]
	Authorization for participant to change an off-network group call in-progress to off-network emergency group call.
	
	
	

	[R-7.8.3.1-003]
	Authorization for participant to change an off-network group call in-progress to off-network imminent peril group call.
	
	
	

	[R-7.12-002]

[R-7.12-003]
	Authorization for off-network services
	
	
	

	[R-7.14-002]

[R-7.14-003]
	Authorization for manual switch to off-network while in on-network
	
	
	


>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>End of changes <<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<

Appendix

Discussion Point 1 – List of Groups a user is a member of- This is linked to the Profile Discussion in UE document
	Reference
	Definition
	UE provisioned
(CSC-4)
	UE notified

	Network enforced/managed


	5.1.3-001
	List of groups the user is a member of
COMMENT: THIS REQUIREMENT IS ABOUT RESTRICTION OF GROUP MEMBERSHIP
The MCPTT Service shall allow the MCPTT Administrator to restrict who can be a member of specific MCPTT Groups, so that those MCPTT Groups shall be inaccessible to other users, including dispatchers or supervisors 
	X?
	X?
	X(CSC-2)  


Requirements:-

The comments so far have focussed mainly on having the list of group that a user is a member of so the following requirement (5.1.3-001) is not that relevant to that discussion.
R-5.1.3-001 The MCPTT Service shall allow the MCPTT Administrator to restrict who can be a member of specific MCPTT Groups, so that those MCPTT Groups shall be inaccessible to other users, including dispatchers or supervisors.
Why the list of groups a user is a member of is useful is related to the following requirement for Off-Network

[R-7.2-003] The MCPTT Service shall provide a mechanism for an MCPTT Administrator and/or authorized user to pre-provision MCPTT UEs that may not be served by the network with the following in order to operate using off-network MCPTT:

a) An MCPTT User Profile associated with each of the intended MCPTT Users of the MCPTT UE that might be used for off-network operation:

1) alphanumeric identifier (i.e., Alias ID) for the authorized off-network MCPTT Groups;

2) a number of off-network MCPTT Groups for use by an MCPTT User;

3) a User ID associated with each of the intended MCPTT Users;

4) an alphanumeric identifier (with a minimum length of N3) (i.e., alias) for each User ID.

b) authentication and end to end security keys.

NOTE: MCPTT UEs can be provisioned for off-network use by either configuration outside of network coverage or by attaching to the network.

Comments:-

Blackberry Comment related to UE Provisioned 'X?'  This needs to be available off network as well (Clause 5)

BLACKBERRY VIEW on UE notified: is that for the on network case the group membership will be part of the group document and the UE obtains the list of groups the UE is a member of when on the network through notifications, Hence 5.1.5-001 should be included in the listed requirements.

Blackberry Comment- This requirement is being duplicated in the Group Table where it belongs
UKHO- We think that there might need to be a separate attribute for this, particularly in the Off-Network case where users would need to have the parameters- security, transport etc to be able to choose and then communicate with a group.
Summary:-
We need to decide how we capture attributes for use Off-Network whether it is a UE Profile aspect or User profile aspect. This is linked to one of the discussion topics in the UE document for Off-Network settings.
Discussion Point 2 – Emergency / Imminent Peril Cancellation
	Reference
	Definition
	UE provisioned
(CSC-4)
	UE notified

	Network enforced/managed


	5.7.2.1.2-001
	User authorised to cancel an in progress emergency for this group
	X
	 
	X(CSC-2)


Requirements:-

R-5.7.2.1.2-001 The MCPTT Service shall support cancellation of an In-progress Emergency by an authorized MCPTT User for an MCPTT Group.
[R-5.7.2.1.2-005] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to authorize an MCPTT User to cancel in-progress Emergencies.
[R-5.7.2.2.2-001] The MCPTT Service shall support cancellation of an In-progress Imminent Peril by an authorized MCPTT User.

[R-5.7.2.2.2-002] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to authorize MCPTT Users to cancel an In-progress Imminent Peril.
[R-5.7.2.3.2-001] The MCPTT Service shall support cancellation of the MCPTT Emergency priority of an MCPTT Emergency Private Call (with Floor control) by an authorized MCPTT User.

[R-5.7.2.4.2-002] The MCPTT Service shall support MCPTT Emergency Alert cancellation by authorized MCPTT Users.

Comments:- 

[HW-NA] This is not a configuration related to the group itself. It should belong to user configuration.

[LGE] The name should rather be "Authorization to cancel an in-progress emergency for this group". This configuration data is per group but also per user, so how to represent this?

[UKHO] Perhaps a way to treat this is to configure the roles/participant types that can cancel an emergency call on a particular group. Then in the user configuration a user is configured as a participant type and if they are a member of that group they should be able to cancel it.
Summary:- 
The requirement says that the person that can cancel and Emergency on that group is determined per group, but this is different to what is stated for in progress Emergencies, Emergency Alerts, Imminent Peril, and Emergency Private calls (understandably). From a Home Office perspective it would be the same user(s) that can do all of this. Therefore we would propose that the attribute is generalisd as below and that SA1 is encouraged to remove ‘from an MCPTT Group’ in 22.179:-
User authorised to cancel an in progress emergency call (group or private), emergency alerts, imminent peril.

Discussion Point  2A- Consolidate the Work on Emergency Calls/ Imminent Peril functionality (Further work required- ran out of time)
	Reference
	Definition
	UE provisioned
(CSC-4)
	UE notified

	Network enforced/managed


	5.5.2-010[A10]
	Requested presentation priority of Group calls
	X
	 
	X(CSC-2)[A11]

	5.7.2.1.1-001[A12]
	Group designated for emergency
	X?[A13]
	X
	X(CSC-2)

	5.7.2.1.1-013[A14]
	Choice between selected or dedicated group for emergency
	X[A15]
	X?
	X(CSC-2) or (CSC-4)?[A16]

	5.7.2.1.2-005[A17]
	User authorised to cancel an in progress emergency
	X
	 
	X(CSC-4)?[A18]

	5.7.2.2.1-009[A19]
	Choice between selected or dedicated group for Imminent Peril
	X[A20]
	X
	X CSC-2) or (CSC-4)?[A21]

	5.7.2.4.1-008[A22]
	Configuration for emergency communication(user group/dedicated emergency group/MCPTT user)[A23]
	X
	 
	X(CSC-2 or CSC-4)?[A24]

	5.7.2.4.1-010[A25]
	Configuration for notification of incoming emergency alert (Visual/Audio)
	X
	 
	 

	5.7.2.4.2-002[A26]
	User Authorisation for cancelling emergency alert
	X
	 
	X(CSC-4)[A27]


Requirements:-

· [A12][R-5.7.2.1.1-001 [A12]] The MCPTT Service shall support MCPTT Emergency Group Calls from an authorized MCPTT Group Member on the currently Selected MCPTT Group or on an MCPTT Group designated for MCPTT Emergency Group Calls.
· [A14][R-5.7.2.1.1-013 [A14]] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure which MCPTT Group (i.e., user’s selected group or dedicated MCPTT Emergency Group) is used for the MCPTT Emergency Group Call by an MCPTT User
· [A17][R-5.7.2.1.2-005] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to authorize an MCPTT User to cancel in-progress Emergencies
· [A19][R-5.7.2.2.1-009] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure which MCPTT Group (i.e., user’s selected group or dedicated imminent peril group) shall be used for the Imminent Peril communications for an MCPTT User.
· [A22][R-5.7.2.4.1-008] The MCPTT UE shall be configurable as to which group (i.e., user’s selected group or dedicated MCPTT Emergency Group) or MCPTT User is used for the MCPTT Emergency communications.
· [A25][R-5.7.2.4.1-010] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure how an MCPTT User is notified of an incoming MCPTT Emergency Alert (e.g., visual, audio).
· [A26][R-5.7.2.4.2-002] The MCPTT Service shall support MCPTT Emergency Alert cancellation by authorized MCPTT Users
Comments:-

	[A13]This needs to be available off network as well (Clause 5)
	Huawei view: The requirement description is not clear.

UKHO- For these Emergency Calls etc we think that perhaps there should be the following configurable parameters with respect to Emergencies

1) Emergency Call Functionality enabled for User
> Yes/ No

2)Type of Emergency Call that will be initiated by user
> Group MCPTT Call (with or without Emergency Alert) , Private MCPTT Call (with or without Emergency Alert)   (these types could be further expanded based on MCVideo/ MCData work if different Emergency flows are determined for these)

3) Group used for Emergency Group Call
> Currently Selected Group/ Designated Emergency Group

4) Recipient for an Emergency Private Call
> Preconfigured User/ User locally determined

5) Emergency Alert Functionality Enabled for User
> Yes/ No

6) Group Recipient of Emergency Alert 
> Pre-defined Emergency Alert Group/ Currently Selected Group/ N/A 

7)  User Recipient of Emergency Alert 
> Preconfigured User/ User locally determined

8) Imminent Peril Group Call Functionality enabled for User
> Yes/ No

9) Group used for Imminent Peril
> Currently Selected Group/ Designated Imminent Peril Group 

Note - some of these are covered in 23.179 v0.4.0

	[A15]This needs to be available off network as well (Clause 5)
[A16]BLACKBERRY VIEW: We need to decide if this is generic to Groups or MCPTT Specific
	Huawei view: Should de CSC-4

UKHO- See above, with the suggestion above this could be expanded.

	[A18]BLACKBERRY VIEW: This requirement is not restricted to groups (include emergency private calls as well)
	Huawei: agree it should be CSC-4

UKHO- Agree this could also be expandd for emergency alerts.

	[A20] [A20]This needs to be available off network as well (Clause 5)
[A21]Same comment as 5.7.2.1.1-013
	Huawei: It should be CSC-4 related 

UKHO- Agree the concept of this see further detail above.

	[A23]This a UE not a user requirements and therefore is in the wrong table.
[A24]BLACKBERRY VIEW: We need to decide if this is generic to Groups or MCPTT Specific
	Huawei :What's the different between A22 with A14?   Huawei :From the text, it can be concluded this is a user requirement.

UKHO- Agree that it is difficult to understand the difference between A22 and A14, I think that these could be accidental duplicates. I think the approach suggested above could cover off the different types.

	
	Huawei: can it be user local operation?

UKHO- We think it could be a wider setting that is controlled, but we think that there would be local settings on the UE that would be able to override this.

	[A27]Emergency Alerts do not just apply to groups
	Huawei: This is not related to the configuration. It seems more related to the t MCPTT Emergency Alert cancellation signalling flow. So this should not be included in the configuration table

UKHO- Even is it related to Emergency Alert cancellation signalling flow would it not need to be in this table as to who could do this.


Summary:-

There are a lot of requirements related to Emergency functionality and there is some further consolidation work to incorporate this with what is already in the document.

Discussion Point 3 – Authorisation to amend service configuration parameters.

In the service configuration data there will be various timers etc that have to be configured/ whole system parameters should there be a more blanket approach to authorisation for those rather than having to call out each one individually?
Discussion Point 4- Participant type 

	Reference
	Definition
	UE provisioned
(CSC-4)
	UE notified

	Network enforced/managed


	5.1.1-005

5.10-001
	Participant type of the User
	X
	
	X(CSC-4)

	5.1.7-002
	Priority of the User for initiating/receiving calls
. 
	X
	 
	X(CSC-2)


Requirements:-

R-5.1.1-005 At any moment in time in a call, only one Participant type shall be used per Participant.

R-5.10-001 The MCPTT Service shall ensure that each MCPTT User has at least one associated MCPTT User Profile that records the MCPTT User's: information, including permissions and privileges with respect to the MCPTT Service.
[R-6.6.4.2-002] The MCPTT Service shall provide a means for combining a multiplicity of MCPTT Users into a new, temporary group based on a parameter or a combination of parameters (e.g., particular geographic area, Participant type).
NOTE: Examples of profile information include: their User ID, which MCPTT Groups they are a member of, their Participant type, which authority they belong to, whether they can make/receive Private Calls.

[R-6.7.1-010] The MCPTT Service shall provide a mechanism by which specified Participants or Participant types (e.g., dispatch) have the ability to override an active PTT transmission of the other Participant in the Private Call.

[R-7.3.3-002] The MCPTT Service shall provide a mechanism for MCPTT Administrators to create a priority hierarchy for determining what Participants, Participant types, and urgent transmission types, when operating off the network, be granted a request to override an active off-network MCPTT transmission.

Comments:-

· [A4]This has nothing to do with Groups so CSC-4 [huawei support this view]
· [UKHO]- Related to comment [A4], we agree with the comment, however we think there is one requirements where it looks like the SA1 requirements specify participant types per group:

[R-5.19-003] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to determine MCPTT Users who have the role of a particular Participant type on an MCPTT Group.

We think that the Participant Type should be independent of the group and be defined as in the SA1 definition, as there are varied uses of the participant types discussed in the requirements and we think that the configuration people will use is to have this consistent across groups otherwise it makes it a lot more complicated. If special functions for a group need to be defined the suggestion by Huawei for a Group Owner who is a user could be defined.

SA1 Definition- Participant type: Functional category of the Participant (e.g., first responder, second responder, dispatch, dispatch supervisor), typically defined by the MCPTT Administrators.

[UKHO] This participant type should be used for relative priority of users for Call set-ups and floor control
Summary:- 

We have the two attributes proposed in the P-CR  table above, however it is unclear how the participant type parameter will be used. The main direct implication in the requirements of 22.179 is that this is used with respect to priorites for call set-up and floor control, however there is already a different attribute for this above. So it becomes a question of how these two parameters are used together and what additional functionalities are provided by participant type. Do we need a attribute in the service configuration that defines the participant types in the system and perhaps any priority mapping?
Discussion Point 5- Requested presentation priority of Group calls
	Reference
	Definition
	UE provisioned
(CSC-4)
	UE notified

	Network enforced/managed


	5.5.2-010
	Requested presentation priority of Group calls
	X
	 
	X(CSC-2)


Requirements:- 
[A11]BLACKBERRY VIEW: This is a Group requiremnt so this should be in the group table.
Huawei view: This is not information related to a particular user. It is a more user specific thing, so should be in this table

UKHO- We think that this is more a UE/User type setting. We think that the presentation could be determined by a pre-configured priority of the groups if a priority is not specified or that an authorised user can determine that a particular group is more important and that that group should be presented first.

Discussion Point 6- Nominated Recipient of Locally Initiated Ambient Listening

	Reference
	Definition
	UE provisioned
(CSC-4)
	UE notified

	Network enforced/managed


	6.16.2.2.3-001
	Nominated Recipient of Locally Initiated Ambient Listening
	
	
	


Requirements:- 

[R-6.16.2.2.3-001] The MCPTT Service shall provide a mechanism to allow an authorized MCPTT User to use the MCPTT UE that the MCPTT User is currently using to initiate Ambient Listening to another authorized MCPTT User (e.g., a dispatcher).

[R-6.16.2.2.3-002] The MCPTT Service shall ensure that Ambient Listening triggered locally can be terminated by the MCPTT User being listened to or by the remote MCPTT Administrator and/or authorized user, who was the listening Participant.

Comments/Summary:-
For the locally initiated Ambient listening would there need to be a nominated recipient of Ambient Listening such as for Emergency Calls. 

Discussion Point 7- Location Information- also see discussion point 4 in the UE document.

	Reference
	Definition
	UE provisioned
(CSC-4)
	UE notified

	Network enforced/managed


	5.12-006
 R-5.12-007
 5.12-008
	Location info update transmission triggers (e.g., initial registration, distance travelled, elapsed time, cell change, tracking area change, PLMN change, MCPTT call initiation))
	X
	 
	 


Requirements:- 

[R-5.12-006] The MCPTT Service shall provide a means for an MCPTT User Profile to be configured with one or more Location information update triggers (i.e., a condition that, when satisfied, causes the MCPTT UE to transmit its current Location, if known).

[R-5.12-007] The MCPTT Service shall provide a means for MCPTT Administrators to modify Location information update triggers within the MCPTT User Profile of an MCPTT User within their authority at any time while the MCPTT User is on the network

[R-5.12-008] The MCPTT Service shall provide a means for an MCPTT UE to send a Location information update whenever a trigger condition configured in the MCPTT User’s active MCPTT User Profile is satisfied (e.g., initial registration, distance travelled, elapsed time, cell change, tracking area change, PLMN change, MCPTT call initiation).

Comments:- 

Huawei: It should also be CSC-4 related 

UKHO- Would we not need to make this more granular

Location update on:

1) Initial Registration >Yes/No

2) Distance Travelled > N/A, X m, Y m, Z m etc

3) Elapsed Time > N/A, J s, K s, L s etc

4) Cell change > Yes/No

5) Tracking area change > Yes/No

6) PLMN change >Yes/ No

7) MCPTT call Initiation > Yes/ No
Summary:-
In terms of this configuration work what level of detail do we need to go into here at this stage?
Discussion Point 8- cryptographic keys- also see discussion point 1 in the Group document and discussion point 3 in the UE document

	Reference
	Definition
	UE provisioned
(CSC-4)
	UE notified

	Network enforced/managed


	5.13-012[A37]
	Provisioning of Cryptographic Keys
	X
	 
	X (CSC-4)


Requirements:- 

[A37][R-5.13-012 The cryptographic key management service(s) shall support both pre-provisioning and over-the-air provisioning of cryptographic keys.

Comments:- 

See discussion in the Group and UE documents.
Summary:-
We need to propose some parameters with regards to security and then perhaps verify them with SA3, as in their current TR they propose Group and User specific key material.
�Suggest this should  be moved to Service


�Suggest this should  be moved to Service


�Moved from Group related data.


�Moved from Group related data.


�Moved from Group Data


�Moved from Group data


�Moved from UE Data


�Moved from Group related data.





