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Abstract: This contribution proposes a few corrections to the group management procedures.
Discussion
Group creation procedure can be triggered by MCPTT client in "administrator/dispatcher/authorized MCPTT user/UE" as per steps 1 and 5 in subclause 10.6.2. However, there is no mention of "authorized UE" in stage 1 for this, and the figures only mention about administrator, dispatcher or authorized user. It is therefore proposed to remove the "UE" part. The same applies to step 6 in 10.6.3.1 and step 1 and step 15 in 10.6.3.2.
In 10.6.2 and 10.6.3.3 one can read the following notes:

"NOTE:
The group management server does not communicate directly, and can route through some other network entities such as SIP cores, which have not been specified for clarity."

"NOTE 2:
The group management server does not communicate directly, and can route through some other network entities such as interworking gateways or SIP cores, which have not been specified for clarity."

It is not clear to which entity the group management server communicates in the context of these notes. It is also not clear whether these notes apply to a specific step or to all steps in the procedures. 

Lastly, these notes could apply to several other procedures in TS 23.179, but they only appear in group management related procedures in TS 23.179 v1.0.0. The same applies to the note in 10.6.3.2 which is about communication between different group management servers.

It is thus proposed to remove these notes.

Some rewording changes are also proposed.
Proposal
It is proposed to approve the below proposed changes to TS 23.179 v1.0.0:

FIRST CHANGE
10.6.2
Group creation

The information flow diagram in figure 10.6.2-1 below illustrates the group creation operations by authorized MCPTT user/MCPTT administrator to create a group. It applies to the scenario of normal group creation by an MCPTT administrator and user regrouping operations by authorized user/dispatcher.

Pre-conditions:

1.
The group management client, group management server, MCPTT server and the MCPTT group members belong to the same MCPTT system.

2.
The administrator/authorized user/dispatcher is aware of the users' identities which will be combined to form the MCPTT group.
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Figure 10.6.2-1: Group creation

1.
The group management client of the administrator/dispatcher/authorized MCPTT user requests group create operation to the group management server. The identities of the users being combined should be included in this message.

2.
During the group creation, the group management server creates and stores the information of the group, including the group identity, the identities of the users being combined, the priority level of the group and the security level of the group. The group management server performs the check on the maximum limit of the total number (N11) of MCPTT group members for the MCPTT group(s).
3.
The group management server may conditionally notify the MCPTT server regarding the group creation with the information of the group members. During user regroup, the group management server notifies the MCPTT server regarding the group creation with the information of the temporary group members. The MCPTT users of the temporary group may be automatically affiliated, if configured on the MCPTT server.

4.
The MCPTT group members of the group are notified.

5.
The group management server provides a group creation confirmation response to the group management client of the administrator/dispatcher/authorized MCPTT user.


NEXT CHANGE
10.6.3
Group regrouping

10.6.3.1
Temporary group formation - group regrouping within an MCPTT system

The information flow diagram in figure 10.6.3.1-1 below illustrates the group regroup operations to create a temporary group within an MCPTT system. For simplicity, only the case of two MCPTT groups being combined is represented, but the procedure is the same if more than two groups are combined.

Pre-conditions:

1.
The group management client, group management server, MCPTT server and the MCPTT group members belong to the same MCPTT system.
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Figure 10.6.3.1-1: Group regroup for the groups within the same MCPTT system

1.
The group management client of the authorized MCPTT user requests group regroup operation to the group management server, where the groups being combined are within the same MCPTT system. The identities of the groups being combined shall be included in this message. The group management client may indicate the security level required for the temporary group. The group management client may indicate the priority level required for the temporary group.

2.
The group management server checks whether group1 or group2 is a temporary group. If group 1 or group2 is a temporary group, then the group regrouping will be rejected, otherwise the group regrouping can proceed. 

3.
The group management server creates and stores the information of the temporary group, including the temporary group identity, the identities of the groups being combined, the priority level of the temporary group and the security level of the temporary group. If the authorized MCPTT user does not specify the security level and the priority level, the group management server shall set the lowest security level and the highest priority of the consitituent groups.
4.
The group management server notifies the MCPTT server regarding the temporary group creation with the information of the constituent groups, i.e. temporary group id, group1 id and group2 id.

5.
The group management server notifies the affiliated MCPTT group members of the constituent MCPTT groups, possibly with an indication of lower security level.

6.
The group management server provides a group regroup confirmation response to the group management client of the dispatcher/authorized MCPTT user.
NEXT CHANGE
10.6.3.2
Temporary group formation involving multiple MCPTT systems

The information flow diagram in figure 10.6.3.2-1 below illustrates the group regroup operations to create a temporary group involving multiple MCPTT systems. For simplicity, only the case of two MCPTT groups being combined is represented, but the procedure is the same if more than two groups are combined.

Pre-conditions:

1.
The security aspects of sharing the user information between primary and partner MCPTT systems shall be governed as per the service provider agreement between them. In this case, we consider the partner MCPTT system does not share their users' information to the primary MCPTT system.

2.
The primary MCPTT system consists of the group management server – GMS1 and MCPTT server (primary). The partner MCPTT system consists of the group management server – GMS2 and MCPTT server (partner).

3.
The group management client of the authorized MCPTT user belongs to the primary MCPTT system.
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Figure 10.6.3.2-1: Temporary group formation - group regrouping involving multiple MCPTT systems

1.
The group management client of the authorized MCPTT user (e.g. dispatcher) requests group regroup operation to the group management server - GMS 1 (which is the group management server of the dispatcher/authorized MCPTT user). The identities of the groups being combined shall be included in this message. The group management client may indicate the security level required for the temporary group. The group management client may indicate the priority level required for the temporary group.
2.
The GMS1 checks whether group1 is a temporary group. If group1 is a temporary group, then the group regrouping will be rejected, otherwise the group regrouping can proceed.
3.
GMS1 forwards the group regroup request to the target GMS2 with the information of GMS2 MCPTT groups.

4.
The GMS2 checks whether group2 is a temporary group. If group2 is a temporary group, then the group regrouping will be rejected, otherwise the group regrouping can proceed.
5.
GMS2 provides a group regroup response. Due to security aspects concerning sharing information among different MCPTT systems, GMS2 does not share the users' information of the groups under its management to GMS1.

6.
The GMS1 creates and stores the information of the temporary group, including the temporary group identity, off-network information, and the identities of the groups being combined, the priority level of the temporary group, and the security level of the temporary group. If the authorized MCPTT user does not specify the security level and the priority level, the group management server shall set the lower security level and the higher priority of the consitituent groups.
7.
GMS1 notifies GMS2 about its group regroup operation.

8.
GMS2 acknowledges GMS1 and GMS2 also stores the information about the temporary group including the temporary group identity, the identities of the groups being combined, the priority level of the temporary group and the security level of the temporary group.

9.
The GMS2 notifies the partner MCPTT server regarding the temporary group creation with the information of the constituent groups i.e. temporary group id, group1 id and group2 id.

10.
Partner MCPTT server acknowledges the notification from GMS2.

11.
The GMS2 notifies the affiliated MCPTT group members of the constituent MCPTT groups of GMS2, possibly with an indication of a lower security level.

12.
The GMS1 notifies the MCPTT server of the primary system regarding the temporary group creation with the information of the constituent groups, i.e. temporary group id, group1 id and group2 id. If there are active calls to be merged then GMS1 includes an indication to merge active calls.
13.
Primary MCPTT server acknowledges the notification from GMS1.

14.
The GMS1 notifies the affiliated MCPTT group members of the constituent MCPTT groups of GMS1, possibly with an indication of lower security level.

15.
The GMS1 provides a group regroup confirmation response to the group management client of the authorized MCPTT user (e.g. dispatcher).


NEXT CHANGE
10.6.3.3
Temporary group tear down involving multiple group host servers

The information flow diagram in figure 10.6.3.3-1 below illustrates the tearing down procedure of temporary group created through the group regroup. The procedure can be used when, e.g., the specific task for which the temporary group was created has been completed or a busier period occurs. For simplicity, only the teardown case for a temporary group with two MCPTT groups is represented. The procedure is applicable for more than two groups combined in this temporary group.

Pre-conditions:

1.
The security aspects of sharing the user information between primary and partner MCPTT systems shall be governed as per the service provider agreement between them. In this case, it considers the partner MCPTT system does not share their users' information to the primary MCPTT system.

2.
The primary MCPTT system consists of the group management server – GMS1 and MCPTT server (primary). The partner MCPTT system consists of the group management server – GMS2 and MCPTT server (partner).

3.
The group management client of the authorized MCPTT user belongs to the primary MCPTT system.

4.
The temporary group to be torn down is comprised of multiple MCPTT groups, and is created through the group regrouping procedure as described in clause 10.6.3.2.
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Figure 10.6.3.3-1: Temporary group tear down

1.
The group management client of the authorized MCPTT user requests group regroup teardown operation to the group management server - GMS 1 (which is the group management server where the temporary group is created and stored). The identity of the temporary group (group ID) being torn down shall be included in this message. This message may route through some other signalling nodes.

2.
The GMS 1 checks whether the group ID is a temporary group. If group ID is not a temporary group, then the group regroup teardown request will be rejected, otherwise the group regroup teardown can proceed.

3.
Any active group call for the temporary group is completed. 

4.
GMS 1 tears down the temporary group, i.e., remove the temporary group related information.

5.
The GMS 1 notifies the primary MCPTT application server regarding the temporary group teardown.

6.
The GMS 1 notifies the affiliated MCPTT group members regarding the temporary group teardown.

7.
The GMS 1 notifies GMS 2 – group management server in another MCPTT system regarding the temporary group teardown.

8-9.
GMS 2 notifies the partner MCPTT server and the affiliated MCPTT group members regarding the temporary group teardown.

NOTE 1:
Step 7, 8 and 9 are only performed when the teardown of the temporary group involves constituent groups from different MCPTT systems.

10.
The GMS 1 provides a group regroup teardown confirmation response to the group management client of the authorized MCPTT user.


END OF CHANGES
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