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Abstract: This contribution proposes to relocate application identity management functional entities to the application plane and clarify identity management in the signalling plane
Introduction
Currently, the Public network operator subscriber database and MCPTT user database are described as non-plane specific functional entities.  The main rationale behind this seems to be the need to define entities which can hold and manage signalling plane identities, which in different deployment scenarios could be in a PLMN operator domain or in an MCPTT operator domain.  
The revised functional model produced in the drafting session in SA6 #5 puts the MCPTT user database firmly in the application domain, which logically is the correct place for an entity managing application level identities.  Similarly, an entity providing signalling plane identities should be located in the signalling plane to give independence of the planes/layers of the functional model.  In SA6 #5, this was done by adding an HSS sub-entity to the SIP core, and an additional interface MCPTT-9 to allow the MCPTT user database to provide the signalling plane identities.  However, this latter interface violates the separation of the planes/layers in order to permit the different deployment models. 
This pCR moves the MCPTT user database to the application plane, corrects the model by renaming the ‘HSS’ sub-entity to a SIP identity database, deleting MCPTT-9, and describing the deployment scenarios allowing the HSS or the MCPTT service provider to provide the data for this entity.  It adds the HSS to the bearer plane and notes its role in some deployments. The non-plane specific entities are deleted as no longer needed.
In adding the identity related functionality to the SIP core, this pCR also proposes to reorganise the structure of the clauses describing the SIP core’s sub-entities to recognise that that are components within the SIP core, to be consistent with the structure of the entities within the MCPTT server and the common services core.

******************************* Start of first change **************************************
7.3
Functional model description

Figure 7.3-1 shows the combined functional model for the application and media planes.
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Figure 7.3-1: Functional model for application and media planes
In the model shown in Figure 7.3-1, the following apply:

-
The MCPTT AS is an instantiation of a GCS AS in accordance with 3GPP TS 23.468 [10].

-
The MCPTT user database may be combined with an HSS in some deployment scenarios.

-
MCPTT-7 carries unicast media between the media resource function of the MCPTT server and the media mixer of the MCPTT UE.

-
MCPTT-8 carries multicast media from the media resource function of the MCPTT server to the media mixer of the MCPTT UE.

NOTE: MCPTT-8 utilises the MB2-u interface of the EPS.

Editor’s note:
Interaction between a GCS AS and an IMS SIP core interfacing to Rx are for further study

Editor’s note:
The MCPTT server may contain an identity translation function to conceal identities from the SIP core and EPS.  This function is for further study.

Figure 7.3-2 shows the functional model for the signalling plane.
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Figure 7.3-2: Functional model for signalling plane
In the model shown in Figure 7.3-2, the following apply:

-
The signalling plane identities may be provided by an HSS in some deployment scenarios where the PLMN operator is responsible for the SIP/IMS subscriptions.

-
The signalling plane identities may be provided by the MCPTT operator in some deployment scenarios where the MCPTT operator is responsible for the SIP subscriptions.
******************************* End  of first change **************************************
******************************* Start of second change **************************************
7.4.2.2
MCPTT application service

7.4.2.2.x
MCPTT user database

This functional entity provides a database containing details of all user configuration information associated with an MCPTT individual identity that is held by the MCPTT service provider. 
******************************* End  of second change **************************************
******************************* Start of second change **************************************
7.4.3
Signalling control plane

Editor's note:
It is for further study whether we need functionality equivalent to the IM CN subsystem MGCF in order to provide interworking with non-LTE PTT systems.

Editor's note:
It is for further study whether we need functionality equivalent to the IM CN subsystem MRB in order to provide support for allocation of MRF resources within or between MCPTT systems.

Editor's note:
It is for further study whether we need functionality equivalent to the IM CN subsystem SLF in order to provide support for allocation of database resources within networks.

Editor's note:
It is for further study whether we need functionality equivalent to the IM CN subsystem IBCF (session border controllers) or other routers at the signalling control level.

Editor's note:
Functional entities for a potential multicast signalling protocol are for further study.

7.4.3.1
SIP core

7.4.3.1.2
SIP core general functions
The SIP core contains a number of sub-entities responsible for registration, service selection and routing in the signalling plane.
The data related to the functions of the SIP Core, e.g. for data for application service selection, the identity of the serving Registrar or authentication related information may be provided by the PLMN network operator responsible for the bearer plane. In this case, the data may be provided from the HSS.  Alternatively, this data may be provided by the MCPTT operator.  In this case, source of the data may be from a device that also provides an identity function in the application plane.
The access to the data is restricted to the SIP Core entities that are specifically serving the subscriber/user whose data are stored. i.e. Registrars and Registrar Finders can access only SIP Core databases when they belong to the same public network operator or MCPTT operator.
7.4.3.1.2
Signalling user agent

This functional entity acts as the SIP user agent (both client and server) for all SIP transactions.

Editor's note:
In the allocation of functional entities, this functional entity is allocated to the user's device. 

Editor's note:
In the IM CN subsystem, this is equivalent to the UE at the Gm reference point.

7.4.3.1.3
Local inbound / outbound proxy

The local inbound / outbound proxy functional entity acts as both an inbound proxy and an outbound proxy for all SIP transactions. This functional entity can provide the following functions:

-
NAT traversal;

-
Resource control;

-
Route/Forward requests and responses to the user agents;

-
SIP signalling security; and

-
Depending on the operator policy, it provides discovery and address resolution, including E.164 numbers.

Editor's note:
Mechanisms for resource control in MCPTT systems require further study.

Editor's note:
In the IM CN subsystem, this is equivalent to the P-CSCF.

7.4.3.1.4
Registrar finder

The registrar finder functional entity is responsible for: 

-
Identifying the serving registrar / application service selection functional entity. The serving registrar / application service selection functional entity is identified using information provided either by the public network's own subscriber database or the MCPTT service provider's MCPTT user database and potentially using operator internal information, like network topology or Registrar availability.

-
Registrar Finder and Registrar in MCPTT service provider domain: Registrar Finder in the MCPTT service provider domain uses the information from the MCPTT user database to identify the serving Registrar in MCPTT service provider domain.

-
Registrar Finder and Registrar in public network operator domain: Registrar Finder uses information from public network operator subscriber database to identify the serving Registrar in public network operator domain.

-
Registrar Finder in public network operator domain and Registrar in MCPTT service provider domain: Registrar Finder uses information from the MCPTT user database to identify the serving Registrar in the MCPTT service provider domain.

NOTE:
The need for the Registrar Finder is deployment specific. E.g. a deployment that has only one Registrar doesn’t need the Registrar Finder and the related SIP Core database information.

Editor’s note:
The deployment models need further consideration.

-
It provides discovery and address resolution, including E.164 numbers.

Editor's note:
Depending on deployment model, this functional entity is allocated either to the home public network or to the home MCPTT network. 

Editor's note:
In the IM CN subsystem, this is equivalent to the I-CSCF.

Editor's note:
For interoperability the reference point between the registrar finder functional entity and the registrar / application service selection functional entity will have conform to the requirements of the Mw reference point.

7.4.3.1.5
Registrar / application service selection

The registrar / application service selection functional entity provides the following functions:

-
Registrar function (with integral provision of a location server) and also acts as an inbound proxy (with access to the integral location server), and outbound proxy for all SIP transactions where application service selection is required. It registers the user and maintains the association of the location and identity of the user in a location service. It provides notifications of the registration states.

-
It supports authentication for identities provided within SIP signalling. Both the registrar (with integral location server) and authentication functions are supported by access either to the public network's own subscriber database or the MCPTT service provider's MCPTT user database.

-
It can provide the application service selection for all SIP transactions, possibly based on application service selection information stored by either the public network's own subscriber database or the MCPTT service provider's MCPTT user database.

-
It performs SIP signalling security.

Editor's note:
Depending on the deployment model, this functional entity is allocated to the home public network or to the home MCPTT network. 

Editor's note:
In the IM CN subsystem, this is equivalent to the S-CSCF.

Editor's note:
For interoperability the reference point between the registrar / application service selection functional entity and the application functional entity will have conform to the requirements of the ISC reference point.

Editor’s note:
The interworking functions with other systems like PSTN, etc are FFS.
7.4.3.1.6
SIP identity database
The SIP identity database contains information concerning the SIP subscriptions and corresponding identity and authentication information required by the SIP core.  

In deployment scenarios where the PLMN operator provides the IMS/SIP core, this information may be provided by the HSS.

In deployment scenarios where the MCPTT operator provides the IMS/SIP core, this information may be provided by the MCPTT operator.
7.4.3.2
Hypertext client

This functional entity acts as the HTTP client for all hypertext transactions.

Editor's note:
In the allocation of functional entities, this functional entity is allocated to the user's device. 

Editor's note:
In the IM CN subsystem, this is equivalent to the UE at the Ut reference point.

7.4.3.3
Hypertext proxy

This functional entity acts as the HTTP proxy for all hypertext transactions.

Editor's note:
In the IM CN subsystem, there is no equivalent functional entity.

7.4.3.4
Hypertext server

This functional entity acts as the HTTP server for all hypertext transactions.

Editor's note:
In the IM CN subsystem, this is equivalent to the AS at the Ut reference point.

Editor's note:
In the allocation of functional entities, this functional entity is allocated to the MCPTT service provider. 

******************************* End of second change **************************************
******************************* Start of third change **************************************
7.4.5
Bearer plane

Bearer plane functional entities are outside the scope of the present document.
The bearer plane may contain an HSS which may be used as a source of identity and service related information for the signalling plane in some deployment scenarios.
******************************* End of third change **************************************
******************************* End of fourth change **************************************













******************************* End of fourth change **************************************
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