Error! No text of specified style in document.
1
Error! No text of specified style in document.

3GPP TSG-SA WG6 Meeting #6
S6-150823
Vancouver, Canada, 17th – 21st August 2015
(revision of S6-15xxxx)
Title:
pCR defining ICE candidate, candidate pair, and adding reference to RFC 5245
Agenda Item:
7.7.12 
Source:
Vodafone 
Contact:
Peter Dawes (peter.dawes@vodafone.com)  
Abstract: Terms "ICE candidate pair" and "ICE candidates" are used several times in clause 10 but not defined. This p-CR defines "Candidate" and "Candidate pair" and adds a reference to the relevant IETF RFC. A few related corrections are made in the pre-established session procedure. 
*** first change *** 
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 22.179: "Mission Critical Push to Talk (MCPTT) over LTE".
[3]
3GPP TS 23.002: "Network Architecture".
[4]
3GPP TS 23.203: "Policy and charging control architecture".

[5]
3GPP TS 23.228: "IP Multimedia Subsystem (IMS)".

[6]
3GPP TS 23.237: "IP Multimedia Subsystem (IMS) Service Continuity; Stage 2".

[7]
3GPP TS 23.246: "Multimedia Broadcast/Multicast Service (MBMS); Architecture and functional description".
[8]
3GPP TS 23.303: "Proximity-based Services (ProSe)".

[9]
3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".
[10]
3GPP TS 23.468: "Group Communication System Enablers for LTE (GCSE_LTE)".
[11]
3GPP TS 29.468: "Group Communication System Enablers for LTE (GCSE_LTE); MB2 Reference Point; Stage 3".

[12]
3GPP TS 36.331: "Evolved Universal Terrestrial Radio Access (E-UTRA); Radio Resource Control (RRC); Protocol specification".
[xy]
RFC 5245 (April 2010): "Interactive Connectivity Establishment (ICE): A Protocol for Network Address Translator (NAT) Traversal for Offer/Answer Protocols". 
3
Definitions, symbols and abbreviations
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Automatic commencement mode: A mode in which the initiation of the private call does not require any action on the part of the receiving MCPTT User.
Floor control: An arbitration system in an MCPTT Service that determines who has the authority to transmit (talk) at a point in time during an MCPTT call.

Group affiliation: A mechanism by which an MCPTT user’s interest in one or more MCPTT groups is determined.
Group call: A mechanism by which an MCPTT user can make a one-to-many MCPTT transmission to other users that are members of MCPTT Group(s).
Group de-affiliation: A mechanism by which an MCPTT user’s interest in one or more MCPTT groups is removed.
Group home MCPTT system: The MCPTT system where the MCPTT group is defined.
Group host MCPTT server: The MCPTT server within an MCPTT system which provides centralised  support for MCPTT services of an MCPTT group defined in a group home MCPTT system.
Manual commencement mode: A mode in which the initiation of the private call requires the receiving MCPTT User to perform some action to accept or reject the call setup.
MCPTT service: A Push To Talk communication service supporting applications for Mission Critical Organizations and mission critical applications for other businesses and organizations (e.g., utilities, railways) with fast setup times, high availability, reliability and priority handling.
MCPTT system: The collection of applications, services, and enabling capabilities required to provide Mission Critical Push To Talk for a Mission Critical Organization.

Mission Critical Push To Talk: A group communication service with fast setup times, ability to handle large groups, strong security and priority handling.

Off-network MCPTT Service: The collection of functions and capabilities required to provide MCPTT using ProSe Discovery and the ProSe Communication path for MCPTT Users using Public Safety ProSe-enabled UEs as a direct communication between UEs using E-UTRA or possibly via a ProSe UE-to-UE Relay.

On-network MCPTT Service: The collection of functions and capabilities required to provide MCPTT via EPS bearers using E-UTRAN to provide the last hop radio bearers.

Partner MCPTT system: Allied MCPTT system that provides MCPTT services to an MCPTT user based on the MCPTT user profile that is defined in the primary MCPTT system of that MCPTT user.
Primary MCPTT system: MCPTT system where the MCPTT user profile of an MCPTT user is defined.
Private call: A call between a pair of MCPTT Users using the MCPTT Service with or without MCPTT Floor control.
UE-to-network relay MCPTT service: The collection of functions and capabilities required to provide MCPTT via a ProSe UE-to-Network Relay using ProSe direct communication paths to provide the last hop radio bearer(s).
For the purposes of the present document, the following terms and definitions given in 3GPP TS 22.179 [2] apply:

MCPTT UE

MCPTT user
For the purposes of the present document, the following terms and definitions given in RFC 5245 [xy] apply. 

Candidate 
Candidate pair 
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

ICE
Interactive Connectivity Establishment 

MCPTT
Mission Critical Push To Talk

MCPTT AS
MCPTT Application Server

OMA
Open Mobile Alliance

PCPS
Push to Communicate for Public Safety
PTT
Push To Talk
*** next change *** 
10.7
Pre-established session

10.7.1
General

The MCPTT Server may support one or more Pre-established Sessions. The MCPTT UE establishes one or more pre-established sessions to an MCPTT server after SIP registration prior to initiating MCPTT calls to other MCPTT users. When establishing a pre-established session, the MCPTT UE negotiates the media parameters, including establishing IP addresses and ports using interactive connectivity establishment (ICE) as specified in RFC 5245 [xy], which later can be used in MCPTT calls. This avoids the need to negotiate media parameters (including evaluating ICE candidates) and reserving bearer resources during the MCPTT call establishment which results in delayed MCPTT call establishment.

During the MCPTT call setup over a pre-established session, an MCPTT UE is notified of the start of an incoming MCPTT call using floor control messages.

The use of pre-established session on the origination side is completely compatible with the use of on demand session on the termination side. The use of pre-established session on the termination side is completely compatible with the use of on demand session on the origination side.

The Pre-established Session may be modified by the MCPTT UE and the MCPTT Server using the SIP procedures for session modification.

The Pre-established Session may be removed by the MCPTT UE and the MCPTT Server using the SIP procedures for terminating a SIP session.

10.7.2
Procedures

10.7.2.1
General

The pre-established session can be established after the initial SIP registration and MCPTT service logon. Figure 10.7.2.1-1 presents the high level description of the pre-established session procedure.


[image: image1.emf]1. SIP registration

3.Pre-established session establishment

2.MCPTT service logon

SIP core MCPTT server

MCPTT client


Figure 10.7.2.1-1: Pre-established session

1.
The MCPTT UE registers to the SIP core.

2.
The MCPTT UE performs a logon for the MCPTT service.

3.
The pre-established session is a session establishment procedure between the MCPTT UE and the MCPTT server to exchange necessary media parameters needed for setting up the media bearer. After the pre-established session is established, the MCPTT UE is able to activate the media bearer whenever needed:

-
immediately after the pre-established session procedure; or

-
when the SIP signalling for the MCPTT call is initiated.
10.7.2.2
Pre-established session establishment

The pre-established session is a session between the MCPTT UE and the MCPTT server in the home MCPTT network, and which may utilise other functional entities (e.g. a media resource function gateway, as defined in subclause 7.4.4.4, for means of obtaining media parameters and gathering ICE candidates). Figure 10.7.2.2-1 represents the pre-established session establishment flow.
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Figure 10.7.2.2-1: Pre-established session establishment

1.
The MCPTT UE gathers ICE candidates.

2.
The MCPTT UE sends a request to the MCPTT server to create a pre-established session.

3.
MCPTT server performs necessary service control, obtains media parameters (e.g. by means of interacting with a media resource function gateway) and gathers ICE candidates.

4.
MCPTT server sends an OK response to the MCPTT UE.

5.
ICE candidate pair checks take place e.g. between the MCPTT UE and a media resource function gateway.

6.
If necessary the MCPTT UE sends another request to the MCPTT server to update the ICE candidate pair for the pre-established session.

7.
The MCPTT server sends an OK response accepting the ICE candidate pair update.

10.7.2.3
Pre-established session modification

Figure 10.7.2.3-1 represents the pre-established session establishment flow.
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Figure 10.7.2.3-1: Pre-established session modification

1.
The MCPTT UE gathers ICE candidates, if necessary (e.g. depending on the information that needs to be updated).

2.
The MCPTT UE sends a request to the MCPTT server to modify a pre-established session.

3.
MCPTT server performs necessary service control, obtains any necessary media parameters (e.g. by means of interacting with a media resource function gateway) and gathers necessary ICE candidates.

4.
MCPTT server sends an OK response to the MCPTT UE.

5.
If necessary, ICE candidate pair checks take place e.g. between the MCPTT UE and a media resource function gateway.

6.
If necessary the MCPTT UE sends another request to the MCPTT server to update the ICE candidate pair for the pre-established session.

7.
The MCPTT server sends an OK response accepting the ICE candidate pair update.
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