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Abstract: The paper tries to resolve some editor’s notes in TS 23.179 section 7.4 (Functional Entities Description).
1. Introduction
MCPTT is just using ProSe UE relay functionality. SA6 may add some text as an informational annex after SA2 finishes their work, but for now it is proposed to delete the related editor’s note.

The identity management/application client and Hypertext client/server are already in some architecture figures, related editor’s notes aren’t needed anymore.

Interworking with legacy PTT / PSTN systems are out of this release according TR conclusion, related editor’s notes are removed.

GCSE_LTE will be used for multicast signalling protocol; related editor’s note can be removed.
Some editor’s notes indicate the name of a node / interface in case using an IM CN subsystem. There is no reason why those editor’s notes are still required, it is proposed to replace them by a NOTE.
Some editor’s notes question whether a functional entity is allocated either to the home public network or to the home MCPTT network. As the deployment model in 7.4.6.2 describes both cases, i.e. SIP Core and MCPTT server can be provided either by one provider or different providers, related editor’s notes can be converted towards NOTEs.
Resource control is one if of the functions of the inbound / outbound proxy, an editor’s note points that further studies are needed in case the MCPTT system performs resource control. It is proposed to remove that editor’s note here as there are related editor’s notes in other sections dealing with resource control of the MCPPT system.
Also we think we can remove the below editor's note anymore, because we do not handle MRB and SLF and IBCF is used for the case roaming (P-CSCF in VPLMN and S-CSCF in HPLMN).

Editor's note:
It is for further study whether we need functionality equivalent to the IM CN subsystem MRB in order to provide support for allocation of MRF resources within or between MCPTT systems.

Editor's note:
It is for further study whether we need functionality equivalent to the IM CN subsystem SLF in order to provide support for allocation of database resources within networks.

Editor's note:
It is for further study whether we need functionality equivalent to the IM CN subsystem IBCF (session border controllers) or other routers at the signalling control level.

Another EN is questioning “Suitable material for this subclause may be in 3GPP TR 23.779 subclause 5.2.1.1.5.1 and within 3GPP TR 23.779 subclause 5.2.3.1”. EN is not needed as the current architecture already covers ID management server, configuration management and group management server.  

Another EN is questioning whether the MCPTT user data base may be split after further study. As such split is applied when the MCPTT service provider and SIP Core provider are different, we don’t need that EN anymore for same reason as stated right above.
2. Proposal
7.4
Functional entities description



7.4.1
Introduction

Each subclause is a description of a functional entity and does not imply a physical entity. 

7.4.2
Application plane

7.4.2.1
Common services core

7.4.2.1.1
Configuration management client

Editor's note:
FFS.

7.4.2.1.2
Configuration management server

Editor's note:
FFS.

7.4.2.1.3
Group management client

7.4.2.1.4
Group management server

The group management server functional entity provides for management of groups supported within the MCPTT service provider.

All the group management clients supporting users belonging to a single group are required to use the same group management server for that group. A group management client supporting a user involved in multiple groups can have relationships with multiple group management servers.

The group management server will manage media policy information for use by the UE for media mixing.
7.4.2.1.5
Identity management server

The identity management server is a functional entity that is capable of authenticating the MCPTT user. It contains the knowledge and means to do authentication by verifying the credentials supplied by the user.

The identity management server functional entity may reside in the same domain as the user’s MCPTT server.

7.4.2.1.6
Identity management client

This functional entity acts as the application user agent for MCPTT user identity transactions. It interacts with the identity management server.


7.4.2.2
MCPTT application service

7.4.2.2.1
MCPTT client

This functional entity acts as the user agent for all MCPTT application transactions. It also supports location reporting, presence, and status reporting.


7.4.2.2.2
MCPTT server

The MCPTT server functional entity provides centralised support for MCPTT services.

All the MCPTT clients supporting users belonging to a single group are required to use the same MCPTT server for that group. An MCPTT client supporting a user involved in multiple groups can have relationships with multiple MCPTT servers.

NOTE:
Possible requirements for handling multiple distinct media on different MCPTT servers is not covered in this version of the document.

The MCPTT server functional entity represents a specific instantiation of the GCS AS described in 3GPP TS 23.468 [10] to control multicast and unicast operations for group communications.

By assuming the role of a GCS AS, the MCPTT server functional entity is responsible for:

-
keeping track of MCPTT UE location with respect to multicast service availability,

-
requesting the allocation of multicast resources utilizing the MRF,

-
announcing the association of multicast resources to calls to MCPTT UEs,

-
determining for each MCPTT UE involved in a given call whether to use unicast or multicast transport, 

-
announcing the assignment of multicast transport for specific calls to MCPTT UEs, and

-
informing the MRF of the media streams requiring support for a given call.

7.4.3
Signalling control plane






7.4.3.1
Signalling user agent

This functional entity acts as the SIP user agent (both client and server) for all SIP transactions.


NOTE::
In the IM CN subsystem, this is equivalent to the UE at the Gm reference point.

7.4.3.2
Local inbound / outbound proxy

The local inbound / outbound proxy functional entity acts as both an inbound proxy and an outbound proxy for all SIP transactions. This functional entity can provide the following functions:

-
NAT traversal;

-
Resource control;

-
Route/Forward requests and responses to the user agents;

-
SIP signalling security; and

-
Depending on the operator policy, it provides discovery and address resolution, including E.164 numbers.


NOTE::
In the IM CN subsystem, this is equivalent to the P-CSCF.

7.4.3.3
Registrar finder

The registrar finder functional entity is responsible for: 

-
Identifying the serving registrar / application service selection functional entity. The serving registrar / application service selection functional entity is identified using information provided either by the public network's own subscriber database or the MCPTT service provider's MCPTT user database and potentially using operator internal information, like network topology or Registrar availability.

-
Registrar Finder and Registrar in MCPTT service provider domain: Registrar Finder in the MCPTT service provider domain uses the information from the MCPTT user database to identify the serving Registrar in MCPTT service provider domain.

-
Registrar Finder and Registrar in public network operator domain: Registrar Finder uses information from public network operator subscriber database to identify the serving Registrar in public network operator domain.

-
Registrar Finder in public network operator domain and Registrar in MCPTT service provider domain: Registrar Finder uses information from the MCPTT user database to identify the serving Registrar in the MCPTT service provider domain.

NOTE:
The need for the Registrar Finder is deployment specific. E.g. a deployment that has only one Registrar doesn’t need the Registrar Finder and the related SIP Core database information.


-
It provides discovery and address resolution, including E.164 numbers.

NOTE:
Depending on deployment model, this functional entity is allocated either to the home public network or to the home MCPTT network.
NOTE:
In the IM CN subsystem, this is equivalent to the I-CSCF.

NOTE:
For interoperability the reference point between the registrar finder functional entity and the registrar / application service selection functional entity will have conform to the requirements of the Mw reference point.

7.4.3.4
Registrar / application service selection

The registrar / application service selection functional entity provides the following functions:

-
Registrar function (with integral provision of a location server) and also acts as an inbound proxy (with access to the integral location server), and outbound proxy for all SIP transactions where application service selection is required. It registers the user and maintains the association of the location and identity of the user in a location service. It provides notifications of the registration states.

-
It supports authentication for identities provided within SIP signalling. Both the registrar (with integral location server) and authentication functions are supported by access either to the public network's own subscriber database or the MCPTT service provider's MCPTT user database.

-
It can provide the application service selection for all SIP transactions, possibly based on application service selection information stored by either the public network's own subscriber database or the MCPTT service provider's MCPTT user database.

-
It performs SIP signalling security.

NOTE:
Depending on the deployment model, this functional entity is allocated to the home public network or to the home MCPTT network. 

NOTE::
In the IM CN subsystem, this is equivalent to the S-CSCF.

NOTE:
For interoperability the reference point between the registrar / application service selection functional entity and the application functional entity will have conform to the requirements of the ISC reference point.


7.4.3.5
Hypertext client

This functional entity acts as the HTTP client for all hypertext transactions.


NOTE::
In the IM CN subsystem, this is equivalent to the UE at the Ut reference point.

7.4.3.6
Hypertext proxy

This functional entity acts as the HTTP proxy for all hypertext transactions.

NOTE::
In the IM CN subsystem, there is no equivalent functional entity.

7.4.3.7
Hypertext server

This functional entity acts as the HTTP server for all hypertext transactions.

NOTE::
In the IM CN subsystem, this is equivalent to the AS at the Ut reference point.


7.4.4
Media plane

7.4.4.1
Floor participant

The floor participant functional entity is responsible for floor requests. This functional entity is located in the UE for both on-network and off-network operations.
7.4.4.2
Floor control server

This functional entity provides support for centralised floor control, for both on-network and off-network operation. It may provide arbitration between floor control requests between different users, grant the floor in response to successful requests, and provide queuing in cases of contention. For on-network operation, this functional entity is located with the MCPTT server. For off-network operation, this functional entity is located in the UE.
7.4.4.3
Media resource function controller

The Media resource function is responsible for the distribution of media to call participants. By means of information  provided by the MCPTT server (IP addresses, transport layer ports, etc.), it will provide the following functionality:

-
provide for the reception of uplink MCPTT UE media transmission by means of the MCPTT-7 reference point

-
replicate the media as needed for distribution to those participants using unicast transport

-
distribute downlink media to MCPTT UEs by IP unicast transmission to those participants utilizing unicast transport by means of the MCPTT-7 reference point

-
distribute downlink media to MCPTT UEs using multicast downlink transport of media for the call by means of the MCPTT-8 reference point.
7.4.4.4
Media resource function gateway

7.4.4.5
Media mixer
This functional entity exists on the UE and provides support for combining multiple media streams into one media stream through the enforcement of media policy information.

7.4.5
Bearer plane

7.4.6
Non-plane specific entities

7.4.6.1
Public network operator subscriber database

The subscriber database functional entity acts as the repository for certain subscriber data. For each plane, following data requirements are identified:

-
Signalling Plane: If the public network operator provides the Registrar functions of the SIP Core, it provides the repository for the data related to the functions of the SIP Core, e.g. for data for application service selection, the identity of the serving Registrar or authentication related information. The access to the data is restricted to the SIP Core entities that are specifically serving the subscriber/user whose data are stored. i.e. Registrars and Registrar Finders can access only SIP Core databases when they belong to the same public network operator.

NOTE::
In the IM CN subsystem, this is equivalent to a subset of the HSS functionality.

7.4.6.2
MCPTT user database

This functional entity provides a database containing details of all user configuration information with the MCPTT service provider. User configuration information is determined by the MCPTT service provider. For each plane, following data requirements are identified:

-
Application Plane: 

-
Signalling Plane: If the public network operator provides the Registrar functions of the SIP Core, it provides the repository for the data related to the functions of the SIP Core, e.g. for data for application service selection, the identity of the serving Registrar or authentication related information. The access to the data is restricted to the SIP Core entities that are specifically serving the subscriber/user whose data are stored. i.e. Registrars and Registrar Finders can access only SIP Core databases when they belong to the same public network operator.

Editor's note:
When provided by the MCPTT service provider, it is for further study whether this may be independent from the functional entity containing details of the MCPTT user database within the MCPTT service provider.

NOTE::
In the IM CN subsystem, this is equivalent to a subset of the HSS functionality.

 

�This note was a guide for developing the specification. Not needed any longer.





