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Abstract: This contribution is in response to a question asked during SA6#5 when reviewing information flows for floor control. Could public safety provide an example algorithm?  The goal of this discussion paper is to describe an specific example of expected behaviors as seen by U.S. public safety perspective.
The majority of US public safety communications is accomplished using group communications.  This means that there are multiple users which share the group communications.  In order to share the group communications there needs to be a means to allow the sharing to occur.  In the US Plain Old Telephone System (POTS) day, the party line was a good example of a group communication where the means to allow sharing was controlled by social politeness and etiquette.  Today we have the conference call which follows similar social politeness and etiquette when it comes to talking on the conference call.  When the number of users increase the ability to social politeness and etiquette fails to provide an efficient means to share.  An automated mechanism (arbitration) is needed instead, which is applicable to Mission Critical Push To Talk (MCPTT) over LTE in accordance with the MCPTT service requirements specified in TS 22.179.
If all users in a group communications are considered of equal importance, then an arbitration mechanism based on the first in first out (FIFO) concept (where the first request to speak in is the first request granted to speak) could be used.  However for public safety some users are considered more important (higher user priority) than others on the same group communication. The users may be considered more important because of their positions (commissioner, deputy, chief) in the public safety organization's structure, or because of the role (e.g., incident commander, dispatcher, supervisor (participant type)) the user plays in the group call. There the arbitration mechanism must consider these human factors in its algorithm for determining which request to speak to grant or to deny or to queue.  The user's situation (e.g., an emergency/ an urgent transmission) is another variable that must be considered in a public safety arbitration mechanism.  The arrangement or ordering of these human factors will most likely be on a case by case basis for each jurisdiction (or at least be able to be modified to accommodate specific jurisdiction needs).

So far this arbitration mechanism deals only with determining which request (possibly among many requests) is granted to speak (taking turns at speaking).  However there is another situation that public safety faces and that is the need to interrupt (override) the current speaker.  In this case the arbitration mechanism must determine if an interruption is possible (rather than deny or queue a request while one is already speaking) and if so does the request to speak satisfy the criteria to grant the request?  A simple override request is not sufficient to interrupt the current speaker.  If there are more than one user who has the ability to make an override request (based solely on that request, no other information), then there is no way to determine which override would be successful if multiple override requests were received simultaneously or there could be a continuous interruption of the current speaker.  Since some public safety jurisdictions want to be able to receive the voice streams from both the overridden and overriding speakers, the action taken by the reception of any floor control notification of change of speaker (new grant) may not force the termination of the overridden speaker.     
For this reason the above human factors need to be considered when there is an existing speaker who another user believes he should be permitted to interrupt rather than his request being denied or queued due.  As one can see the arbitration mechanism becomes more complicated with additional variable, situation, or condition.    Since each public safety entity needs the arbitration mechanism to be able to accommodate it needs, it is unlikely to have a standard algorithm.
Other considerations for any algorithm are: 

At this point with this criteria, it is possible for a collision to occur (i.e., the criteria of the requests to be evaluated are the same).  An algorithm must be designed to handle this, which would need to be based on something unique (e.g., the address of the device).  Alternatively a non-deterministic (random) decision could be made, but this randomness might produce unexpected behaviors.

If a queue (as an alternative to rejecting requests) is to be included in the algorithm to store requests, that were not granted, then one would need to manage that queue (order it, search it, and define a depth) and determine actions at other points in time (i.e., more requests and how they are compared or not compared to the existing requests in the queue and what would happen in an overflow of the queue). 

The figure 1, figure 2, and figure 3 provide an example flow chart, which attempts to expose some of the various situations, conditions and variables (based on TS 22.179) that an arbitration mechanism will need to cover.   It is not complete. Note that the order of the various decisions will affect the behavior, which is why this is an example. Ordering (ranking) of any requests in a queue is not covered nor is there a decision based on a unique value to avoid collisions.
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Figure 1: Main floor control diagram
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Figure 2: Select one request A's functional description
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Figure 3: Select one request B's functional description
Discussion on how this relates to information flows in clause 10.9 of TS 23.179 V0.2.0 (2015-07) on floor control for both on-network and off-network operations. 
The suggested changes to the on-network information flows of clause 10.9.1 are contained in a companion contribution S6-150779.  

