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Abstract: The contribution addresses issues in section 10.2 “Affiliation to an MCPTT Group”as outlined below and adds a second scenario to cover TS 22.179 requirement R-6.18.2-004. 
1. The currently existing flow shown does not address TS 22.179 requirement R-5.1.5-004 (see below) because the MCPTT server in this flow is associated with the group whereas the user may affiliate to groups on different MCPTT servers. Refer to section 6.5.2.2.2 MCPTT server for the functional entity requirements of an MCPTT server. 
[R-5.1.5-004] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to limit the total number (N2) of MCPTT Groups that the MCPTT User can be affiliated to simultaneously.
2. According to TS 22.179, a user unaffiliated to a group will be authorized to affiliate to the group if the group is not disabled, the user is a group member, and as noted above, “N2” for the user is not exceeded.  There is no (user or group) policy indicating which users are authorized to affiliate to which groups. 
3. The problem is solved by including controlling and participating function roles for the MCPTT server, as introduced in section 5 of TR 23.779 based on PCPS v10 TS text.    

4. The contribution adds a second scenario in which the MCPTT client’s home network is the primary network and the group management server resides in a partner network is the MPCTT service provider network. That network contains the MCPTT controlling function server associated with the group (see R-6.18.2-004 below). 
[R-6.18.2-004] An MCPTT Service shall provide mechanisms to allow an MCPTT User on the Primary MCPTT System to affiliate to an MCPTT Group from a Partner MCPTT System, subject to authorization from the Primary MCPTT System and the Partner MCPTT System where the MCPTT Group is defined.

5. The contribution reflects that MCPTT users affiliate to an MCPTT group, not MCPTT clients.
Note: The scenario for [R-6.18.2-004] has been merged with S6-150669.
PROPOSAL
10.2
 Affiliation to an MCPTT group

10.2.1
Functional description
MCPTT user affiliation to an MCPTT group shall be subject to authorization.
10.2.2
Procedure

Procedure for affiliation to MCPTT group is described in figure 10.2.2-1.
Pre-conditions:

-
The MCPTT UE has previously been provisioned (statically or dynamically) with a list of groups, or a pointer to a network-based list of groups, to which the MCPTT client seeks to be affiliated;

-
The MCPTT server may be tracking and have locally cached the affiliation status of group(s) for which the MCPTT client seeks to be affiliated;
-
The MCPTT client may have indicated to the group management server that it wishes to receive updates for group metadata of groups for which it is authorized (as described in subclause 10.3 Subscription to group metadata); 
-
The MCPTT client, MCPTT server, and group management server all belong to the same MCPTT service provider network;

-
The MCPTT server operates in both the participating and controlling function roles; and,
-
The MCPTT user triggers the affiliation procedure. This is an explicit affiliation caused by the MCPTT user.
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Figure 10.2.2-1: Explicit affiliation for MCPTT server in combined controlling and participating roles
1.
The MCPTT client requests the MCPTT server to affiliate the user to a list of groups. If the list had been stored in the network, then the MCPTT server would retrieve the list from an appropriate list XDMS.
2a.
MCPTT server checks if there is a document tracking subscription to the requested group document. If not, the MCPTT server creates a tracking subscription. If it exists, the locally cached data is 
presumed to be up-to-date and steps (2a) and (2b) are skipped.
2b.
The MCPTT server receives the group membership and affiliation status from the group management server. The MCPTT server locally caches the affiliation status of the group members.
3.
The MCPTT server verifies the group is not disabled, the MCPTT user is a group member, and that the maximum number of groups to be affiliated for the user will not exceed “N2”.  In this case, the checks 
pass, so the user is authorized to be affiliated to the group. 
4.
The MCPTT server caches the affiliation status of the MCPTT user for this group and increments the number of groups to which the MCPTT user is affiliated.  
5.
The MCPTT server updates the group management server with the affiliation status of the user for the requested group.

6.
MCPTT server confirms successful outcome of the affiliation request to the MCPTT client.
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