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Abstract: The contribution discussed the default identity of MCPTT UE and temporary MCPTT user identity that coped with SA1 requirements; and further gives information flows to meet the MCPTT service needs especially the MCPTT emergency services.
1
Introduction

The SA1 requirement defines the MCPTT Emergency Service which is not necessarily bound to prior user authentication procedure. In the accepted solution of MCPTT UE and MCPTT User Single Log on procedure in clause 5, the process of assignment of temporary MCPTT user identity and user profile are included. In the last meeting, the LS from SA3 addressed the consideration for MCPTT UE authentication to MCPTT service. This contribution abstracts the temporary MCPTT user identity assignment process that is based on MCPTT UE authentication to the information flow.
2
Discussion

In TS22.179 section 4.5.1 addresses a possibility for the MCPTT UE when connecting to the MCPTT Service using a default identity and a temporary MCPTT User Identity.
An MCPTT UE, without credentials of a specific MCPTT User at the time of connection to the MCPTT Service, proceeds using a default identity associated with the MCPTT UE itself. In this case, the MCPTT Service is capable of assigning a temporary MCPTT User Identity to this MCPTT UE. Some level of authentication might be attempted, and, depending on the results, an appropriate MCPTT User Profile associated with this temporary MCPTT User Identity and with the circumstances of the access is made available to the MCPTT UE for use in both on-network and off-network operation modes.
Each MCPTT User has at least one MCPTT User Profile, and possibly several. Typically, one of the MCPTT User Profiles is designated as the default MCPTT User Profile, to be used unless an MCPTT User Profile is explicitly selected. In general, a user profile is associated with a specific device, with a specific mode of operation (i.e., on the network or off the network) and/or with a specific situation (e.g., user being off-duty, in a certain city, or playing a certain role). When an MCPTT User Profile is synchronized between the infrastructure and an MCPTT device, information could be downloaded to the device and updated, as necessary. Subsequently and subject to permissions, the MCPTT User might choose a different associated MCPTT User Profile to be downloaded and stored on the device. Only one MCPTT User Profile is active at a time. Authorized users are allowed to create, delete and alter MCPTT User Profiles for an MCPTT User and/or pre-stored MCPTT User Profiles.
It is further inferred that:
· An default identity that is associated with the MCPTT UE is identified by the MCPTT service.

· The temporary MCPTT user identity is available upon the condition that MCPTT UE is identified.

· The user profile is not only binded with the user but associated with a specific device.

· The permissions for MCPTT UE to access certain MCPTT service (including emergency service) can be configured in user profile.

· The temporary MCPTT user identity can be used for MCPTT UE initially connected to the MCPTT Service, or for user in emergency state to use MCPTT emergency service without user authentication.

The stage 1 requirements specified the triggering of MCPTT emergency services (i.e. MCPTT Emergency Private Call, MCPTT Emergency Group Call and etc.). When the user is in emergency state without being authenticated properly, he is treated as a temporary MCPTT user (with permissions of limited access to the MCPTT service). In this case, the binding relation of the temporary user with an identified UE is necessary to: 1) trigger the emergency service (e.g. through MCPTT Emergency Alerting); 2) and to ensure that the user profile (containing service permissions) can be downloaded and stored on the specified UE. 
It is proposed that the Identity Management Server performs the MCPTT UE authentication, using the default identity that is associated with the MCPTT UE. The temporary MCPTT user identity is assigned by MCPTT service, with the pre-condition that the MCPTT UE is authenticated by MCPTT service. The MCPTT User Database stores the user profile for the temporary MCPTT user, and it provides the user profile information to the MCPTT UE that is associated with the temporary MCPTT user identity and the default identity of the UE. The following figure of information flow illustrates the assignment of temporary MCPTT user identity.
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Figure 1. Assignment of temporary MCPTT user identity
1.
The MCPTT UE is authenticated with Identity Management Server, using the default identity that is associated with the MCPTT UE.
2.
The Identity Management Server assigns a temporary MCPTT user identity to the UE which is identified by the default identity.
Editor’s note: it’s FFS whether the temporary MCPTT user identity is assigned by MCPTT user database.
3.
The MCPTT UE obtained the user profile that is associated with the temporary MCPTT user identity and default identity of the MCPTT UE from the MCPTT User Database.
3
Conclusion

It is proposed to add the following information flow of identity management to TS 23.179.

********************************Start of change**********************************

10.X
Identity Management

10.X.1
Assignment of temporary MCPTT user identity
When an MCPTT UE is without credentials of a specific MCPTT User at the time of connection to the MCPTT Service, the following procedure may apply.
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Figure 10.x.1-1 Assignment of temporary MCPTT user identity
1.
The MCPTT UE is authenticated with Identity Management Server, using the default identity that is associated with the MCPTT UE.

2.
The Identity Management Server assigns a temporary MCPTT user identity to the UE which is identified by the default identity.
Editor’s note: it’s FFS whether the temporary MCPTT user identity is assigned by MCPTT user database.
3.
The MCPTT UE obtained the user profile that is associated with the temporary MCPTT user identity and default identity of the MCPTT UE from the MCPTT User Database.

*********************************End of change**********************************
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