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Discussion
Some changes are proposed to flow 10.1 "Registration and user authentication for MCPTT service":

· Since identity management server and identity management client are already defined in 7.4.2.1, there is no need to repeat the description in 10.1, so this is removed and the existing description in 7.4.2.1 is enhanced,

· Since MCPTT UE and MCPTT user are not defined as such in the list of functional entities, they should not appear on the flow diagram in 10.1-1. Instead, identity management client and signalling user agent should be used. MCPTT user and MCPTT UE are still used in the description for the flows, and so are added to the definitions list, via a link to their definition in stage 1,
· The description for the flows is modified to refer to the appropriate functional entities,
· MCPTT AS replaced by MCPTT server.

Proposal
It is proposed to review and approve the following changes on TS 23.179. 

FIRST CHANGE

3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Floor control: An arbitration system in an MCPTT Service that determines who has the authority to transmit (talk) at a point in time during an MCPTT call.

Group Affiliation: A mechanism by which an MCPTT user’s interest in one or many MCPTT groups is determined. The affiliation procedure is performed by the MCPTT user (explicitly), MCPTT UE (implicitly) or MCPTT service (implicitly. e.g. emergency, re-grouping, etc.).
Group Call: A mechanism by which an MCPTT user can make a one-to-many MCPTT transmission to other users that are members of MCPTT Group(s).

MCPTT Service: A Push To Talk communication service supporting applications for Mission Critical Organizations and mission critical applications for other businesses and organizations (e.g., utilities, railways) with fast setup times, high availability, reliability and priority handling.
MCPTT system: The collection of applications, services, and enabling capabilities required to provide Mission Critical Push To Talk for a Mission Critical Organization.

Mission Critical Push To Talk: A group communication service with fast setup times, ability to handle large groups, strong security and priority handling.

Off-Network MCPTT Service: The collection of functions and capabilities required to provide MCPTT using ProSe Discovery and the ProSe Communication path for MCPTT Users using Public Safety ProSe-enabled UEs as a direct communication between UEs using E-UTRA or possibly via a ProSe UE-to-UE Relay.

On-Network MCPTT Service: The collection of functions and capabilities required to provide MCPTT via EPS bearers using E-UTRAN to provide the last hop radio bearers.

Partner MCPTT system: Allied MCPTT system that provides MCPTT services to an MCPTT user based on the MCPTT user profile that is defined in the primary MCPTT system of that MCPTT user.
Primary MCPTT system: MCPTT system where the MCPTT user profile of an MCPTT user is defined.
Private Call: A call between a pair of MCPTT Users using the MCPTT Service with or without MCPTT Floor control.
UE-to-Network Relay MCPTT Service: The collection of functions and capabilities required to provide MCPTT via a ProSe UE-to-Network Relay using ProSe direct communication paths to provide the last hop radio bearer(s).

For the purposes of the present document, the following terms and definitions given in 3GPP TS 22.179 [2] apply:

MCPTT UE

MCPTT user

NEXT CHANGE

7.4.2.1.5
Identity management server

The identity management server is a functional entity that is capable of authenticating the MCPTT user. It contains the knowledge and means to do authentication by verifying the credentials supplied by the user.
The identity management server functional entity may reside in the same domain as the user’s MCPTT server.

7.4.2.1.6
Identity management client

This functional entity acts as the application user agent for MCPTT user identity transactions. It interacts with the identity management server.
Editor's note:
It is FFS whether this functional entity may be combined with some other user agents such as group management client and configuration management client.

NEXT CHANGE

10.1
Registration and user authentication for MCPTT service 



NOTE:
Flow 10.1-1 is a high level user authentication flow. SA3 is responsible for defining the specific security and authentication mechanisms required by the MCPTT service in order to realize the MCPTT user authentication requirements as defined in 3GPP TS 22.179 [2].

The user authentication process shown in flow 10.1-1 may take place in some scenarios as a separate step independently from a SIP registration phase, for example if the SIP server is outside the domain of the MCPTT server.

A possible flow for this is illustrated in figure 10.1-1. Other alternatives are possible, such as authenticating the user within the SIP registration phase.



[image: image2.emf]MCPTT client

Signalling user 

agent

SIP core

Identity

management 

server

MCPTT 

server

2.Signalling user agentestablishes a secure connection to the SIP Core.

3. Signalling user agentperforms SIP registration to SIP core. The MCPTT client performs the service authorization with 

the MCPTT server.

Identity 

management 

client

1. MCPTT user performs user authentication and acquiresan access token.

Figure 10.1-1: MCPTT user authentication and registration, single domain

1.
In this optional step the identity management client begins the user authorization procedure. The MCPTT user supplies the user credentials (e.g. Biometrics, secureID, username/password) for verification with the identity management server.

2.
The signalling user agent establishes a secure connection to the SIP core for the purpose of SIP level authentication and registration.

3.
The signalling user agent completes the SIP level registration with the SIP core (and an optional  third-party registration with the MCPTT server). The MCPTT client performs the MCPTT service authorization for the user. Step 3 may utilize the results of step one depending on the authentication mechanism for the MCPTT user.

END OF CHANGES
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