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1.
Introduction
Several solutions in TR.779 are dealing with issues related to the routing of session-related SIP signalling and corresponding RTP sessions. The two main issues to be solved are:

(
the setup time, which does not allow for NAT traversal at setup time and requires some re-established “dummy” session, and
(
the number of potential group members for which a pure star-based mechanism from the central distribution point would be very inefficient, especially in a primary/partner application model, where a large number of identical sessions would be established between the two application domains.
2.
Discussion
To support a pre-established session which may be used by several calls with different routing paths, the mechanism described in solution 7-2 of TR 23.779 is recommended. It is based on the establishment of a SIP session with an SDP body for a UDP based application (floor control) using ICE for NAT traversal as appropriate, on the maintenance of this session by heartbeats (STUN based) and reuse of the already discovered addresses and ports (5-tuple) for other SIP sessions.
Note: Here, the NAT may be between the un-trusted IMS/SIP core and the MCPTT application and not only between the EPS and the IMS/SIP core.

With this scheme, the number of sessions and the choice of corresponding end-points are not limited, to the expense of multiplexing several RTP/RTCP sessions over the same 5-tuple. The mechanisms for multiplexing several RTP/RTCP sessions over a single set of addresses and ports have been thoroughly studied by the IETF, in particular in the scope of RTCWEB. The solution used in this context, i.e. SSRC multiplexing nicely fit with the requirements of MCPTT through the use of SSRC signalling at SIP session establishment time (part of the SDP description).
The end-points (SIP and RTP) of this pre-established session shall be in the (serving) MCPTT application domain and could be mapped with the AEP and media gateway.

To solve the second issue, the same functional entities (AEP and media gateway) may also be used as intermediate point in the signalling and RTP paths to provide an appropriate duplication of signalling messages and RTP flows in the downlink direction, to avoid a multiplicity of messages and flows between the (central) controlling entity and the serving entities, which may be in different domains.
3.
Conclusion
In order to solve the previous two issues, it is recommended to add to clause 10 of TS 23.179 a subclause describing the architecture principles and procedures for RTP multiplexing in the MCPTT application.
************************************Begin first change**************************************
10.X
Routing and multiplexing principles

10.X.1
Functional description

10.X.1.1
Role of serving AEP in routing and multiplexing

10.X.1.1.1
Role of serving AEP in the setup of a pre-established session

For the setup of a pre-established session allowing performing NAT traversal and subsequent maintenance, the serving AEP is acting as a UA which will be the SIP end-point of the pre-established session. The serving AEP interacts with the serving media gateway for the collection of the appropriate ICE candidates and create the SDP session description allowing the establishment of the NAT traversing RTP session(s). After establishment, it memorised the selected candidate address and port information (5-tuple) for use in further session descriptions.

10.X.1.1.2
Role of serving AEP in multiplexing RTP session over a pre-established 5-tuple

When a call is initiated to or from a MCPTT client, the serving AEP is acting as a proxy and rewrites the SDP session description to reuse the already established and maintained 5-tuple between the serving media gateway and the MPTT client, using the memorised address and port information. The multiplexing requires the negotiation of an RTP multiplexing identifier (for example a SSRC) to allow several RTP sessions to share the same 5-tuple.

10.X.1.1.3
Role of serving AEP in duplication and routing of group addressed signalling for group call setup

When the serving AEP has to route a group addressed signalling, it shall act as a B2BUA. It shall be the endpoint of the call leg corresponding to the group call setup signalling. It shall also generate a multiplicity of independent call legs between the AEP and the MCPTT clients from the signalling point of view and between the media gateway and the MCPTT client from the RTP point of view. The corresponding RTP sessions shall use the multiplexing technique defined in subclause 10.X.1.1.2.

10.X.1.2
Role of serving media gateway in routing and multiplexing

The media gateway acts as the counterpart in the media plane of the serving AEP. For the establishment of the pre-established session, it collects the candidate information, performs the ICE search of the appropriate candidate pair and then maintains the connection through the NAT using TURN heartbeats.

When being used for the multiplexing of several RTP session over a shared 5-tuple, it performs required operation on the RTP flow to connect the upstream and downstream RTP sessions, including modification of external UPD/IP envelope and potentially modification of the multiplexing identifier (for example SSRC).

If the serving gateway is involved in the downlink flow of a group, it shall duplicate the packets received in the unicast session between the controlling application server and the serving AEP to create as many packets as unicast RTP sessions towards the MCPTT clients belonging to the group and under the control of the serving AEP. For each of these duplicated flows, the procedure of RTP modification for multiplexing over the pre-established 5-tuple shall be used.

Alternatively, the media gateway may, under the control of the serving AEP, route the downlink stream to a group to the MB2-U interface for transmission over the appropriate broadcast transport.

10.X.2
Procedures

10.X.2.1
Procedure for setup of a pre-established session

A pre-established session may be established by the MCPTT client according to figure 10.X.2.1-1.
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Figure 10.X.2.1-1 Setup of a pre-established session by the MCPTT client

0.
The MCPTT client has successfully performed its authentication and registration procedures. It has got serving AEP addressing information for this process.

1.
The MCPTT client collects candidate information for an ICE procedure.

2.
The MCPTT client sends to the serving AEP a session setup request. The addressed entity is the serving AEP, the session description contains all the candidates which have been collected in the step 1, and media description refers to the floor control protocol.

3.
Upon reception of the MCPTT client setup request, the serving AEP collects from the serving media gateway ICE candidate information.

4.
Based on the candidate information provided by the serving media gateway, the serving AEP acknowledges the setup request and provides the ICE candidate information to the requesting MCPTT client.

5.
Based on the exchanged information, MCPTT client and serving media gateway perform the ICE procedure to define the appropriate addresses and ports for connection through the NAT.

6.
At the end of the ICE procedure, the MCPTT client and the serving entities (media gateway and AEP) memorise the selected 5-tuple for further use. Permanent NAT traversal maintenance through the use of periodic heartbeats is triggered.

Note:
As a 5-tuple corresponds to an IP flow, it may be necessary to has several pre-established session to support several QCIs.

Editor’s note:
The setup may alternatively be initiated by the serving AEP. Benefits of the two options are FSS.

10.X.2.2
Originating session establishment procedure (unicast)

The (originating) session establishment for a call using unicast is described in figure10.X.2.2-1. It may be used for the setup of an individual call, of a pre-arranged group call, or for joining a group call using “chat model”.
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Figure 10.X.2.2-1 Originating session establishment procedure (unicast)

0.
The MCPTT client and the serving AEP have successfully setup a pre-established session.

1.
The MCPTT client send a call setup request or a join request to the MCPTT call server and the corresponding message is routed to the serving AEP. The request contains a session description for the requested (audio) media and the address and port information provided is derived from the 5-tuple address and port information. The session description contains also a proposed multiplexing identifier (for example a SSRC information).

2.
The serving AEP and the serving media gateway define the appropriate modification of the RTP flow for proper multiplexing and further routing of the uplink RTP flow of the session.

3.
The serving AEP further routes the setup request message after having modified the session description based on the information defined in step 2.

4.
The serving AEP receives the response to the setup request message.

5.
The serving AEP and the serving media gateway define the appropriate modification of the RTP flow for proper multiplexing and further routing of the downlink RTP flow of the session, including the choice of a multiplexing identifier for the multiplexing on the pre-established 5-tuple.

6.
The serving AEP send the response to the setup request message to the MCPTT client. The session description contains address and port information derived from the 5-tuple address and port information. The session description contains also a proposed multiplexing identifier defined in step 5.

10.X.2.3
Terminating session establishment procedure (Individual unicast)

The (terminating) session establishment for a call using unicast is described in figure10.X.2.3-1. It may be used for the setup of an individual call (terminating) or of a pre-arranged group call for the MCPTT clients whose acknowledgement is required.
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Figure 10.X.2.3-1 Terminating session establishment procedure (unicast)

0.
The MCPTT client and the serving AEP have successfully setup a pre-established session.

1.
The serving AEP receives from the MCPTT call server a call setup request directed to a MCPTT client under its control. The request contains a session description for the requested (audio) media.

2.
The serving AEP and the serving media gateway define the appropriate modification of the RTP flow for proper multiplexing and further routing of the downlink RTP flow of the session. It includes the choice of a multiplexing identifier to be used on the pre-established 5-tuple.

3.
The serving AEP routes the setup request message to the target MCPTT client after having modified the session description based on the information defined in step 2.

4.
The MCPTT client sends to the serving AEP a response to the setup request message. The address and port information provided is derived from the 5-tuple address and port information. The session description contains also a proposed multiplexing identifier (for example a SSRC information) for the uplink RTP flow on the pre-established 5-tuple.

5.
The serving AEP and the serving media gateway define the appropriate modification of the RTP flow for proper multiplexing and further routing of the uplink RTP flow of the session.

6.
The serving AEP further routes the response message after having modified the session description based on the information defined in step 5.

10.X.2.4
Terminating session establishment procedure (Group multi-unicast)

The (terminating) session establishment for a group call using multi-unicast unicast is described in figure10.X.2.4-1. It is used for the setup of a pre-arranged group call for the MCPTT clients whose acknowledgement is not required.
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Figure 10.X.2.4-1 Terminating session establishment procedure (group multi-unicast)

0.
The MCPTT clients and the serving AEP have successfully setup a pre-established sessions.

1.
The serving AEP receives from the MCPTT call server a call setup request directed to a group where several MCPTT clients are under its control. The request contains a session description for the requested (audio) media and address and port information for the downlink flow between the media distribution entity and the serving media gateway.

2.
The serving AEP sends to the MCPTT call server a response containing a session description for the uplink flow between the serving media gateway and the media distribution entity.

3.
For each MCPTT client under the control of the serving AEP, the serving AEP and the serving media gateway define the appropriate modification of the RTP flow for proper multiplexing and further routing of the downlink RTP flow of the session. It includes the choice of a multiplexing identifier to be used on the pre-established 5-tuple.

4.
For each MCPTT client under the control of the serving AEP, the serving AEP routes the setup request message to the target MCPTT client after having modified the message to target the MCPTT client and the session description based on the information defined in step 3.

5.
Each MCPTT client sends to the serving AEP a response to the setup request message. The address and port information provided is derived from the 5-tuple address and port information. The session description contains also a proposed multiplexing identifier (for example a SSRC information) for the uplink RTP flow on the pre-established 5-tuple.

6.
The serving AEP and the serving media gateway define the appropriate modification of the RTP flow for proper multiplexing and further routing of the uplink RTP flow of the session.

The transformation performed by the serving media gateway in the downlink direction is , for each MCPTT client, a replication of the downlink flow after inclusion of the appropriate address and port information from the pre-established 5-tuple and defined multiplexing identifier. The transformation performed by the serving media gateway in the uplink direction is , for each MCPTT client, the routing of the RTP packet received on the pre-established 5-tuple to the appropriate uplink flow, based on the multiplexing identifier for this specific MCPTT client.

************************************End first change**************************************
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