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This P-CR proposes solution evaluations to 11-1 and 11-2, in light of solution 11-2 taking into account XDM. It is proposed that solution 11-1 is not progressed and solution 11-2 is considered a replacement of solution 11-1.
5.11
Group affiliation
5.11.1
Solution 11-1: Group affiliation based on OMA XDM
5.11.1.1
Functional description
Group affiliation provides the means to:

-
Affiliate MCPTT users with MCPTT groups; and, 

-
Distribute group membership and affiliation information to the MCPTT UE.
Group affiliation utilizes the MCPTT AS, MCPTT UE, and XDMS, as follows:

MCPTT UE:

-
Writes a List XDMS for which it wants to affiliate and/or to track member affiliation status. 

-
Reads and tracks an MCPTT XDMS created by the MCPTT AS containing the group members and affiliation status of the requested groups.

MCPTT AS:

-
Reads and tracks a List XDMS to which the MCPTT user seeks to be affiliated.

-
Affiliates to those groups by adding the user’s identity to the condition part of the affiliation rule of the group documents.

-
Reads and tracks members and affiliation status of the groups to which the user seeks to track. 

-
Writes and maintains a network-based list containing the members and affiliation status of the groups to which the user seeks to track.

In the foregoing, an authorized MCPTT user is able to read and track another MCPTT user’s MCPTT XDMS, as requested by that other MCPTT user.

Group XDMS: 

The Group XDMS contains affiliation authorization policies to which the MCPTT AS refers to make decisions regarding whether to conference a given user to an MCPTT call; one example of an authorization policy framework is IETF Common Policy. Such a framework defines a rule as a condition and an action. For purposes of "group affiliation" in MCPTT, the condition part of the rule contains the identities of MCPTT group members that have authorized their affiliation with the MCPTT group. The action part of the rule in this case expresses the user’s interest in the group, for example, "is-affiliated". The "affiliation authorization" rule (policy) is kept in a set with other rules of group document. 

List XDMS:

-
Contains the list of groups to which the MCPTT user is to be affiliated

MCPTT XDMS:

-
Contains the group membership and affiliation status of the MCPTT groups contained in the List XDMS
Operationally:

-
In order to be affiliated to a group, the identity of the MCPTT user is added into the condition element of the rule. 

-
In order to become nonaffiliated, the identity of the MCPTT user is deleted from the condition element. 

-
The MCPTT AS checks the group affiliation rule to determine whether to conference an MCPTT user to a group call. If the user is not contained in the condition part of the rule, then the MCPTT AS does not conference the MCPTT user to group calls.

The following diagram illustrates the inter communication of the MCPTT AS, MCPTT UE, and XDMS; however, the group XDMS is not shown in the figure below.
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Figure 5.11.1-1: Inter communication of the MCPTT AS, MCPTT UE, and XDMS
5.11.1.2
Procedures
Editor’s note:
Describes the high-level operation, procedures and information flows for the solution.

5.11.1.3
Impact on existing entities and interfaces
Editor's note:
Impacts on existing nodes or functionality will be added.

5.11.1.4
Solution evaluation

This solution is to be considered for inclusion in TS 23.179, in combination with the solution in 5.11.2.

5.11.2
Solution 11-2: Group affiliation based on presence and XDM
5.11.2.1
Functional description

Group affiliation provides the means to:

-
Affiliate MCPTT users with MCPTT groups; and, 

-
Distribute group membership and affiliation information to MCPTT server and MCPTT UEs.

Group affiliation utilises the MCPTT UE, MCPTT server, resource list server (RLS), presence server and XDMS, as follows:

MCPTT UE:

-
Publishes the list of MCPTT group URIs that the MCPTT user wishes to affiliate with, using either direct presence service publication or included in the MCPTT service settings sent to the MCPTT server.

-
Subscribes to presence information:

a)
own presence status for updates to own affiliations;

b)
other MCPTT user’s presence status to obtain the affiliations of other MCPTT users; and

c)
using the group member list from the list XDMS as a resource list to obtain who is affiliated to a particular MCPTT group.

MCPTT server:

-
Publishes to the presence server the list of MCPTT group URIs that the MCPTT user wishes to affiliate with along with the other MCPTT service settings; and

-
Uses the condition rule of the group documents to determine that the members of the MCPTT group need to affiliate to be invited and then subscribes to the group member list resource list to obtain who is affiliated to a particular MCPTT group in order to determine who to invite. A filter is used in the subscription so that only changes to the affiliation information triggers notifications.

Group XDMS: 

-
The MCPTT group document contains authorisation policies to which the MCPTT server refers to make decisions regarding whether to conference a given user to an MCPTT group call. The authorization policy framework is based on IETF common policy that defines a rule as a condition and an action. For purposes of “group affiliation” in MCPTT, the condition part of the rule contains an indication that “affiliation is required” to be invited action; and

-
The MCPTT group document also uses the list XDMS for the group member list. 

List XDMS:

-
Contains the list of group members for each MCPTT group.

Resource list XDMS:

-
Uses the list of group members of each MCPTT group from the list XDMS 

Presence server:

-
Composes the presence document for each MCPTT user based on the published presence information including the lists of MCPTT group URIs the MCPTT user wishes to affiliate with; and

-
Based on the presence watcher authorisation policies provides presence information to those subscribing for it including the lists of MCPTT groups the MCPTT user wishes to affiliate with

The following diagram illustrates the inter communication of the MCPTT UE, MCPTT server, resource list server, presence erver and XDMS. 

NOTE:
The dotted lines show functional entities that can be collocated when the MCPTT users, the MCPTT server that hosts the MCPTT group, and all the group members are in the same network.
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Figure 5.11.2.1-1: Architecture

5.11.2.2
Procedures

5.11.2.2.1
Explicit case

Assumptions:

-
The MCPTT group document provisioned in the group XDMS contains authorisation policies to which the MCPTT server refers to make decisions regarding whether to conference a given user to an MCPTT group call

-
The MCPTT group document provisioned in the group XDMS uses a member list provisioned in the list XDMS;

-
The resource list XDMS has been provisioned with a resource list that uses the same member list as the group document and is provisioned in the list XDMS; and

-
The group MCPPT server has downloaded the group documents from the group XDMS.

Editor’s Note:
The terminology for the home MCPTT server and the group MCPTT server is FFS.
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Figure 5.11.2.2.1-1: MCPTT server obtains affiliation lists - explicit case

1.
The MCPTT UE publishes the MCPTT service settings including the list of MCPTT group URIs the MCPTT user wishes to affiliate with to the home MCPTT server

2
The MCPTT server sends an OK response to the MCPTT UE.

3.
The MCPTT server publishes the MCPTT service settings including the list of MCPTT group URIs the MCPTT user wishes to affiliate with to the presence server.

4.
The presence server sends an OK response.

5.
The group MCPTT server subscribes to the resource list server for MCPTT group members.

NOTE 1:
It is an implementation option as to when the group MCPTT server subscribes to the resource list of group members e.g. the group MCPTT server could subscribe before the MCPTT UE publishes the MCPTT service settings.

6.
The resource list server sends an OK response to the group MCPTT server.

7.
The resource list server sends a GET to obtain the resource list from the resource list XDMS.

8.
The resource list XDMS sends a GET to obtain the group member list from the list XDMS.

9.
The list XDMS returns the group member list in the OK response.

10.
The resource list XDMS returns the resource list for the group in the OK response.

11.
The resource list server subscribes with the presence server for each group member.

12.
The presence server sends an OK response

13.
The presence server sends notifications for each group member containing the list of MCPTT group URIs that the MCPTT user wishes to affiliate with to the resource list server.

14.
The resource list server sends an OK response.

15.
The resource list server aggregates the notifications and sends a notification to the group MCPTT server including the affiliation status of all the group members.

16.
The group MCPTT server sends an OK response.

17.
The group MCPTT server sends a request to the group XDMS to write the new affiliation status of the MCPTT user to the group XML document.

18.
The group XDMS writes the requested affiliation status of the MCPTT user to the group XML document and responds with an OK response to the group MCPTT server.

19.
The MCPTT UE sends an INVITE for a group call to the home MCPTT server.

20.
The home MCPTT server forwards the INVITE for a group call to the group MCPTT server.

21.
The group MCPTT server sends a request to the group XDMS to obtain the group XML document including the affiliated member list.

22
The group XDMS returns the group XML document including the affiliated member list in the OK response

NOTE 2:
It is an implementation option whether the group MCPTT server fetches the group XML document at call setup or whether it caches the group information and affiliation status from earlier steps. If the information is cached steps 21-22 will not be needed.

23.
The group MCPTT server invites the affiliated group members based on the affiliation status of the group members.

5.11.2.2.2
Implicit case

The implicit case is the same as the explicit case except that:

-
the affiliation status is based on the online availability (presence status) of the user and not the presence of the group in the affiliation list in the case that the implicit affiliation is a policy of the group network; and

-
the presence server composition policy is to compose a presence document always containing the implicitly affiliated groups whenever the MCPTT user is online if implicit affiliation is the policy of the home network.

5.11.2.3
Impact on existing entities and interfaces

The MCPTT service settings is enhanced to include the list of MCPTT group URIs the user wishes to affiliate with.
5.11.2.4
Solution evaluation


This solution is to be considered for inclusion in TS 23.179, in combination with the solution in 5.11.1.
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