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First (1) change: delete duplicate “of”

6
Involved business relationships
Based on the information in subclause 5.2.1 and subclause 5.2.2, figure 6-1 shows the business relationships that exist and that are needed to support a single MCPTT user. 
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Figure 6-1: Business relationships for MCPTT

Editor's note:
 There is a need to describe whether multiple MCPTT users all within the same group are constrained to use the same Home PLMN.

The MCPTT service provider and the home network operator could be part of the same organisation, in which case the business relationship between the two is internal to a single organisation.

Where mutual aid operates between between MCPTT service providers, figure 6-2 shows the required additional relationship. An MCPTT user can only affiliate to groups of the partner MCPTT service provider:

-
if such a service provider agreement exists; or

-
subject to authorisation for a specific group membership from the partner MCPTT service provider.
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Figure 6-2: Additional business relationships for mutual aid

An example of the usage of these business relationships is elaborated for two users, one resident on its home MCPTT service provider and one providing mutual aid within the same group.

User A is a user on MCPTT X in group M. The relationships are as follows:

a)
user A has user configuration established with MCPTT X and forms part of group M;

b)
user A has a subscription arrangement with network operator R; and

c)
MCPTT X has a service arrangement with network operator R.

User B is a user on MCPTT Y and joins group M as part of a mutual aid:

a)
user B has user configuration established with MCPTT Y and forms part of its own set of groups relating to MCPTT Y;

b)
user B has a subscription arrangement with network operator S;

c)
MCPTT Y has a service arrangement with network operator S;

d)
MCPTT Y has a service provider agreement with MCPTT X that allows user B to participate within group M; and

e)
network operator S has a roaming agreement with network operator R allowing user B to roam to network operator R.

NOTE:
There is no requirement that the network operator that user B roams to is the same network operator that MCPTT X has a service arrangement with. It does however need to support MCPTT capabilities, and provide service in the same geographic area as used by MCPTT X.

------------------------------------------------------------------------------------------------------
Second (2) change: change “a” to “an”.  An “a” before a word beginning with a consonant is the usual format. However when it is not a word, but an acronym and that acronym is an initialism (and pronounced letter by letter), special rules apply for F, H, L, M, N, R, and S. 
7.2
Description of the planes

The following planes are identified:

Editor's note:
The list below is to be aligned with the detailed description in clause 8. Not necessarily complete at the moment and planes might be combined.

a)
application plane. The application plane provides all the services required by the user. It uses the services of the signalling control plane and the media plane to support those requirements;

Editor's note:
It is for further study whether resource control via Rx is possible / needed from the application plane.

b)
signalling control plane. The signalling control plane provides the necessary signalling support to establish the association of users involved in an MCPTT call or other type of call and other services. The signalling control plane also offers access to and control of services applicable to calls. The signalling control plane uses the services of the bearer plane;

c)
media plane. The media plane provides for the conferencing of media, floor control of media, transcoding of media, and provision of tones and announcements. It provides services to both the application plane directly, and to the signalling control plane. The media plane also consists of the media gateways needed to support the media. It uses the services of the bearer plane. The media plane is established by the signalling control plane; and

Editor's note:
The presence of floor control in this plane, or in another plane, is for further discussion.

d)
bearer plane. This plane provides the bearers, via resource control as defined within 3GPP TS 23.203 [4], needed to support the media plane, and the signalling control plane. The bearer plane is defined for LTE within 3GPP TS 23.401 [6].
Editor's note:
Whether bearer resource control and bearers should be separated is for further study.

Editor's note:
Additional words may be needed to cover multicast bearers.

------------------------------------------------------------------------------------------------------
Third (3) change: add space between the end of the sentence and the beginning of the next.
7.4.3.4
Registrar / application service selection

The registrar / application service selection functional entity provides the following functions:

-
Registrar function (with integral provision of a location server) and also acts as an inbound proxy (with access to the integral location server), and outbound proxy for all SIP transactions where application service selection is required. It registers the user and maintains the association of the location and identity of the user in a location service. It provides notifications of the registration states.

-
It supports authentication for identities provided within SIP signalling. Both the registrar (with integral location server) and authentication functions are supported by access either to the public network's own subscriber database or the MCPTT service provider's MCPTT user database.

-
It can provide the application service selection for all SIP transactions, possibly based on application service selection information stored by either the public network's own subscriber database or the MCPTT service provider's MCPTT user database.

-
It performs SIP signalling security.

Editor's note:
Depending on the deployment model, this functional entity is allocated to the home public network or to the home MCPTT network. 

Editor's note:
In the IM CN subsystem, this is equivalent to the S-CSCF.

Editor's note:
For interoperability the reference point between the registrar / application service selection functional entity and the application functional entity will have conform to the requirements of the ISC reference point.

Editor’s note:
The interworking functions with other systems like PSTN, etc are FFS.

------------------------------------------------------------------------------------------------------
Fourth (4) change: possessive form needed, add apostrophe.
7.5.2.3
Reference point CSC-1 (between identity management client and identity management server)

Provides for the mutual authentication between the user equipment and the common server’s plane on behalf of applications within the application plane.

------------------------------------------------------------------------------------------------------
Fifth (5) change: add parenthesis to make easier parsing of the sentence due to numerous prepositional phrases.

7.5.2.4
Reference point CSC-2 (between the group management client and the group management server)

The CSC-2 reference point (between the group management client and the group management server for MCPTT application signalling for MCPTT data management of the MCPTT service) shall use the HTTP-1 reference point for transport and routing of signalling.

------------------------------------------------------------------------------------------------------
Sixth (6) change: change “a” to “an”.  An “a” before a word beginning with a consonant is the usual format. However when it is not a word, but an acronym and that acronym is an initialism (and pronounced letter by letter), special rules apply for F, H, L, M, N, R, and S.
8.1
Application plane

MCPTT User Identity: It uniquely identifies an MCPTT client and related user profile at MCPTT AS layer. The MCPTT Application, resident on the MCPTT client, establishing a connection, will employ application layer security in its connection to the MCPTT service.

------------------------------------------------------------------------------------------------------
Seventh (7) change: consistency with unnecessary use of capitalizations.
8.3
Relationship between identities in different planes

Many MCPTT User Identities can map to a single Private User Identity. Where the precise mapping is not known, a default MCPTT User Identity is defined to meet some specific MCPTT service requirement.

Many Private User Identities can map to a single MCPTT User Identity. A UE can be shared between multiple users by assigning a unique MCPTT User Identity to the MCPTT client associated to each user, but the UE uses the same private user identity.

------------------------------------------------------------------------------------------------------
Eighth (8) change: insert paragraph to separate text from list item.
8.4
MCPTT group identity

MCPTT group identity: Uniquely identifies an MCPTT group in an MCPTT system. It is used by the MCPTT client to identify the MCPTT group within the MCPTT system.

The MCPTT group identity is used as follows: 

a)
For identifying a set of identities of its group members; and

b)
By the MCPTT client to address the MCPTT group. 
The MCPTT group identity indicates the MCPTT system where the MCPTT group is defined. The MCPTT group identity indicates the MCPTT server within the MCPTT system where the group is defined.

The MCPTT group identity shall be a URI. When used within SIP it can be a SIP URI.

------------------------------------------------------------------------------------------------------

Ninth (9) change: consistency with term, UE-to-Network Relay MCPTT Service (i.e., correct word order to match defined term).
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Figure 9.2.1-1: On-network architectural model

------------------------------------------------------------------------------------------------------
Tenth (10) change:  Removal of hanging paragraph and change “function” to “core” in order to agree with terminology in the headers
9.2.2
Application services layer
9.2.2.1
Overview
The application services layer includes MCPTT application and any required supporting functions grouped into common services core.

9.2.2.2
Common services core

Common services core is composed of the following functional entities:

-
for common services, a configuration management server as described in subclause 7.4.2.1.2 and a group management server as described in subclause 7.4.2.1.4; and

-
for signalling control, a hypertext proxy as described in subclause 7.4.3.6 and a hypertext server as described in subclause 7.4.3.7.

9.2.2.3
MCPTT application service

MCPTT application service is composed of the following functional entities:

-
an MCPTT server as described in subclause 7.4.2.2.2; and

-
for media, a floor control server as described in subclause 7.4.4.2, a media resource function controller as described in subclause 7.4.4.3 and a media resource function gateway as described in subclause 7.4.4.4.

Editor’s note:
structuring of floor control server is FFS.

------------------------------------------------------------------------------------------------------
Eleventh (11) change: consistent unnecessary capitalization of term and consistent term defined in 7.4.3.5
9.2.6
UE 2

UE 2 is a device using ProSe UE-to-Network relay, and supporting application(s) related to MCPTT. It is composed of the following functional entities:

-
for common services, a group management client as described in subclause 7.4.2.1.3 and a configuration management client as described in subclause 7.4.2.1.1;

-
for MCPTT application services, an MCPTT client as described in subclause 7.4.2.2.1;

-
for signalling control, a signalling user agent as described in subclause 7.4.3.1 and an hypertext client as described in subclause 7.4.3.5; and

-
for media, a floor participant as described in subclause 7.4.4.1.
------------------------------------------------------------------------------------------------------

Twelfth (12) change: delete miscellaneous “)”

9.3.2
UE 3

UE3 is a device using ProSe and supporting application(s) related to Off-Network MCPTT service. It is composed of the following functional entities:

-
for MCPTT application services, an MCPTT client as described in subclause 7.4.2.2.1;

-
for signalling control, a signalling user agent as described in subclause 7.4.3.1; and

-
for media, a floor participant as described in subclause 7.4.4.1 and, for centralised floor control, a floor control server as described in subclause 7.4.4.2.
------------------------------------------------------------------------------------------------------

Thirteenth (13) change: Change UE1 to UE6 and consistency on unnecessary capitalization.
9.3.5
UE 6

UE 6 represents a device acting as a ProSe UE-to-UE relay between UE 5 and UE 7.

UE 6 may support application(s) related to Off-Network MCPTT Service.

When acting as a device supporting application(s) related to MCPTT, UE6 is composed of the same functional entities as for UE3, as described in subclause 9.3.2.

Editor’s note:
It is for future study whether the ProSe relay provides any service specific restrictions.

------------------------------------------------------------------------------------------------------
Fourteenth (14) change: insert MCPTT for consistency

10.4.1
Temporary group formation - group regrouping involving multiple MCPTT systems

The information flow in figure 10.4.1-1 below illustrates the group regroup operations to create a temporary group.

Pre-conditions:

1.
The security aspects of sharing the user information between primary and partner MCPTT systems shall be governed as per the service provider agreement between them. In this case, we consider the partner MCPTT system does not share their users’ information to the primary MCPTT system.

2.
The primary MCPTT system consists of the group management server – GMS1 and MCPTT server (primary). The partner MCPTT system consists of the group management server – GMS2 and MCPTT server (partner).

3.
The group management client of the dispatcher/authorized MCPTT user/UE belongs to the primary MCPTT system.

------------------------------------------------------------------------------------------------------
Fifteenth (15) change: English verb usage correction and add a conjunction, or, to the list of items.
10.5.1.2
End group call

The procedures focuses on the case where an MCPTT server initiates to the termination of an ongoing MCPTT group call for all the participants of that group call, since at least one of the termination conditions are met e.g., due to hang time expiry, last participant leaving, second last participant leaving, initiator leaving, or minimum number of affiliated MCPTT group members are not present.

NOTE:
The procedure for MCPTT user leaving the group call is a different scenario and not considered in this solution.

Procedures in figure 10.5.1.2-1 are the signalling control plane procedures for the MCPTT server initiating termination of an ongoing MCPTT group call.
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Figure 10.5.1.2-1: End group call

1.
It is assumed that MCPTT users on MCPTT client 1, client 2 and client 3 are already part of the ongoing group call (e.g., as a result of pre-arranged group call setup).

2.
MCPTT server would like to terminate the MCPTT group call which is ongoing e.g., due to hang time expiry, due to hang time expiry, last participant leaving, second last participant leaving, initiator leaving, or minimum number of affiliated MCPTT group members are not present.

3.
MCPTT server identifies the participants of the ongoing group call and generates group_call_end to terminate ongoing session.

4. 
MCPTT server sends a group_call_end via SIP core towards each participant of the ongoing group call.

5.
MCPTT users are notified about the termination of the group call.

6.
MCPTT client(s) receiving group_call_end, acknowledge towards MCPTT server.

7. MCPTT client 1, client 2 and client 3 have successfully released the floor control and media plane resources associated with the group call that is terminated.

------------------------------------------------------------------------------------------------------
Sixteenth (16) change: change “a” to “an”.  An “a” before a word beginning with a consonant is the usual format. However when it is not a word, but an acronym and that acronym is an initialism (and pronounced letter by letter), special rules apply for F, H, L, M, N, R, and S.
10.5.2
Group call involving groups from multiple MCPTT systems

The information flow in figure 10 5.2-1 illustrates the group call involving groups from multiple MCPTT systems. It considers the scenario for group hierarchies and temporary groups formed by group regroup. The protocol followed may be SIP.

Pre-conditions:

1.
The security aspects of sharing the user information between primary and partner MCPTT systems shall be governed as per the service provider agreement between them. In this case, we consider the partner MCPTT system does not share their users’ information to the primary MCPTT system.

2.
The MCPTT user belongs to an MCPTT group hosted by the primary MCPTT server.

3.
A temporary group is formed by authorized MCPTT user/dispatcher by the group regroup procedure (subclause 10.4.1) and identified via a temporary group ID (TGI).

4.
The MCPTT group members of the constituent MCPTT groups belonging to the temporary group are affiliated to participate in a group call for the temporary group.

5.
The primary MCPTT server is the main/master group call controller for the group call for the temporary group.

6.
The constituent groups of the temporary group may belong to partner MCPTT servers.

------------------------------------------------------------------------------------------------------
Seventeenth (17) change: change “a” to “an”.  An “a” before a word beginning with a consonant is the usual format. However when it is not a word, but an acronym and that acronym is an initialism (and pronounced letter by letter), special rules apply for F, H, L, M, N, R, and S.
10.7.2.2
Procedure

Both clients are served by the home MCPTT service provider in figure 10.7.2.2-1.
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Figure 10.7.2.2-1: MCPTT private call using manual commencement mode

1.
MCPTT client 1 and MCPTT client 2 are both registered and their respective users, MCPTT user 1 and MCPTT user 2, are authenticated and authorized to use the MCPTT Service.

2.
User at MCPTT client 1 would like to initiate an MCPTT private call for the selected MCPTT user. In case of private call with floor control, floor control is to be established. In the case of private call without floor control, both users will have the ability to transmit without floor arbitration.

3.
MCPTT client 1 sends an MCPTT private call request addressed to the MCPTT ID of MCPTT user 2. The MCPTT private call request contains a data element that indicates that MCPTT user 1 is requesting the floor, in the case of private call with implicit floor control.

4.
The MCPTT server confirms that both MCPTT users are authorized for the private call.

5.
The MCPTT server sends an MCPTT private call request for the call to MCPTT client 2, including the MCPTT ID of the calling MCPTT user 1.

6a.
The MCPTT user is alerted. MCPTT client 2 sends an MCPTT ringing to the MCPTT server.

6b.
The MCPTT server sends an MCPTT ringing to MCPTT client 1, indicating that MCPTT client 2 is being alerted.

7.
MCPTT user 2 has accepted the call using manual commencement mode (i.e., has taken some action to accept via the user interface) which causes MCPTT client 2 to send an OK to the MCPTT Server.

8.
The MCPTT server sends an OK to MCPTT client 1 indicating that MCPTT user 2 has accepted the call, including the accepted media parameters.

9.
The media plane for communication is established. Either user can transmit media individually when using floor control. In the case of successful call establishment for private call with implicit floor request from MCPTT client 1, the floor participant associated with MCPTT client 1 is granted the floor initially. At the same time the floor participant associated with MCPTT client 2 is informed that the floor is taken. The meaning of the implicit floor request (give floor initially to originator [client 1], or give floor initially to target [client 2]) may be configurable. In the case of private call without floor control both users are allowed to transmit simultaneously.

------------------------------------------------------------------------------------------------------
Eighteenth (18) change: change “accept” message to agree with term, call setup response, in figure. 
10.7.5
Private call set up in off-network mode with solicited discovery

When an MCPTT user using ProSe-enabled UE wants to communicate with a specific MCPTT user using ProSe-enabled UE by ProSe, the MCPTT user shall first know the MCPTT UE IP address of the target MCPTT user. Then the MCPTT user can initiate the private call set up procedure.

The information flow as illustrated in figure 10.7.5-1 is used to setup a private call between two MCPTT users for in off-network mode with solicited discovery.

Pre-conditions:

1.
MCPTT user profile used for off-network operation mode is pre-provisioned to MCPTT UE.

2.
MCPTT user profile used for off-network operation mode includes the IP address of the MCPTT user who logins on from the MCPTT UE.
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Figure 10.7.5-1: Private call set up with information acquisition using solicited discovery

1.
The discovery request contains the following information: MCPTT user identity of target MCPTT users or MCPTT group ID of target groups if it wants to find all membership of that MCPTT group. MCPTT client requires low layer to send discovery request message.

2.
ProSe discovery procedure will be used to help to find correct target user. It will provide the UE layer-2 ID, IP address related to target MCPTT UE/user. If MCPTT group ID is included in application discovery request, it will provide the UE layer-2 ID, IP address related to multiple target MCPTT UE/users contained within MCPTT group.

NOTE:
If SIP protocol is used for call setup, the SIP location server is located on each MCPTT UE.

3.
Lower layer will respond to MCPTT client the discovery result about if the target user is reachable or not.

4.
When MCPTT user 1 wants to setup private call, MCPTT UE1 sends a call setup request message towards to the target MCPTT user using the information got during discovery phase.

5.
The MCPTT UE2 accepts the private call and sends a call setup response message.

6.
MCPTT UE1 and UE2 successfully establish the media plane (steps 6a & 6b) for communication.

------------------------------------------------------------------------------------------------------
Nineteenth (19) change: consistency with UE # and User # (space or not space).  Two changes in figure and one in text.
10.7.6
Private call set up in off-network mode with unsolicited discovery

When an MCPTT user using ProSe-enabled UE wants to communicate with a specific MCPTT user using ProSe-enabled UE by ProSe, the MCPTT user shall first know the MCPTT UE IP address of the target MCPTT user. Then the MCPTT user can initiate the private call set up procedure.

The information flow as illustrated in figure 10.7.6-1 is used to setup a private call between two MCPTT users for in off-network mode with unsolicited discovery.

Pre-conditions: 

1.
MCPTT user profile used for off-network operation mode is pre-provisioned to MCPTT UE.

2.
MCPTT user profile used for off-network operation mode includes the IP address of the MCPTT user who logins on from the MCPTT UE.
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Figure 10.7.6-1: Private call set up with information acquisition using unsolicited discovery

1.
The discovery message includes MCPTT user identity of MCPTT user1. MCPTT client requires low layer to send discovery request message by unsolicited way.

2.
ProSe discovery procedure will provide the information of MCPTT user1 to all other MCPTT users (step 2a). The other MCPTT users (belonging to the same group) may store the received application layer identifies and layer-2 ID, IP address binding of MCPTT UE1/User1 locally (step 2b).

NOTE:
If SIP protocol is used for call setup, then the SIP location server is located on MCPTT UE1.

3.
MCPTT UE2 sends a call setup request message towards to the MCPTT UE1 according to the stored information which it received from the information acquisition phase.

4.
The MCPTT UE1 accepts the private call request message, and an acknowledgement is sent to the MCPTT UE2.

5.
MCPTT UE1 and UE2 successfully establish the media plane (steps 5a & 5b) for communication.

------------------------------------------------------------------------------------------------------
Twentieth (20) change: consistency there are 44 occurrences of “setup” as one word and 8 occurrences of “set up” as two words.  If there is no distinction, then use only one form throughout TS.   Least number of changes would be by changing the 8 “set up” to a single word.
UE-to-Network Relay MCPTT Service
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