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Abstract: Group call related information flows.
1. Introduction
This contribution presents most of the signalling flows required for the management of MCPTT group communications. It is complemented by a companion contribution dealing with in-call session management flows.
2. Broadcast use case

The question on whether or not some broadcast signalling is required for implementation of the requirements of TS 22.179 is often raised and the chat model where a session is permanently established is often perceived as a solution.
However, despite its merits, this model cannot properly provide a solution for some public safety specific use cases of critical importance.
Example: In France, for the military parade on July 14th, French President, key ministers, foreign Presidents, Prime Ministers or Rulers are attending, together with hundreds of thousands of people along the Champs-Elysées. A large number of police officers and EMS people are present (usually slightly more than 1% of the total attendance) so that the maximum number of MCPTT UE per cell specified in TS 22.179 is reached. All officers are in their usual communication and for good organisation, different groups have distinct communications and usually for service obvious security reasons have different keys. For example, VIP protection squads (Secret service) are using encrypted communications with keys which are different from the keys used by other groups like unsworn surveillance officers, traffic regulation officers or EMS people.
Suddenly, an officer watching on the crowd attending the parade detects a guy taking a rifle out of a guitar box. He immediately switches his radio from normal usage communication to system call and start to talk to inform everybody about the imminent danger. Every officer shall then leave the current communication to listen to this new communication, select a new key for the decryption and memorise that, until further notice, communication shall be done on this new call to be shared with all the officers.
When the situation is cleared, the system call is cancelled and every officer is switching back to normal communication.
Note: Something very similar really happened July 14th 2002.

Based on this use case, it is critical that several thousands of officers receive in a few hundred of milliseconds (and especially the VIP protection squad officers) a signalling allowing knowing that a system call is starting with some higher priority that the priority of the current communication. It is not felt that a unicast signalling path is an appropriate solution to carry more than several tens of unicast message per 1 ms sub-frame and that thus a broadcast mechanism is required therefore.
3. Conclusion

It is recommended to add the following information flows to the corresponding section of TR 23.779.
*******************************Begin first change***************************************

5.2.X3.1
Call session join procedure
The call session join procedure is used to join an established call session. It may be a permanently established session or a session which has been established using the broadcast setup procedure according to clause 7.X.
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Figure 7.Y-1 – Call session join procedure

0.
The MCPTT client determines that the broadcast bearer has been lost, for example by lack of reception of media frames for some duration or transport layer failure indication. The joining may be triggered by the user application if a group to which the MCPTT UE is affiliating has a permanently established session. It may also be triggered if the user application of the MCPTT UE is willing to request the floor but no unicast session has been setup prior to the request.

1.
MCPTT client initiates a call join or re-join by sending an MCPTT (re)-join request message with a URI indicating the group. This message is routed through the EPS and SIP core to the serving AEP.

2.
The serving AEP un-hides the identities in the (re)-join request message and routes it to the MCPTT application server managing the group.
Session establishment or re-establishment is performed as usual in steps 3 to 6, with the setup of the unicast media session.

*******************************End first change***************************************
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