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Introduction
The reference points needed in the application plane are discussed, along with the constraints imposed on the usage of functional entities required from this.
Discussion
Little consideration has so far been given to the required reference points between functional entities in the application plane. This is both between different functional entities, and functional entities of the same type.

Multiple physical instances of the same functional entity may need to be deployed due to reasons of:
-
geographic distribution;

-
oranisational structure of the supported emergency organisation

-
scalability issues to handle the volume of communication

Provision of multiple physical instances may have constraints imposed on it by the operational needs of the application. Taking an example from the IM CN subsystem, all the communication needs of a single user, irrespective of whether it is one or more public user identities, need to use the same S-CSCF. Thus the usage of that S-CSCF is required from the start of the first registration of that user, to the end of the last registration.
Within the application plane we currently have the following functional entities:
-
MCPTT server

-
Group management server

-
Identity management server

Also accessible at the application level is the MCPTT user database

Known communication needs between different types of functional entities are:

-
between the MCPTT server and the group management server

-
between the MCPTT server and the identity management server

-
between the MCPTT server and the MCPTT user database
Each of these application plane functional entities could be required to be duplicated due to any of the reasons listed above. Considerations would be as follows:

-
Group management server: all the functions of a single group need to be resident on the same group management server. This is because the group management server is required to produce a document for accessing UEs relating to all the functions of a single group. That means that a UE that is part of multiple groups may need to access multiple group management servers.

-
Identity management server: all the identity management functions of the a single user need to be resident on a single identity management server. This means an MCPTT server may need to communicate with several identity management servers based on the specific user.
-
MCPTT server: all the functions of a single group need to resident on the same MCPTT server. If this does not occur, then conferencing functions will be split across multiple servers. That means that a UE that is part of multiple groups may need to access multiple MCPTT servers.

The alternative to the above split for the MCPTT server would be to require a mesh connection of MCPTT servers for the communications of a single group that needs to be conferenced, which each MCPTT server representing a specific user needs. This is not considered to be feasible.

The MCPTT user database is not directly considered in this respect; mechanisms already exist in respect of the HSS that can be duplicated for this functional entity.
This paper does not consider mechanisms for reaching the correct application plane entity for the specific group.

Proposal

The following changes are proposed to 3GPP TR 23.779.

CHANGE 1
6.5.2.1
Common services core

6.5.2.1.1
Configuration management client

Editor's note:
FFS.

6.5.2.1.2
Configuration management server

Editor's note:
FFS.
6.5.2.1.3
Group management client

6.5.2.1.4
Group management server

The group management server functional entity provides for management of groups supported within the MCPTT service provider.

All the group management clients supporting users belonging to a single group are required to use the same group management server for that group. A group management client supporting a user involved in multiple groups can have relationships with multiple group management servers.
6.5.2.1.5
Identity management server

The identity management server is a functional entity that is capable of authenticating the MCPTT user. 
The identity management server functional entity may reside in the same domain as the user's MCPTT server.

6.5.2.1.6
Identity management client

This functional entity acts as the application user agent for MCPTT user identity transactions. 
Editor's note:
It is FFS whether this functional entity may be combined with some other user agents such as group management client and configuration management client.

6.5.2.2
MCPTT application service

6.5.2.2.1
MCPTT client

This functional entity acts as the user agent for all MCPTT application transactions. It also supports location reporting, presence, and status reporting.
Editor's note:
In the allocation of functional entities, this functional entity is allocated to the user's device. The Signalling user agent functional entity and floor participant functional entity are collocated with this functional entity, which is for further study.

6.5.2.2.2
MCPTT server

The MCPTT server functional entity provides centralised support for MCPTT services.

All the MCPTT clients supporting users belonging to a single group are required to use the same MCPTT server for that group. An MCPTT client supporting a user involved in multiple groups can have relationships with multiple MCPTT servers.

NOTE:
Possible requirements for handling multiple distinct media on different MCPTT servers is not covered in this version of the document.
CHANGE 2

NOTE TO IMPLEMENTOR – THIS P-CR ASSUMES SUBCLAUSE NUMBERING AS IN S6-150393
6.6.2.x
Reference point CSC-1 (between identity management client and identity management server)
Provides for the mutual authentication between the user equipment and the common servers plane on behalf of applications within the application plane.
6.6.2.y
Reference point CSC-3 (between MCPTT server and group management server)

Provides for the MCPTT server to obtain information about groups.
6.6.2.z
Reference point MCPTT-2 (between MCPTT server and MCPTT user database)

Provides for the MCPTT server to obtain information about a specific user.
