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Abstract of the contribution: Based on the incoming LS from SA2 (S6-150349), this contribution proposes a new solution for MCPTT operation in IOPS mode.
1
Discussion
The incoming liaison from SA2 (S2-151424/S6-150349) states that as part of their Stage 2 work on Isolated Operation for Public Safety (IOPS) SA2 have decided that the IOPS functionality for the total loss of backhaul case can be supported by means of a “Local EPC” that is co-sited with one of the eNBs in the network, or that is reachable by local network infrastructure (see the candidate solution in TR 23.797).
The term “Local EPC” refers to EPC functionality, consistent with the standard 3GPP EPC architecture, which is sited local to an eNB and which provides the EPC functions in the absence of a normal backhaul.

Additionally, SA2 indicates that provision of application services over an IOPS network will be based upon the LTE-Uu radio interface and EPS bearer services supported by a Local EPC (a new deployment scenario which does not allow access to the centralised MCPTT entities connected to the EPC accessible when not in IOPS mode of operation). An IOPS network basically provides local IP connectivity services.

SA2 requests that SA6 take this into account in their specification of MCPTT services, given the requirements for interoperability with MCPTT services as specified in the IOPS service requirements TS 22.346.

2
Proposal
Based on the SA2 request it is proposed to agree the proposed “MCPTT for IOPS” solution for inclusion in TR 23.779.

######################### TEXT PROPOSAL FOR TS 23.779 #########################
5
Candidate Solutions 
5.X
MCPTT for Isolated E-UTRAN Operation for Public Safety (IOPS)

5.X.1
Solution X-1: Local SIP Core and Local MCPTT server

5.X.1.1
Functional Description
The solution for MCPTT for IOPS described in this clause is straightforward.
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Figure 5.x.1.1-1: MCPTT for IOPS with local SIP core and local MCPTT server
As illustrated in Figure 5.x.1.1-1 it is assumed that:

-
In the event of total loss of backhaul connection to the Macro Evolved Packet Core (Macro EPC), the E-UTRAN transitions to IOPS mode by activating a Local EPC (refer to TR 23.797) and establishing the S1 link to the Local EPC.

-
The Local EPC function provides access to a local SIP core and a local MCPTT server.

-
The same architecture also applies to a Nomadic EPS (also described in TR 23.797).

5.X.1.2
Procedures

5.X.1.2.1
General

It is expected that the procedures for MCPTT for IOPS will largely follow the procedures for on-network operation. The main impact is expected on security due to the total absence of backhaul connection towards any centralised repository of security credentials.

Editor's note:
The security aspects of MCPTT for IOPS are FFS and need to be defined in SA3.

5.X.1.2.2
High-level call flow for MCPTT for IOPS

Depicted in Figure 5.x.1.2.2-1 is a high-level call flow describing how an IOPS-enabled UE switches from normal mode MCPTT to IOPS mode MCPTT and vice versa, following the underlying EPS transitions between normal and IOPS mode.


[image: image2.emf]4. IOPS mode 

operation detected

 

UE

eNB with 

local EPC

 

1. Backhaul lost 

2. Transition to 

IOPS mode

3. IOPS mode operation announced

9. UE is detached and eNB advertises 

Normal PLMN ID 

10. UE attaches to Macro EPC

8. Backhaul is restored

5. Attach to local EPC including IP address 

assignment 

6. UE registers with local SIP core

Macro EPC

SIP core 

+MCPTT 

server

Local SIP 

core

Local 

MCPTT 

server

11. UE registers with SIP core and MCPTT server

7. UE registers with local MCPTT server


Figure 5.x.2.2-1: Operation of MCPTT for IOPS
The call flow is based on the call flow in TR 23.797 Figure 6.1.2.1-1.

The only new steps are the self-explanatory steps 6, 7 and 11.

5.X.1.3
Impact on Existing Entities and Interfaces

Editor's note:
Impacts on existing nodes or functionality will be added.

5.X.1.4
Solution Evaluation

Editor’s note:
The fulfilment of requirements will be evaluated. 
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