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Abstract:  This contribution proposes the format of the MCPTT group identity to be based on SIP URI.

1.
Introduction
The format of the MCPTT group identity needs to be determined. This contribution analyses the usages and possible formats of this identifier and proposes that MCPTT group identity shall be based on SIP URI.
2.
Discussion
 The MCPTT group identity is used for:

a) uniquely identifying a MCPTT group;

b) relating to the identities of all its group members;

c) MCPTT client to address the MCPTT group. 

The above usages must be taken into consideration when determining the format of the MCPTT group identity. 

According to the requirements in clause 6.18.12 “interworking between MCPTT systems” in TS 22.179 listing below may requirethat MCPTT group identity can be linked to its MCPTT system, i.e., the corresponding MCPTT system can be found through the MCPTT group identity. 

“[R-6.18.2-004] An MCPTT Service shall provide mechanisms to allow an MCPTT User on the Primary MCPTT System to affiliate to an MCPTT Group from a Partner MCPTT System, subject to authorization from the Primary MCPTT System and the Partner MCPTT System where the MCPTT Group is defined.

[R-6.18.2-005] An MCPTT Service shall provide mechanisms to allow a roaming MCPTT User to affiliate to an MCPTT Group from the Partner MCPTT System, subject to authorization from the Partner MCPTT System where the MCPTT Group is defined.
[R-6.18.2-006] An MCPTT Service shall provide mechanisms to allow an MCPTT User that receives service from a Partner MCPTT System to affiliate to an MCPTT Group from another Partner MCPTT System, subject to authorization from the Partner MCPTT System where the MCPTT Group is defined.
NOTE 2:
It is assumed that once affiliation from a User to a Group is successful, subsequent communication within that Group are available to the User.

[R-6.18.2-007] End to end security of an MCPTT Group communication (including in Partner MCPTT Systems) shall be based on parameters obtained from the MCPTT system where the MCPTT Group is defined.”

  SIP URI based format seems most appropriate choice. By using the same realm domain MCPTT group identity can be easily linked to the MCPTT system who defines it.. 
Especially compared to other format identity e.g based on telephone number, in which transforming the telephone number into SIP URI is inevitably need.
Proposal 1: The MCPTT group identity based on SIP URI is suggested to be adopted. 
Proposal 2: The MCPTT group identity shall indicate the MCPTT system where the MCPTT group is defined.
3.
Proposals
Based on the preceding analysis, it is kindly proposed to include the following texts into section 6 of TR23.779.

******************************Begin of change************************************
6.4.x  MCPTT group identity

MCPTT group identity: Uniquely identifies an MCPTT group in an MCPTT system. It is used by the MCPTT client to identify the MCPTT group within the MCPTT system.

The MCPTT group identity is used as follows: 
a) uniquely identifying an MCPTT group; 
b) for identifying a set of identities of its group members; 
c) MCPTT client to address the MCPTT group. 

The MCPTT group identity shall indicate to the MCPTT system where the MCPTT group is defined.

The MCPTT group identity shall be a URI. When used within SIP it can be a SIP URI.
*********************************End of the change*********************************

