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Abstract: This contribution proposes an MCPTT group affiliation architecture based on Presence.
Introduction
MCPTT requires that a MCPTT User affiliate to a MCPTT Group that the are authorised for (a member of) prior to receiving communications on that MCPTT Group. This contribution proposes an architecture based on Presence for an MCPTT User and MCPTT Service Provider to affiliate an MCPTT User to a MCPTT Groups.
Background

OMA PCPS make use of the OMA Presence enabler. Presence and OMA PCPS Group Management make use of OMA XDM (in Particular the Shared List XDMS and the Shared Group XDMS). XDM also supports the use of the Shared Policy XDMS 
See RED shaded boxes for Presence Functions, GREEN shaded boxes for PCPS(MCPTT) specific functions. YELLOW shaded boxes represent the XDMS functions used by PCPS, Presence and Group Management., and the BLUE shaded box represents the XDMC function that allows a network administrator to impact the data in the XDMS used by PCPS, Presence and Group Management.
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OMA PCPS architecture showing use of Presence and XDM
OMA PCPS allows both the PoC Client (MCPTT UE) and the PoC Server (MCPTT Server) to act as Presence Sources and as Presence Watchers. In particular the PoC Server publishes Presence Information based on the PoC Service Settings that the PoC Client sends to the PoC Server after SIP Registration and whenever the settings change.
From OMA PCPS AD and SD:

AD 6.1.3.3 Presence Functionality

The PoC Server performing the Participating PoC Function MAY act as Presence Source and Watcher towards the Presence Server on behalf of the PoC Client. The presence handling is performed via the reference points POC-2 and PRS-3. Communication between PoC Server and Presence Server is accomplished using SIP and the SIP specific event notification mechanism as specified in [RFC3261] and [RFC6665]. The details are specified in [OMA Presence V2.0 AD].

The PoC Server MAY perform the following functions when it assumes the role of a Presence Source:

· Publish PoC-related presence information to the Presence service (on behalf of PoC Client) based on the mapping function mentioned above.
PoC Server MAY support policy enforcement for PoC Session handling based on PoC-related or general presence information (e.g. status "not reachable").
The function of the PoC Server to perform the role of Watcher is outside scope of this specification.

SD 5.17 Presence

The Watcher associated with the PoC Client MAY utilize presence service enabler(s) to determine the PoC presence status of other PoC Clients.
The Presence Source MAY publish presence information to the Presence Server.

The Presence Source supplied presence information is routed to the Presence Server via the PRS-1 and PRS-3 reference points.

The PoC Server MAY publish presence information to the Presence Server based on: the registration state, the state of the PoC Client within the PoC Session, the number of Simultaneous PoC Sessions, the PoC Service Setting for Incoming PoC Session Barring and the PoC Service Settings for Incoming Instant Personal Alert Barring. The published presence information SHALL include an Instance Identifier URN when available.
NOTE 1:
The PoC Server can obtain any presence information it requires on PoC Clients from the Presence Service enabler. The signalling between the Presence Server and the PoC Server is routed via the SIP/IP Core and the PRS-3 Reference Point. The functionality in PoC Server to obtain the presence information is outside scope of PoC specifications.
NOTE 2:
The architecture and functions of the Presence Service enabler are specified in [OMA Presence AD].
One of the major functions of Presence is to allow a user to indicate their ability and willingness to communicate. The purpose of Group Affiliation is for a MCPTT User to indicate their willingness to receive and potentially transmit communications related to that particular MCPTT Group. Semantically the Presence Model therefore is a perfect match for the Group Affiliation requirements.

The approach of this contribution can be summarised as follows:

1. A MCPTT Group provisioned in the Group XDMS includes in the Group data structure an invitation rule/policy data structure based on IETF Common Policy that includes affiliation required as a rule for being invited to calls involving the Group.

2. The MCPTT User publishes a list of MCPTT Groups (list of Group URIs) he wishes to affiliate with. This could be done using direct presence publication to the Presence Server (MCPTT acts as a Presence Source) OR included in the [PoC] Service Settings that the MCPTT UE sends to the Home MCPTT Server. 
NOTE: Multiple Devices of the same user can be used to publish Group Affiliation and potentially different Groups can be affiliated with by the same user from different devices allowing different devices of the user to be invited to different groups.

3. The MCPTT Service Administrator can similarly using Presence mechanisms Publish on behalf of that user additional pre-assigned Group affiliations using the XDMC.
4. The Home MCPTT Server (acting as a Presence Source) Publishes the Group Affiliation information it receives in the [PoC] Service Settings to the Presence Server

5. The Presence Server aggregates the Presence information for that user from all the sources to produce a consolidated Presence Document that includes the consolidated Group affiliation list.

6. The Group XDMS uses the List XDMS for the Group member list and the Presence Service also uses the List XDMS for Resource Lists that are used for aggregated Presence Subscriptions (think buddy lists). The MCPTT Server uses the same member list used for the Group members as a Resource List for subscribing to Presence Information on the Group Members to subscribe for and obtain the Group Affiliation data for that Group. The Resource List Server (RLS) (the RLS is a functional entity of the OMA Presence Architecture) subscribes to the Presence information of each Group Member and aggregates the notifications for each Group Member’s Presence information into a single consolidated document containing a list of those affiliated to that Group. A filter is included in the subscribe request by the MCPTT Server so that only the affiliation data for those users that have affiliated to that group is obtained and only changes to the affiliation status triggers notification . The subscription could be persistent or just a fetch of the data. The MCPTT Server determines that it needs to obtain the affiliation status of the group members based on the invitation rule/policy data structure that defines that affiliation is required provisioned in the Group data structure.
NOTE: 
Presence is also an ideal mechanism for storing, consolidating and distributing location information. In addition to affiliation required the rule/policy data structure could also contain a location criteria in order to satisfy “and in a given geographical area” requirements related to the group. 

7. The MCPTT Server invites those users that are identified as affiliated to the group based on the notified presence status.

8. Persistent subscription to the presence status of the group members by the MCPTT Server allows the MCPTT Server to re-evaluate the criteria for participation in the Group Call for example if the user is no longer in the geographical area of interest or the user changes their affiliation during the call.
NOTE: 
This allows the MCPTT Server to add or to/expel users from the call if they meet/no longer meet the criteria and would potentially allow a user to leave multiple groups by removing their affiliation to them using a single presence publication operation rather than having to send BYEs on maybe as many as 30 -50 different simultaneously active group calls.

9. Other MCPTT Users can subscribe to the Group List (in a similar to the MCPTT Server) in order to determine who and how many users are affiliated to the group. 
10. The Group Administrator or Dispatcher can through Presence Publication remove affiliation to certain groups and add affiliation to others and the MCPTT user by subscribing to their own presence information can determine that their affiliations have been modified or overridden. 

11. A MCPTT User can also subscribe to the presence information of another MCPTT User in order to obtain the list of MCPTT Groups that MCPTT User is affiliated to. 
Advantages of a Presence Based Approach
1. Minimal Modifications to the OMA PCPS model
The only enhancements foreseen are:

1. Extension to the PoC Service Settings Event Package (Does NOT require IETF involvement) for Group Affiliation information.

2. Extension to the PIDF Presence Information Data Format) document for Group Affiliation Information (Does NOT require IETF involvement) to include a List of Group URIs that the MCPTT User is affiliated to.

3. Enhancement of the Group Data Structure to defined rule/policy for Group Affiliation (and possibly location) based on IETF Common Policy Framework.
4. Subscription by the MCPTT Server to the Resource List Server using Group Member Lists to obtain the list of those affiliated to the Group.

2. Presence Support for Inter-Domain Operation

MCPTT needs to operate across multiple MCPTT domains (Primary and Partner) MCPTT Systems. It is a requirement that a MCPTT User on the Primary MCPTT System can affiliate to an MCPTT Group from a Partner MCPTT System. Presence already supports mechanisms and authorisations for subscription and notifications inter domain enabling a MCPTT Server (and MCPTT Users) in one domain to obtain the affiliation status of group members that are MCPTT users of another domain. 
NOTE: 
Concern has been stated about the efficiency of using the subscriptions based Presence mechanism for affiliation because of the load on the network of persistent subscriptions that generate notification messages. However within a single domain the Presence system for this does not have to be implemented on separate platforms. Within a single domain the MCPTT Server, Resource List Server and Presence Server can all be collocated on the same platform which results in no additional messages for those Groups and Users that are all hosted within the same domain. It can be expected that for MCPTT most groups will contain mainly users that are from the same domain as where the Group is hosted. Only in the minority of cases where some members of a group are users in a different domain will there be a need for subscription and notification messages to be passed between MCPTT entities.
3. The Presence framework can be utilised for additional sophisticated filtering

The Presence framework with rule/policy based Group invitations can also be used for more sophisticated filtering of Group invitations. For example affiliated MCPTT Group members could be filtered additionally based on location, and/or information on the MCPTT User’s training/capabilities/equipment (e.g. Police and Firefighters with special chemical/biological/radiation event handling training and capability etc). Basically any information that can be added to PIDF can be used as criteria for filtering which Group members are invited to a Group Call. 
4. Built in Multiple Devices / Multiple Authorised Users Support
The Presence framework already supports publication of Presence information by multiple presence sources including multiple devices of the same user and other users that are authorised to publish presence information on behalf of another user. The Presence Server consolidates all these different presence sources into a single document which can be subscribed to. The Presence Framework also allows for different contact addresses to also be published so that potentially a user could affiliate to different Groups with different Contact Addresses for different devices allowing some group invitations to be received on some devices and other group invitations to be received on other devices. 
5. Efficient for dynamic affiliation changes
Some MCPTT Users may change the groups that they affiliate with several times a day or even several times an hour. Presence publication based on SIP PUBLISH is potentially more efficient for modifying data that changes often than using XCAP to make such changes which either requires re-establishing a TLS connection to modify the document or maintaining a TLS connection which has overhead in terms of signalling efficiency and battery life. 
Architecture

The proposed architecture is shown in the figure below. It uses the Presence Resource List and Presence Server functional entities based on the OMA Presence Enabler (as used by OMA PCPS). OMA XDM is also needed to provide the relevant lists and policies for the use of presence.
The dotted line around the MCPTT AS, Resource List Server and Presence Server illustrates that when the MCPTT User(s) that are members of the a Group hosted by the same MCPTT Server/XDMS all these entities can be collocated. Where the Group is hosted by a different MCPTT Server/XDMS than the Home MCPTT Server of the MCPTT Users that are members of the group the Resource List Server needs to be associated with the MCPTT Server that owns the Group and the Presence Server can be associated with the Home MCPTT AS of the individual Group Member. 
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TS 22.179 Requirements
	5.1.5
Membership/affiliation

[R-5.1.5-001] The MCPTT Service shall provide a mechanism by which an MCPTT User determines the currently defined MCPTT Groups for which the user is authorized.

 [R-5.1.5-003] The MCPTT Service shall support an MCPTT User's ability to affiliate to one or more MCPTT Groups.
[R-5.1.5-004] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to limit the total number (N2) of MCPTT Groups that an MCPTT User can be affiliated to simultaneously.
 [R-5.1.5-007] The MCPTT Service shall require that MCPTT Users affiliate with MCPTT Groups prior to participation in the communications of those groups.

[R-5.1.5-008] An MCPTT User shall be able to affiliate with a multiplicity of MCPTT Groups, subject to restrictions configured by the MCPTT Administrator.

5.3
Late call entry

[R-5.3-001] The MCPTT Service shall provide a mechanism by which an Affiliated MCPTT Group Member can join an ongoing MCPTT Group Call.
[R-5.3-004] If an MCPTT Group call proceeds without all Affiliated MCPTT Group Members (e.g., due to one or members being temporarily out of coverage during the call setup or in one or more higher priority calls), the MCPTT Service shall attempt to add those affiliated members as the call proceeds and they become available.

[R-5.3-005] If, during an ongoing MCPTT Group call, additional MCPTT Group Members affiliate with the group, the MCPTT Service shall add those members to the group call.
6.2.1
Commencement modes for MCPTT Group calls

[R-6.2.1-006] The MCPTT Service shall be capable of requiring that all MCPTT Users that are both affiliated to the MCPTT Group and in a given geographical area acknowledge receipt of an MCPTT Group call setup request before the audio transmission proceeds.
6.2.4
Call termination

[R-6.2.4-007] The MCPTT Service shall release an MCPTT Group call if any of the termination conditions are met (e.g., last Participant leaving, second last Participant leaving, initiator leaving) or the minimum number of Affiliated MCPTT Group Members are not present.
6.4.2
Group status/information

[R-6.4.2-001] The MCPTT Service shall provide a mechanism by which an authorized MCPTT User determines which MCPTT Groups have at least one other MCPTT User affiliated.

[R-6.4.2-005] The MCPTT Service shall provide a notification, for example audio and/or visual, to a user that there are no members on an MCPTT Group being used/monitored by the user and that the user is the only user affiliated to that MCPTT Group.
[R-6.4.2-006] The MCPTT Service shall provide a mechanism by which an authorized MCPTT User can determine which MCPTT Group(s) another MCPTT User has affiliated to.

6.4.5
Membership/affiliation list

[R-6.4.5-001] The MCPTT Service shall provide, upon request, the list of currently affiliated members on an MCPTT Group to an authorized user regardless of the user's affiliation.

[R-6.4.5-002] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to authorize an MCPTT User to request the list of currently affiliated members on an MCPTT Group regardless of the MCPTT User's affiliation or group membership.

[R-6.4.5-003] The MCPTT Service shall provide, upon request, the list of currently affiliated members of an MCPTT Group to an authorized MCPTT UE.

[R-6.4.5-004] When a list of affiliated members is provided, the list shall reference each member by User ID and/or associated aliases.

6.4.6
Authorized user remotely changes another MCPTT User's affiliated and/or Selected MCPTT Group(s)
6.4.6.1
Mandatory change
 [R-6.4.6.1-002] The MCPTT Service shall provide a mechanism that allows an authorized MCPTT User (e.g., dispatcher) to make changes to the group(s) that an on-network MCPTT User is affiliated to and then the MCPTT Service shall send a notification to the on-network MCPTT User.
[R-6.4.6.1-003] The MCPTT Service shall provide a mechanism that allows an authorized MCPTT User (e.g., dispatcher) to change multiple other on-network MCPTT Users' Affiliated MCPTT Group(s) to a specific MCPTT Group, and the MCPTT Service shall notify this to the on-network MCPTT Users.

6.18.2
Interworking between MCPTT systems

 [R-6.18.2-004] An MCPTT Service shall provide mechanisms to allow an MCPTT User on the Primary MCPTT System to affiliate to an MCPTT Group from a Partner MCPTT System, subject to authorization from the Primary MCPTT System and the Partner MCPTT System where the MCPTT Group is defined.
[R-6.18.2-005] An MCPTT Service shall provide mechanisms to allow a roaming MCPTT User to affiliate to an MCPTT Group from the Partner MCPTT System, subject to authorization from the Partner MCPTT System where the MCPTT Group is defined.

[R-6.18.2-006] An MCPTT Service shall provide mechanisms to allow an MCPTT User that receives service from a Partner MCPTT System to affiliate to an MCPTT Group from another Partner MCPTT System, subject to authorization from the Partner MCPTT System where the MCPTT Group is defined.
…


Proposal
Based on the discussion above, it is proposed to add the following text in TR 23.779 clause 5.11.x.
· -------------------------------------------First Change ----------------------------------------- 
5.11.X
Solution 11-X: Group Affiliation based on Presence
5.11.X.1
Functional description
Group affiliation provides the means to:

-
Affiliate MCPTT users with MCPTT Groups; and, 

-
Distribute group membership and affiliation information to MCPTT Server and  MCPTT UEs.

Group affiliation utilises the MCPTT UE, MCPTT Server, Resource List Server (RLS), Presence Server and XDMS, as follows:
MCPTT UE:

-
Publishes the list of MCPTT Groups that the MCPTT User wishes to affiliate with, using either direct Presence Service Publication or included in the MCPTT Service Settings sent to the MCPTT Server.
-
Subscribes to Presence Information:

a)
own Presence Status for updates to own affiliations;

b)
other MCPTT Users Presence Status to obtain the affiliations of other MCPTT Users; and
c)
using the Group Member List from the List XDMS as a Resource List to obtain who is affiliated to a particular MCPTT Group.

MCPTT Server:

-
Publishes to the Presence Server the list of MCPTT Groups that the MCPTT User wishes to affiliate with along with the other MCPTT Service Settings; and
-
Uses the condition rule of the group documents to determine that the members of the Group need to affiliate to be invited and then subscribes to the Group Member List Resource List to obtain who is affiliated to a particular MCPTT Group in order to determine who to invite. A Filter is used in the subscription so that only changes to the affiliation information triggers notifications.
Group XDMS: 

· The MCPTT Group document contains authorisation policies to which the MCPTT Server refers to make decisions regarding whether to conference a given user to an MCPTT Group Call.  The authorization policy framework is based on IETF Common Policy that defines a rule as a condition and an action. For purposes of “group affiliation” in MCPTT, the condition part of the rule contains an indication that “affiliation is required” to be invited action; and
· The MCPTT Group document also uses the List XDMS for the Group Member List. 

List XDMS:

-
Contains the list of Groups Members for each MCPTT Group.
Resource List XDMS:

-
Uses the list of Group Members of each MCPTT Group from the List XDMS 
Presence Server:

-
Composes the presence document for each MCPTT User based on the published presence information including the lists of Groups the MCPTT User wishes to affiliate with; and

-
Based on the Presence Watcher Authorisation Policies provides Presence Information to those subscribing for it including the lists of Groups the MCPTT User wishes to affiliate with
The following diagram illustrates the inter communication of the MCPTT UE, MCPTT Server, Resource List Server, Presence Server and XDMS. 
NOTE:
The dotted lines shows functional entities that can be collocated when the MCPTT Users, MCPTT Server that hosts the MCPTT Group and all the Group Members are in the same network.
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Figure 5.11.X-1: Architecture for Affiliation
5.11.X.2
Procedures
Editor’s note:
The flows are provided in a separate contribution which if agreed replaces this note.

5.11.X.3
Impact on Existing Entities and Interfaces

The MCPTT Service Settings is enhanced to include the list of Groups the User wishes to affiliate with..

5.11.X.4
Solution Evaluation

Editor’s note:
The fulfilment of requirements in clause 4.2 will be evaluated. 
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