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1. Discussion
As discussed in S6-150366 Pre-established Session - Procedures, MCPTT has call setup requirements that will be quite challenging to meet. In particular the MCPTT Access Time (KPI 1) which is required to be <300ms for 95% of all MCPTT requests (for 99% for Emergency and Imminent Threat Calls). One of the solutions that OMA PCPS has defined for improving the setup time is the Pre-established Session. This contribution proposes the flows (Based on the OMAPCPS System Description) for leaving a MCPTT Call when using Pre-established Session
In TS 22.179, there are several call setup time requirements related to Performance Requirements that justify the use of the Pre-established Session. 
	6.15.3
MCPTT access time and mouth-to-ear latency

6.15.3.2 
Requirements

[R-6.15.3.2-012] The MCPTT Service shall provide an MCPTT Access time (KPI 1) less than 300 ms for 95% of all MCPTT Request.

[R-6.15.3.2-013] For MCPTT Emergency Group Calls and Imminent Peril Calls the MCPTT Service shall provide an MCPTT Access time (KPI 1) less than 300 ms for 99% of all MCPTT Requests.

…


2. Proposal

Based on the discussion above, it is proposed to add the following information flow in TR 23.779 clause 7.x.

-------------------------------------------First Change -----------------------------------------
7.X
On Network Pre-established Session Information Flows for MCPTT Service

7.X.1 Pre-established Session General
The Pre-established Session provides a mechanism to negotiate Media Parameters such as IP address, ports and codecs, which are used for sending the media, Media Type and Floor Control messages between the MCPTT UE and the Home MCPTT Server. The mechanism allows the MCPTT UE to invite other MCPTT UEs or receive MCPTT Calls without negotiating again the Media Parameters.

The Pre-established Session can be established after the initial SIP registration and MCPTT service logon. Figure 7.X.1-1 presents the high level description of the Pre-established Session procedure.
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Figure 7.X.1-1: Pre-established Session
1.
The MCPTT UE registers to the SIP Core;
2.
The MCPTT UE logs on for the MCPTT Service; and
3.
The Pre-established Session is a session establishment procedure between the MCPTT UE and the MCPTT Server to exchange necessary Media Parameters needed for setting up the media bearer. After the Pre-established Session is established the MCPTT UE is able to activate media bearer whenever needed:
-
immediately after the Pre-established Session procedure or; 
-
when the actual SIP signalling for the MCPTT Call is initiated.
7.X.2 Pre-established Session Flow

The Pre-established Session is a session between the MCPTT UE and the MCPTT Server in the Home MCPTT Network. Figure 7.X.2-1 represents the Pre-established Session establishment flow.
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Figure 7.X.1-2: Pre-established Session Establishment
1.
The MCPTT UE gathers ICE candidates;
2.
The MCPTT UE1 sends an INVITE request to the MCPTT Server: Information elements contained in the INVITE request:
a)
The URI of the home MCPTT Server;

b)
Media Parameters of MCPTT UE1 for inactive media stream(s);

c)
ICE candidate list;

d)
The MCPTT service identifier;

e)
Address of the MCPTT User at MCPTT UE1;

f)
Supported floor control protocol(s); and
g)
Desired QoE Profile.
3.
MCPTT Server performs necessary service control and interacts with the Media Resource Function Gateway to obtain media parameters and to gather ICE candidates;
4.
MCPTT Server sends an OK response to MCPTT UE1. Information elements contained in the OK response:
a.
Media Parameters of MCPTT UE1 for inactive media stream(s);

b.
A conference URI that identifies the Pre-established Session;

c)
ICE candidate list;

d)
Selected floor control protocol; and
e)
QoE Profile for the Pre-established Session.
5.
ICE candidate checks take place between MCPTT UE1 and the Media Resource Function Gateway;
6.
If necessary MCPTT UE1 sends another INVITE request to the MCPTT Resource Function Gateway to update the ICE candidate pair; and
7.
The MCPTT Server sends a OK response accepting the ICE candidate pair update.
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