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Abstract: This contribution analyses the architecture of the session-based interaction between the IMS and the PCC sub-system (PCRF) and the limitations of current specifications for the support of permanent sessions required for the fulfilment of the stringent setup times of MCPTT call in a NAT/firewall traversal deployment context. Potential improvement solutions are outlined.
1 Introduction
One of the most challenging requirements for MCPTT application is a quick setup time, compatible with various deployment scenarios and applying to both private and group call. The purpose of this discussion contribution is to highlight some limitations in the current session-based PCC management of the P-CSCF and to propose ways forward to be further analysed by the appropriate working group (SA2) for Release 13.
2 Permanent session for NAT/firewall traversal and maintenance
NAT traversal is a classical issue for IMS and solutions have been developed therefore. However, the assumptions used in Annex G of 23.228 apply for a NAT between the UE and the IMS domain. Another scenario not covered in the IMS specification but relevant for Public Safety application using an IMS for access is the deployment of a NAT or a restrictive firewall for the protection of the MCPTT application towards potentially untrusted operator domain IMS.
As several calls and types of call may be involved between the MCPTT UE and the application server, the NAT/firewall traversal for media shall be common to all calls sharing the same QoS requirements and it is not possible to rely on preliminary setup of (group) call (like in the chat model) to fulfil this requirement in all cases. Therefore, a preliminary session setup has to be performed, this session defining a 5-tuple, namely IP source and destination addresses and source and destination ports for UDP transport, which can be used to support various calls. The 5-tuple will be established using well-known techniques (ICE) and will be maintained by the usual heart beating methods. It can be linked to an IP flow and be thus used for QoS management through interaction between the application (at large, including IMS) and the PCC sub-system. This situation can be summarised in figure 1 with the classical SIP trapezoid schema, where several IP session share the same 5-tuple to share the same already established pinhole in intervening NAT(s).
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Figure 1 SIP sessions sharing a common 5-tuple

3 Current logic of IMS/PCC session-based interactions and analysis of issues
The logic for the interaction between the IMS and the PCC sub-system is defined in TS 29.213, in particular in clause 6.2 on the mandatory rules for QoS mapping from SDP session description in the P-CSCF. It is performing a direct mapping between the SDP bandwidth parameters and the Rx transaction parameters and bearer sharing is considered only in a replacement case, for example in the call waiting/call hold case.
When several SIP sessions have SDP sessions where the transport parameters share the same 5-tuple, i.e. the same IP flow, the parameters that should be introduced in the Rx transaction are those corresponding to the composition of the individual parameters of the various SDP description sharing the same 5-tuple and not the parameters of a single SDP description.

As a consequence, the current specification of the interaction between IMS (P-CSCF) and PCC sub-system seems unable to support the shared 5-tuple mechanism required for meeting setup times for any call as required by TS 22.179.

4 Way forward
Several solutions may be foreseen to resolve the issue outlined above.

1. The behaviour of P-CSCF is modified as follows: for session establishment, the bandwidth parameters are computed as defined in Release 12, but if they are corresponding to an already existing IP flow, the requirements are added to the current requirements and they are memorised. When the session is released, the requirements which have been memorised are subtracted from the current requirements, but the bearer is not released.

2. A parameter is added in the session establishment signalling to disable the current behaviour of P-CSCF. The application above IMS generates the appropriate Rx transaction with the proper cumulative management of bandwidth in session sharing the same 5-tuple

3. Alternatively, the parameter added may be used to disable the current behaviour of P-CSCF for the additional session sharing the 5-tuple.The management of bandwidth is performed by the application by updating the SDP of the initial 5-tuple establishment session with a cumulated bandwidth parameter and by letting the P-CSCF perform the Rx transaction accordingly.
5 Conclusion
It is recommended to send this discussion document as an attachment to an LS to SA2 for analysis of the path for improvement of the IMS-PCC interactions to support MCPTT.
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