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Abstract: The contribution proposes an explicit group affiliation procedure based on OMA XDM architecture.
1
Brief background
In the last SA6 meeting, group affiliation topic have been discussed and concluded as following:

· Group affiliation requirement is concluded in section 4.2.6 as general requirement. 

· Group affiliation architecture based on OMA XDM is concluded in section 5.11.1 as one alternative. 

2
Subscribed group and affiliated group 
In section 4.3 of TS22.179, it is mentioned:

If an MCPTT User wants to communicate with an MCPTT Group they have to be allowed to access the MCPTT Group (i.e., be an MCPTT Group Member), they then have to affiliate and then can have an MCPTT Group as their Selected MCPTT Group. If an MCPTT User is only affiliated to a group this is so that they can receive from the group, however if an MCPTT User has a Selected MCPTT Group this is their group for transmitting on.
In section 4.2.6 of TR23.179, it’s mentioned:

Group affiliation can be achieved through the following procedures:
a.
Explicit Affiliation: An MCPTT user provides interest in one or many MCPTT groups using the MCPTT UE. An MCPTT authorized user may remotely modify another MCPTT user’s affiliation to a MCPTT group.

b.
Implicit Affiliation: MCPTT user’s affiliations to MCPTT groups are determined through configurations and policies at the MCPTT UE or MCPTT service and performed implicitly by the associated MCPTT UE or MCPTT service. 
From both descriptions, we can know MCPTT user can choose one or several groups from certain a group list to form an affiliated group list considering the friendly user-interface experience.

The certain whole group list can be treated as all groups that he/she have subscribed, while the affiliated groups are the groups that he/she selects as interesting.

So the affiliated groups could be a subset of his/her subscribed groups as below:
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3
OMA XDM 
The OMA XDM enabler defines a common mechanism that makes service-related information accessible to the service enablers that need them. XDM specifies how such information will be defined in well-structured XML documents, as well as the common protocol for access and manipulation of such XML documents.

List XDMS is a common logic entity in OMA, MCPTT user can get a Group List from List XDMS, and MCPTT user can also get the detailed group usage list from List XDMS further. So in OMA XDM concept, List XDMS itself does not have a specific affiliated Group list, instead it only have a whole subscribed group list. It is MCPTT XDMS to maintain the affiliated Group list. 

4
Aggregation proxy
Currently there are following XML documents in XDM 2.2, List XDMS, Group XDMS, Policy XDMS, Profile XDMS and UPP Directory XDMS. 

It’s not reasonable for the UE to have every interface to all of these XMDS Server, in OMA XDM document, the XDM Aggregation proxy is adopted with following funciationalities:

-
Performs authentication of the MCPTT user.
-
Acts as the single contact point for MCPTT user s to access XDM Resources stored in any XDMS, such as List XMDS, Group XMDS and MCPTT XDMS;
-
Receives HTTP request from MCPTT user, and routes it to the correct XDMS;
It’s propose to add Aggregation Proxy into the context 
4
Proposal
It is proposed to have following changes on TR 23.779.

1. Change the description of List XDM to make a clarification between subscribed group and affiliated groups 

2. Add the logic entity of Aggregation Proxy 

3. Add a procedure as below to TR 23.779. 

******************************Start of Change**************************************
5.11
Group Affiliation
5.11.1
Solution 11-1: Group Affiliation based on OMA XDM
5.11.1.1
Functional description
Group affiliation provides the means to:

-
Affiliate MCPTT users with MCPTT groups; and, 

-
Distribute group membership and affiliation information to the MCPTT UE.

Group affiliation utilizes the MCPTT AS, MCPTT UE, and XDMS, as follows:

MCPTT UE:

-
Writes a List XDMS for which it wants to affiliate and/or to track member affiliation status. 

-
Reads and tracks an MCPTT XDMS created by the MCPTT AS containing the group members and affiliation status of the requested groups.

MCPTT AS:

-
Reads and tracks a List XDMS to which the MCPTT user seeks to be affiliated.

-
Affiliates to those groups by adding the user’s identity to the condition part of the affiliation rule of the group documents.

-
Reads and tracks members and affiliation status of the groups to which the user seeks to track. 

-
Writes and maintains a network-based list containing the members and affiliation status of the groups to which the user seeks to track.

In the foregoing, an authorized MCPTT user is able to read and track another MCPTT user’s MCPTT XDMS, as requested by that other MCPTT user.
Group XDMS: 

The Group XDMS contains affiliation authorization policies to which the MCPTT AS refers to make decisions regarding whether to conference a given user to an MCPTT call; one example of an authorization policy framework is IETF Common Policy. Such a framework defines a rule as a condition and an action. For purposes of “group affiliation” in MCPTT, the condition part of the rule contains the identities of MCPTT group members that have authorized their affiliation with the MCPTT group.  The action part of the rule in this case expresses the user’s interest in the group, for example, “is-affiliated”.  The “affiliation authorization” rule (policy) is kept in a set with other rules of group document. 

List XDMS:

-
Contains the list of groups to which the MCPTT user is to be subscribed.
MCPTT XDMS:

-
Contains the list of groups to which the MCPTT user is to be affiliated.
-
Contains group membership and affiliation status of the MCPTT groups
Operationally:

-
In order to be affiliated to a group, the identity of the MCPTT user is added into the condition element of the rule. 

-
In order to become nonaffiliated, the identity of the MCPTT user is deleted from the condition element. 

-
The MCPTT AS checks the group affiliation rule to determine whether to conference an MCPTT user to a group call. If the user is not contained in the condition part of the rule, then the MCPTT AS does not conference the MCPTT user to group calls.
XDM Aggregation proxy:

-
Performs authentication of the MCPTT user.
-
Acts as the single contact point for MCPTT user s to access XDM Resources stored in any XDMS, such as List XMDS, Group XMDS and MCPTT XDMS;
-
Receives HTTP request from MCPTT user, and routes it to the correct XDMS;
The following diagram illustrates the inter communication of the MCPTT AS, MCPTT UE, Aggregation Proxy and XDMS; however, the group XDMS is not shown in the figure below.
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Figure 5.11.1-1: Inter communication of the MCPTT AS, MCPTT UE, Aggregation Proxy and XDMS
5.11.1.2
Procedures
Procedures in Figure x is the explicit affiliation procedures for MCPTT UE to affiliated one or more groups.
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Figure X: explicit affiliation procedures
1.
MCPTT UE, as the XMDC client, would like to obtain the XML document describing his./her group list.
2.
The Aggregation Proxy chooses to authenticate the XDMC, upon receiving an unauthorized HTTP GET.

3.
 MCPTT UE sends a HTTP GET request including authorization information.
4.
Based on the authorization information, the Aggregation Proxy forwards the request to List XDMS.

5.
After the List XDMS has performed the necessary authorisation checks on the request, the List XDMS sends an HTTP 200 OK response including all of subscribed groups encoded as XML in the message body.
6.
The Aggregation Proxy routes back HTTP 200 OK to the MCPTT UE.
7.
MCPTT UE affiliated one and more groups from the his/her subscribed groups, which is retrieved in step 6, and then send an HTTP PUT request to create a new URI list as “affiliated groups” for the user, including all of affiliated groups encoded as XML in the message body.
8.
The Aggregation Proxy forwards the request to MCPTT XDMS.

9.
MCPTT XDMS acknowledges the creation of e index document with a HTTP 200 response., assuming that the

XDMC had the necessary authorization to perform the operation, and the operation was successful.
10.
The Aggregation Proxy routes back HTTP 200 OK to the MCPTT UE.
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