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Abstract: This contribution proposes a set of selection criteria for evaluation of candidate MCPTT solutions.
This contribution proposes appropriate selection criteria and a method by which candidate solutions can be assessed.  It does not attempt to make any assessment of existing solutions in Clause 5 of TR 23.779.

Solution selection process proposal

Each candidate solution should be assessed against a number of criteria, which should be both non-technical and technical in nature.  For complete solutions (on-network and off-network solutions in clauses 5.1 and 5.2), the complete set of technical criteria should be assessed.  For solutions to specific aspects of the problems, an appropriate subset of criteria can be used.

Technical criteria should be assessed in conjunction with user requirements specified in TS 22.179.  A convenient checklist for these can be found in S6-150182.

Non technical criteria should also include ease of completing the standardisation solution, including reuse from other applicable standards (both 3GPP and non-3GPP, e.g. ETSI and OMA PCPS).

The format can be a simple matrix listing the selection criteria, and making a qualitative assessment against the criteria. Technical criteria can be evaluated for example as: highly meets requirements (H), meets some requirements (M), does not meet requirements (L).  Non-technical criteria can be evaluated either as: good, partial or poor (fulfilment of criteria) or could be ranked to provide an ordering of solutions, where ranking could also be equal between solutions.

Non-technical criteria

The following criteria should be applied to all solutions.

	Selection area
	Selection criterion

	Mission Critical applications
	Solution is application layer standards focusing on Mission Critical capabilities required for Public Safety solutions

	Reuse from existing standards
	Solution can take content from or be based on existing standards, both within 3GPP and outside 3GPP

	Scope and timeliness
	Likely proportion of requirements in TS 22.179 that can be met by resources available within Release 13 timescales

	Ability to produce an extensible standard
	Ability to provide a solution in Release 13 which is capable of backward and forward compatible extension to fulfil further TS 22.179  and/or other requirements in subsequent 3GPP Releases.

	Scalability
	Solution will not limit scalability of systems, from small systems to nationwide systems

	Impact on EPS standards
	Degree of extension or modification required for existing suite of 3GPP standards should be minimized

	Load on groups external to SA6
	Amount of work required by other groups, both inside and outside 3GPP, and considered in conjunction with those groups’ workload


Technical criteria

On-network solution evaluation

The following criteria apply:
	User requirements subject area
	Relevant 22.179 clauses
	Selection criterion

	User identity and logon independent of UE device
	5.1 General group call requirements

5.8 User ID

5.11 Support for multiple devices

5.13 Security

6.4.3 Identification

6.11 Support for multiple devices
	Solution provides a user identity used for logon and calling functions that is independent from those used by the LTE network.

	Group call authorisation and affiliation
	5.1.5 Membership and affiliation

6.2.1 Commencement modes for MCPTT group calls

6.4.2. Group status information

6.4.5 Membership/affiliation list
	Solution requires authorised users to affiliate to obtain group communications, and allows group status information to be retrieved.

	Group call, including broadcast call
	5.1 General group call requirements

5.2 Broadcast call

6.2 MCPTT calls

6.4 General group call

6.5 Broadcast group
	Solution provides group calls including broadcast calls.

	Late call entry
	5.3 Late call entry


	Solution includes late entry to ongoing group calls.

	Floor control including override
	6.2.3 Floor control

6.2.3.3 Override
	Solution provides a floor control solution which includes user priority and override facilities.

	Call queuing
	6.2.2 Queuing

6.8.1 Queuing by priority
	Solution provides ability to queue calls by order of request and by priority order.

	Prioritisation, imminent peril and emergency call
	5.1.7 Prioritisation

5.7 MCPTT priority requirements

6.4.7 Prioritisation (on network group call)

6.7.3 Prioritisation (on network individual call)

6.8 MCPTT priority requirements
	Solution provides prioritisation of users and call types, including specific call types for immediate peril and emergency.  Solution permits pre-emption of lower priority calls.

	Group management and regrouping
	5.4 Dynamic group management

6.6 Dynamic group management
	Solution allows groups to be dynamically formed.

	Private call
	5.6 Private call

5.7.2.3 Emergency private call

6.7 Private call (on network)
	Solution permits private calls between users, including emergency private calls.

	Security

NOTE 1
	5.13 Security

6.13 Security
	Solution enables authenticity check and authorisation based on user identity, and enables encryption of services at the application level.

	Performance

NOTE 2
	6.15.3 MCPTT access time and mouth to ear latency

6.15.4 Late entry performance

6.15.6 Radio resource efficiency performance
	Solution enables latency requirements, including 300msec access time and 300msec mouth to ear latency.


NOTE 1: Security solution will be within the remit of SA3.  However the MCPTT solution developed in SA6 must permit the security requirements to be realised by an SA3 solution.

NOTE 2: Performance of an implementation is not specified by the solution.  However the MCPTT solution developed in SA6 must be produced with performance in mind, and avoid designs which lead to a high risk of requirements not being met in a practical implementation.

Off-network solution evaluation

The following criteria apply:

	User requirements subject area
	Relevant 22.179 clauses
	Selection criterion

	User identity and logon independent of UE device
	5.1 General group call requirements

5.8 User ID

5.11 Support for multiple devices

5.13 Security

7.2 General off-network MCPTT requirements
	Solution provides a user identity function

	Group call, including broadcast call
	5.1 General group call requirements

5.2 Broadcast call

7.5 Broadcast group
	Solution provides group calls including broadcast calls.

	Late call entry
	5.3 Late call entry


	Solution includes late entry to ongoing group calls.

	Floor control including override
	6.2.3 Floor control

6.2.3.3 Override

7.3.1 General aspects

7.3.2 Requesting permission to transmit

7.3.3 Override
	Solution provides a floor control solution which includes user priority and override facilities.

	Prioritisation, imminent peril and emergency call
	5.1.7 Prioritisation

5.7 MCPTT priority requirements

7.7 MCPTT priority requirements

7.8 Call types based on priorities
	Solution provides prioritisation of users, and emergency calls

	Private call
	5.6 Private call

5.7.2.3 Emergency private call


	Solution permits private calls between users, including emergency private calls.

	Security

NOTE 1
	5.13 Security

7.10 Security
	Solution enables authenticity check of user and confidentiality of services

	Relay
	7.16.1 Private calls

7.16.2 Group calls
	Solution permits private calls and group calls to be made using a relay


NOTE 1: Security solution will be within the remit of SA3.  However the MCPTT solution developed in SA6 must permit the security requirements to be realised by an SA3 solution.

Sample evaluation matrix

An example evaluation matrix is listed below.  Note that none of the solutions are intended to represent any of the solutions in Clause 5 of TS 23.779.

Non-technical selection

	
	

	Selection area
	Solution W
	Solution X
	Solution Y
	Solution Z

	Scope and timeliness
	1
	2
	3
	4

	Reuse from existing standards
	4
	2
	3
	1

	Ability to produce an extensible standard
	1
	1
	3
	3

	Scalability
	4
	2
	2
	1

	Impact on EPS standards
	...
	...
	...
	...

	Load on groups external to SA6
	...
	...
	...
	...


Technical selection

	Selection criterion
	Solution W
	Solution X
	Solution Y
	Solution Z

	Solution provides a user identity used for logon and calling functions that is independent from those used by the LTE network.
	H
	H
	H
	M

	Solution requires authorised users to affiliate to obtain group communications, and allows group status information to be retrieved.
	H
	M
	L
	M

	Solution provides group calls including broadcast calls.
	L
	H
	M
	H

	Solution includes late entry to ongoing group calls.
	...
	...
	...
	...

	Solution provides a floor control solution which includes user priority and override facilities.
	...
	...
	...
	...

	Solution provides ability to queue calls by order of request and by priority order.
	...
	...
	...
	...

	Solution provides prioritisation of users and call types, including specific call types for immediate peril and emergency.  Solution permits pre-emption of lower priority calls.
	...
	...
	...
	...

	Solution allows groups to be dynamically formed.
	...
	...
	...
	...

	Solution permits private calls between users, including emergency private calls.
	...
	...
	...
	...

	Solution enables authenticity check and authorisation based on user identity, and enables encryption of services at the application level.
	...
	...
	...
	...

	Solution enables latency requirements, including 300msec access time and 300msec mouth to ear latency.
	...
	...
	...
	...


