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Abstract: This contribution derives from the SA1 requirements, architecture requirements for the management of affiliation in MCPTT systems, including for the interoperability case
1. Introduction
Affiliation to groups is a central requirement or MCPTT system and a critical requirement enabling interoperability in Mission Critical mutual aid situations. This contribution explores the main requirements for the affiliation procedure and the architectural implications in case of MCPTT systems interoperability.
2. Analysis of requirements

The following requirements from TS 22.179, although not comprehensive are listing the main requirement shaping the group management functions and related procedures.
[R-5.1.5-003] The MCPTT Service shall support an MCPTT User's ability to affiliate to one or more MCPTT Groups.

[R-5.2.2-001] The MCPTT Service shall provide for the creation of Group-Broadcast Groups with up to B1 levels of group hierarchy.

[R-5.2.2-002] The MCPTT Service shall be configurable to create a Group-Broadcast Group from one or more Group-Broadcast Groups with any other non-Broadcast Group.

[R-5.2.2-003] The MCPTT Service shall enable an MCPTT Administrator to create a Group-Broadcast Group.

[R-5.2.3-001] The MCPTT Service shall provide for the creation of User-Broadcast Groups with up to B2 levels of user hierarchy.

[R-5.2.3-002] A Broadcast Group Call transmitted on a User-Broadcast Group shall have priority over Group Calls involving users within the user hierarchy.

[R-5.7.2.1.1-007] The MCPTT Service shall provide the User ID of the initiator of an MCPTT Emergency Group Call and an indication that it is an MCPTT Emergency Group Call to Affiliated MCPTT Group Members.

[R-5.7.2.1.1-010] The Affiliated MCPTT Group Members shall be notified when their group call transitions to an In-progress Emergency.

[R-5.7.2.1.2-004] The MCPTT Service shall notify Affiliated MCPTT Group Members of the cancellation of the In-progress Emergency and the identity of the cancelling MCPTT User.

[R-6.4.5-001] The MCPTT Service shall provide, upon request, the list of currently affiliated members on an MCPTT Group to an authorized user regardless of the user's affiliation.

[R-6.4.6.1-001] The MCPTT Service shall provide a mechanism that allows an authorized MCPTT User (e.g., dispatcher) to change an on-network MCPTT User's Selected MCPTT Group(s) and then the MCPTT Service shall send a notification to the on-network MCPTT User.

[R-6.6.2.2-002] The MCPTT Service shall notify MCPTT Users when any of their affiliated groups are affected by a Group Regroup operation.

[R-6.6.2.2-005] The MCPTT Service shall notify Affiliated MCPTT Group Members of a constituent MCPTT Group when the security level of the MCPTT Group that they are using lowers as a result of a Group Regroup operation.

[R-6.6.4.2-004] The MCPTT Service shall notify MCPTT Users when they are affected by a User Regroup operation.

[R-6.18.2-004] An MCPTT Service shall provide mechanisms to allow an MCPTT User on the Primary MCPTT System to affiliate to an MCPTT Group from a Partner MCPTT System, subject to authorization from the Primary MCPTT System and the Partner MCPTT System where the MCPTT Group is defined.

[R-6.18.2-005] An MCPTT Service shall provide mechanisms to allow a roaming MCPTT User to affiliate to an MCPTT Group from the Partner MCPTT System, subject to authorization from the Partner MCPTT System where the MCPTT Group is defined.

[R-6.18.2-006] An MCPTT Service shall provide mechanisms to allow an MCPTT User that receives service from a Partner MCPTT System to affiliate to an MCPTT Group from another Partner MCPTT System, subject to authorization from the Partner MCPTT System where the MCPTT Group is defined.

NOTE 2:
It is assumed that once affiliation from a User to a Group is successful, subsequent communication within that Group are available to the User.

[R-6.18.2-007] End to end security of an MCPTT Group communication (including in Partner MCPTT Systems) shall be based on parameters obtained from the MCPTT system where the MCPTT Group is defined.

The commonality under all these requirements is the fact that all affiliated members of a group shall be notified in case of some modification of the group status and mode of operation and that the nature of those modifications is non call related (asynchronous) and persistent (until further modification).
The SIP way to manage this notification process is to SUBSCRIBE to some event package whose (partial) modification is triggering notification to all the subscribers of the modification through a SIP NOTIFY with appropriate XML body.
Among the information that shall be part of the notification (NOTIFY body), the following derives from the above requirements:
· Status of the group (emergency, immediate peril or not) and the identity of the last (authorised) user having made the status modification

· Hierarchy of broadcast group covering the given group
· Hierarchy of regrouping groups covering the given group

· Keying material (or key index information) related to end-to-end protection of the given group

· Security level

Moreover, it is wise to have in the notified information (at least at initial subscription time) information on whether the group supports/mandates pre-establishment of a session (in which case, call start will be performed by PTT signalling) or if explicit setup (discrete ad-hoc mode) is required.
Additional information may be TMGI used for transmission in broadcast areas, short numbering,…

Finally, it appears that the management of User-Broadcast groups and User regrouping suggest that they should similarly exist groups with a single participant (Myself groups) having all or part of the above attributes.
Nature of the actual SIP event package used for the management of this information is FFS.
3. Routing of subscription

When a MCPTT client is under control of its primary MCPTT application, affiliation subscription messages and corresponding notifications shall be routed through the primary MCPTT even for affiliation to groups which are under the control of another MCPTT application, in order to allow fulfilment of requirement [R-6.18.2-004].
However, when the MCPTT client is under the control of a partner MCPTT application affiliation, the affiliation to partner controlled groups doesn’t have to be authorised by the primary MCPTT application and a direct routing to the SIP entities managing these objects is to be recommended.
4. Conclusion

The following additions to TR 23.779 are recommended:

*********************START OF CHANGE *******************************

4.2
Architectural Requirements
Editor’s note:
This clause will define the architectural requirements based on the normative Stage 1 requirements defined in TS 22.179 [2].

4.2.X
Requirements for affiliation

Affiliation is performed though a subscription/notification mechanism.

Affiliation is performed after the MCPTT UE has been registered and authenticated and is authorised only for the MCPTT UE which are member of the group they try to affiliate to.
The notifications shall contain at least the following information:
· Status of the group (emergency, immediate peril or not) and the identity of the last (authorised) user having made the status modification

· Hierarchy of broadcast group covering the given group

· Hierarchy of regrouping groups covering the given group

· Keying material (or key index information) related to end-to-end protection of the given group

· Security level

When the MCPTT client is under the control of a partner MCPTT application, affiliation (subscription) and notification messages for groups under the control of the partner MCPTT application should be routed directly, without being routed through the primary MCPTT application.
************************END OF CHANGE *********************************

