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Abstract: This contribution will introduce the Group regrouping requirements and related solutions for Dynamic Group management.
1. Introduction

The requirements for Dynamic Group management especially Group Regrouping in TS22.179 is as follows:
[R-6.6.2.2-001] The MCPTT Service shall provide a means of dynamically combining a multiplicity of groups into a new, temporary group (i.e., to perform a "Group Regroup operation").

[R-6.6.2.2-002] The MCPTT Service shall notify MCPTT Users when any of their affiliated groups are affected by a Group Regroup operation.

[R-6.6.2.2-003] The MCPTT Service shall provide information to an authorized MCPTT User if that user is attempting to Group Regroup MCPTT Groups of different security levels.

[R-6.6.2.2-004] The MCPTT Service shall enable an authorized MCPTT User to set the security level of the Group created from a Group Regroup operation. Where an MCPTT User does not specify the security level the MCPTT Service shall default the security level to be set to the lower security level of the constituent Groups.

[R-6.6.2.2-005] The MCPTT Service shall notify Affiliated MCPTT Group Members of a constituent MCPTT Group when the security level of the MCPTT Group that they are using lowers as a result of a Group Regroup operation.

[R-6.6.2.2-006] The MCPTT Service shall enable an authorized MCPTT User to set the priority level of the group formed from a Group Regroup operation. Where an MCPTT User does not specify the priority level the MCPTT Service shall default the priority level to be set to the higher priority level of the constituent Groups.

[R-6.6.2.2-007] Broadcast Groups shall be able to be included in a Group Regroup operation.
This contribution provides a general analysis of the above requirements, then summarizes different scenarios of Group Regroup, and finally proposes the solutions of Group Regrouping prosedure for MCPTT groups.
2. Discussion

Group Regroup is a dynamic group management mechanism which enables dispatchers or any authorized user to temporarily combine the MCPTT Groups into a temporary group. 
The MCPTT groups belonging to different MCPTT systems can be dynamically regrouped only if there is service provider agreement between them. i.e. Primary MCPTT system and Partner MCPTT system.
If the MCPTT groups being dynamically regrouped belong to different MCPTT systems, the security aspect of sharing of the user information shall be governed as per the service provider agreement between the Primary MCPTT system and the Partner MCPTT system.
The temporary group shall be created by the MCPTT service to which the Authorized MCPTT user or Dispatcher belongs to. (i.e., the group information management belongs to the MCPTT service to which the temporary group creator belongs to)
The temporary group shall persist until torn down by an authorized MCPTT User.  
Based on the ownership of the MCPTT groups by the MCPTT systems, the following temporary group formation scenarios by Group regroup operation are illustrated:
Scenario 1: All the groups being combined in Group Regrouping operation are within the same MCPTT system, as depicted in Figure 1. 
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Figure 1 MCPTT groups within the same MCPTT system

Scenario 2: All the groups being combined in Group Regrouping operation are from the different MCPTT system, i.e. Primary MCPTT system and Partner MCPTT systems.
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Figure 2 MCPTT Groups from the different MCPTT systems
In scenario 2, 
The temporary group formed will consist of the MCPTT users belonging to different MCPTT systems. 
The temporary group will be created by the MCPTT system to which the temporary group creator belongs to.
The temporary group formation by the Primary MCPTT system requires the Group members’ identities from the Partner MCPTT systems. This information exchange is governed by Security and Privacy clause of the Service Provider Agreement between the Primary and Partner MCPTT systems.
Conclusion: The above scenarios provide the relevant solution for Group Regroup in Dynamic Group management.
3. Proposal
The following Dynamic Group management Group Regroup solutions are proposed for inclusion in the TR 23.779.

********************************** Begin of change*********************************
5.4.2 On-Network
5.4.2.1 Dynamic Group Management 
Group Regroup is a dynamic group management mechanism which enables dispatchers or any authorized user to temporarily combine the MCPTT Groups into a temporary group. 

5.4.2.1.X Solution 4-2-1-X: Group Regroup for groups within the same MCPTT system
5.4.2.1.X.1 Functional Description

The groups being combined are within the same MCPTT system. 
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Figure 1 Group Regroup within a MCPTT system

The temporary group thus formed consists of the MCPTT Group members of the constituent MCPTT groups. 

The temporary group shall be created by the MCPTT service to which the Authorized MCPTT user or Dispatcher belongs to. (i.e., the group information management belongs to the MCPTT service to which the temporary group creator belongs to)

The temporary group shall persist until torn down by an authorized MCPTT User.  
5.4.2.1.X.2 Procedures

An example procedure of the Group Regroup operation is illustrated below:
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Figure 1 Group Regroup for the groups within the same MCPTT system
1. The GMF Client of the Dispatcher/Authorized MCPTT User/UE requests Group Regroup operation to the GMF, where the groups being combined are within the same MCPTT system. The identities of the groups being combined should be included in this message.

2. Optionally, the GMF may request permission from the owner or administer or group members of the constituent MCPTT groups.
3. During the Temporary Group creation, the GMF creates and stores the information of the temporary group, including the temporary group identity, off-network information, and the identities of the groups being combined, priority of the temporary group, security level of the temporary group and so on.

4. The GMF notifies the MCPTT AS regarding the Temporary Group creation with the information of the constituent groups.
5. The affiliated MCPTT Group members of the constituent MCPTT groups are notified.
6. The GMF provides an ACK response to the GMF Client of the Dispatcher/Authorized MCPTT User/UE, indicating the Group Regroup operation completion.
Note: Step 2 may be performed before the Group Regroup Operations according to the operator’s policy.
Editor’s Note: Further solutions for achieving the Group Regroup within the same MCPTT system are FFS.
5.4.2.1.Y Solution 42-1-Y: Group Regroup for groups from the different MCPTT systems
5.4.2.1.Y.1 Functional Description

The groups being combined are from the different MCPTT systems, i.e. Primary MCPTT system and Partner MCPTT systems. 
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Figure 2 MCPTT Groups from the different MCPTT systems
The MCPTT groups belonging to different MCPTT systems can be dynamically regrouped only if there exists a service provider agreement between them. i.e. Primary MCPTT system and Partner MCPTT system.

If the MCPTT groups being dynamically regrouped belongs to different MCPTT systems, the security aspects of sharing the user information shall be governed as per the service provider agreement between the Primary MCPTT system and the Partner MCPTT system.

The temporary group shall be created by the MCPTT service to which the Authorized MCPTT user or Dispatcher belongs to. (i.e., the group information management belongs to the MCPTT service to which the temporary group creator belongs to)

The temporary group shall persist until torn down by an authorized MCPTT User.  
5.4.2.1.Y.1 Procedures

The procedure below presents an example of procedure for the Group Regroup operations to create a newly temp group.
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Figure 2 Group Regroup for the groups from the different MCPTT systems
1. The GMF Client of the Dispatcher/Authorized MCPTT User/UE requests Group Regroup operation to the GMF1 (which is the GMF from the Dispatcher/Authorized MCPTT User/UE home network). The identities of the groups being combined should be included in this message.

2. Optionally, the GMF1 may request permission from the owner or administer or group members of its constituent MCPTT groups.

3. GMF1 forwards the Group Regroup request to the target GMF2 with the information of GMF2 MCPTT groups.

4. Optionally, the GMF2 may request permission from the owner or administer or group members of its constituent MCPTT groups.

5. GMF2 provides a Group Regroup Response with the list of MCPTT Group member identities of its constituent MCPTT Groups.

6. During the Temporary Group creation, the GMF1 creates and stores the information of the temporary group, including the temporary group identity, off-network information, and the identities of the groups being combined, priority of the temporary group, security level of the temporary group and so on.

7. The GMF1 notifies the MCPTT AS1 regarding the Temporary Group creation with the information of the constituent groups.

8. The affiliated MCPTT Group members of the constituent MCPTT groups of GMF1 are notified.
9. GMF1 notifies GMF2 about its Group regroup operation.
10. The GMF2 notifies the MCPTT AS2 regarding the Temporary Group creation with the information of the constituent groups.

11. The affiliated MCPTT Group members of the constituent MCPTT groups of GMF2 are notified.

12. The GMF1 provides an ACK response to the GMF Client of the Dispatcher/Authorized MCPTT User/UE, indicating the Group Regroup operation completion.
Note: 
1. The GMF services may not communicate directly, and may route through some other network entities such as interworking gateways or SIP Cores, which have not been specified for clarity.

2. Step 2 and Step 4 may be performed before the Group Regroup Operations according to the operator’s policy.
Editor’s Note: Further solutions for achieving the Group Regroup across Primary and Partner MCPTT systems are FFS.

********************************** End of change*********************************
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