3GPP TSG-SA WG6 Meeting #3
S6-150244 
San Jose del Cabo, Mexico, 13-17 April, 2015
(revision of S6-150206)

Title:
Identities in MCPTT
Agenda Item:
6
Source:
Huawei, Hisilicon,TD Tech
Contact:
Paul Voskar<Paul.voskar@huawei.com>,Yang Yanmei<Yangyanmei@huawei.com>, Wu Yizhuang<Wuyizhuang@huawei.com>
Abstract: this contribution analyzes the necessity to decouple between the MCPTT UE identity and actual MCPTT user identity. It also indicates that SIP core layer identity is bound to a UE. And proposes to reuse the existing IMS UE identity mechanism in SIP core.
1. Introduction
This document give an analysis on necessity to decouple between MCPTT User ID and MCPTT UE ID, and indicates that SIP core layer ID is bond to a UE. Besides, an proposal to reuse the IMS user ID mechamism in SIP core is presented.
2. Discussion

2.1 Definition of MCPTT UE ID and MCPTT user ID

Based on the stage 1 description,MCPTT user ID is defined in section 4.7 as below:
The Ues are identified at the transport or network layer, but in some situations they might also be identified by the MCPTT Service. Each identifiable entity is distinct from all others and has an identifier (ID) associated to it, unique within a proximate identity domain…….
For simplicity, the term “User ID” is employed to identify an MCPTT User, without distinction of whether it is an identifier or an alias.
From the green highlighted text above, it can be easily understood tha UE are identified at different layer by network entities at different domain. Each layer identity may be different, but linked with identies of other layer. It can be identifed at transport ,network layer, and also MCPTT service(It is FFS it is SIP core or MCPTT AS, or both).

 MCPTT user identity ( i.e. MCPTT User ID) is employed to identity an MCPTT user, without distinction of whether it is identifier or an alias.And the user ID is identified at the application layer.
2.2 Decoupling between UE ID and user ID 

According to stage 1 requirement of MCPTT service given in TS22.179, Relationships between MCPTT Users and MCPTT Ues is as Figure 4.5.4-1 of TS22.179 and description as following:
The conceptual model for shareable MCPTT Ues is that of a pool of Ues, each UE being interchangeable with any other, and users randomly choosing one or more Ues from the pool, each user for his temporary exclusive use. A shareable MCPTT UE can be used by user who can gain access to the MCPTT client application stored on it and can become an authenticated MCPTT User. A shareable MCPTT UE can serve only one MCPTT User at a time. An MCPTT User who signs into a shareable MCPTT UE that is already in-use causes the sign-off of the previous MCPTT User.
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Figure 4.5.4-1: Relationships between MCPTT Users and MCPTT Ues
From the above yellow highlighted text, to meet all these requirements, MCPTT service requires a strong decoupling between MCPTT UE and MCPTT user. And the corresponding identities UE ID and user ID shall be separately managed and defined. It means that UE ID and user ID are independent with each other.
2.3 Identity needed for MCPTT service
As mentioned in section 2.1, MCPTT service needed to identify the UE. It can be SIP core, and/or MCPTT AS. This section is further described it in detail.
As it is described in section 4.5.1 of TR22.179:”
Consistent with the EPS paradigm, when an MCPTT UE is powered on, it accesses the LTE system, and connects to the EPC. During this phase, the credentials from a USIM application (or possibly, an ISIM application, if IMS is used) on a UICC associated with the MCPTT UE is used for authentication with an HSS. This is followed by the MCPTT Application, resident on the MCPTT UE, establishing a connection, employing application layer security in its connection to the MCPTT Service.”
It has clearly mentioned that MCPTT UE should be authenticated by EPC and also IMS (equally to SIP core layer). Then it is followed by MCPTT AS authenticating the MCPTT user at application layer. Accordingly, the SIP core layer needs to uniquely identify the SIP core subscriber (bound to UE using IMPI like identity). This identity is not changed when different MCPTT UE logging on it.
There is also another description in in section 4.5.1 of TR22.179:”
An MCPTT UE, without credentials of a specific MCPTT User at the time of connection to the MCPTT Service, proceeds using a default identity associated with the MCPTT UE itself. In this case, the MCPTT Service is capable of assigning a temporary MCPTT User Identity to this MCPTT UE. Some level of authentication might be attempted, and, depending on the results, an appropriate MCPTT User Profile associated with this temporary MCPTT User Identity and with the circumstances of the access is made available to the MCPTT UE for use in both on-network and off-network operation modes.”
So for each MCPTT UE，it will provide the current logging User identity or a default user identity when no MCPTT user logging in it to MCPTT AS when register for MCPTT service.

2 Proposal
In summary, we propose some proposals below about identities in MCPTT service:

Proposal I: There is a need to decouple the MCPTT UE ID and MCPTT user ID. 

Proposal II: MCPTT SIP core layer subscriber ID is bound to an MCPTT UE. 
It is proposed clarify above in TR 23.779 as the following PCR.

 *************************begin of the CR**********************************

6.4
Identities

Editor's note: This subclause contains a brief description of any identities used within the functional model.

6 .4.1
Application plane
MCPTT User Identity: It uniquely identifies a MCPTT client and related user profile at MCPTT AS layer.  The MCPTT Application, resident on the MCPTT client, establishing a connection, will employ application layer security in its connection to the MCPTT service.
6.4.2
Signalling control plane
Private User Identity: It uniquely identifies a signalling user agent and related profile at signalling control plane layer. When the signalling user agent sends registration requests to the registrar / application service selection, this identity is used to find corresponding credentials for authentication of the signalling user agent by the registrar / application service selection. This identity full fills the same functions as the private user identity, defined in 3GPP TS 23.228 [xx]

Editor’s note: Definitions of public user identity and GRUU or equivalent will be required to be defined.
6.4.3
Relationship between identities in different planes

Many MCPTT User Identities can map to a single Private User Identity. Where the precise mapping is not known, a default MCPTT user identity is defined to meet some specific MCPTT service requirement.
Many Private User Identities can map to a single MCPTT User Identity. A UE can be shared between multiple users by assigning a unique MCPTT user identity to the MCPTT client associated to each user, but the UE uses the same private user identity.
********************************End of PCR*********************************
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