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Abstract: This document proposes to add an information flow for the registration procedure for Solution 2-1 in TR 23.229 for the scenario where the PS-UDF selects an S-CSCF in the Public Safety domain.



[bookmark: _Toc284765081]5.2.1.2	Procedures
Editor’s note:	Describes the high-level operation, procedures and information flows for the solution.
[bookmark: _Toc398731365]5.2.1.2.1	Registration information flow – MCPTT UE not registered
The following flow shows the case where the MCPTT UE is not registered and is roaming in a PLMN other than the PLMN that the MCPTT service provider has a business relationship with and MCPTT roaming is achieved at the IMS layer. The P-CSCF is in the visited PLMN and the I-CSCSF is in the HPLMN. The PS-UDF, S-CSCF and MCPTT AS are in the Public Safety domain.
This flow is based upon the IMS registration flows in 3GPP TS 23.228[xx] however the steps 3,4,5,6, 7, 10 and 11 differ since the I-CSCF interfaces to the PS-UDF instead of the HSS. The PS-UDF resides in a different domain to the I-CSCF whereas the HSS and the I-CSCF are always located in the same domain. The S-CSCF in this scenario is located in the same domain as the PS-UDF. This implies additional trust and security requirements on the Cx and Mw reference points.


Figure 5.2.1.2.1: Registration – MCPTT UE not registered
1.	After the MCPTT UE has obtained IP connectivity, it can perform the IM registration. To do so, the MCPTT UE sends the Register information flow to the P-CSCF (Public User Identity, Private User Identity, home network domain name, UE IP address, Instance Identifier, GRUU Support Indication).
2.	Upon receipt of the register information flow, the P‑CSCF shall examine the "home domain name" to discover the entry point to the home network (i.e. the I‑CSCF). The P-CSCSF sends the Register information flow to the I‑CSCF (P‑CSCF address/name, Public User Identity, Private User Identity, P‑CSCF network identifier, UE IP address). A name-address resolution mechanism is utilised in order to determine the address of the home network from the home domain name. The P‑CSCF network identifier is a string that identifies at the home network, the network where the P‑CSCF is located (e.g. the P‑CSCF network identifier may be the domain name of the P‑CSCF network).
3.	The I‑CSCF needs to query the SLF to resolve the HSS. Since the private user identity identifies a Public Safety MCPTT user subscription that has its own PS-UDF instead of an HSS, the I-CSCF  sends the Cx-Query/Cx-Select-Pull information flow to the PS-UDF in the Public Safety domain (Public User Identity, Private User Identity, P‑CSCF network identifier).
The PS-UDF checks whether the user is registered already. The PS_UDF determines whether the user is allowed to register in that P‑CSCF network (identified by the P‑CSCF network identifier) according to the User subscription and operator limitations/restrictions if any.
4.	Cx-Query Resp/Cx-Select-Pull Resp is sent by the PS-UDF to the I‑CSCF. It contains the S‑CSCF name (which is an S-CSCF located in the Public Safety domain),
5.	The I‑CSCF, using the name of the S‑CSCF, determines the address to reach the S‑CSCF through the name‑address resolution mechanism.
NOTE:	The name-address resolution mechanism will likely resolve to an address of an entity that is the entry point to the Public Safety domain (e.g. a session border controller, IBCF) that interfaces to the S-CSCF, rather than an actual S-CSCF.
The I‑CSCF then sends the register information flow (P‑CSCF address/name, Public User Identity, Private User Identity, P‑CSCF network identifier, UE IP address) towards the S‑CSCF. The I‑CSCF includes itself or another H-PLMN entity on the Path in the register information.
	The S‑CSCF stores the P‑CSCF address/name, as supplied by the visited network. This represents the address/name that the home network forwards the subsequent terminating session signalling to the UE. The S‑CSCF stores the P‑CSCF Network ID information and the Path.
6.	The S‑CSCF sends Cx-Put/Cx-Pull (Public User Identity, Private User Identity, S‑CSCF name) to the PS_UDF.
7.	The PS-UDF stores the S‑CSCF name for that user and returns the information flow Cx-Put Resp/Cx-Pull Resp (user information) to the S‑CSCF including the keys for authentication.
8.	The S-CSCF authenticates the MCPTT UE by sending an authentication challenge to the MCPTT UE ("401 Unauthorized").
9.	The MCPTT UE sends a Register information flow containing the response to the challenge, which follows the same path as the initial register to reach the S-CSCF.
10.	The S-CSCF authenticates that the MCPTT UE returned the correct response to the authentication challenge and sends Cx-Put/Cx-Pull (Public User Identity, Private User Identity, S‑CSCF name) to the PS_UDF to indicate that the MCPTT user is authenticated and registered.
11.	The PS-UDF stores the S‑CSCF address that the MCPTT user is registered.
12.	The S‑CSCF determines the Service Route based on the Path information and returns the 200 OK information flow (home network contact information, a GRUU set, Path and Service Route) to the MCPTT UE.
13.	The S‑CSCF sends register information to the MCPTT AS using the 3rd party registration procedure.
14.	The MCPTT AS responds with a 200 OK and subscribes to the registration event package using the Subscribe/Notify information flow.
15.	The MCPTT UE subscribes to the registration event package using the Subscribe/Notify information flow.
16.	The S-CSCF responds to the subscriptions to the registration event package with a 200 OK and notifications of the registration information.
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