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Abstract: In order to move discussions forward, some basic assumptions for the MCPTT architecture are proposed to be agreed, which it is believed can be agreed regardless of whether or not a SIP Core is IMS compliant.
IMS Compatible SIP Core
It is first proposed that protocols on the reference points are IMS compliant. The recent conference call (12th February 2015) seemed to indicate that we are converging in agreement that, regardless of whether the SIP Core is IMS or “Non-IMS”, that the protocols on the reference points between the SIP Core and other entities need to be IMS compliant. This is necessary for MCPTT UEs to be able to interoperate regardless of the deployment/implementation option chosen and to ensure interoperability with commercial operator IMS networks.
SIP Registrar location
It is next proposed that the SIP Registrar is a logical SIP Core function but that deployments and implementations can locate the SIP Registrar function physically within the domain of the MCPTT Application service provider if they so wish. Having the SIP Registrar a logical SIP Core function is also necessary to meet all of the deployment scenarios in TR 23.779, especially the scenario shown in Figure B.7 where commercial carriers deploy MCPTT on top of their commercial IMS core network.
It is accepted by the authors of this document that Public Safety Agencies' security requirements may require that the SIP Registrar be physically located within the domain of the Public Safety Agency using deployment scenarios shown in Figures B.3 or B.4 of TR 23.779. However, it is not accepted that MCPTT deployment options be limited to just those two scenarios, as in our experience and in talking to various government agencies and the operators responsible for carrying and securing their traffic, only a small proportion of those agencies require all of their traffic secured to such absolute highest-levels. Different agencies/public bodies within different countries have different requirements in this regard, so to have a one-size-fits-all solution will be inappropriate, unnecessarily costly, and prevent a wide commercial deployment of MCPTT.
SIP Registrar and SIP routing function collocation
It is next proposed that in 3GPP Rel-13, the SIP Registrar has at least collocated with it part of the SIP Routing function i.e. acts as a serving proxy. That is, when the SIP Registrar is physically located in the domain of the MCPTT Application service provider then there is also a SIP Routing function collocated with it that can forward SIP requests and responses to and from the MCPTT AS.

The reason for this is that if the SIP Registrar function is separated from the SIP Routing function then an additional location service is required (as per IETF RFC 3261). This is unnecessary and something SA6 cannot afford to spend time on in Rel-13 if it is to meet its deadlines.
This therefore means that the AP-8 reference point (as per S6-150013) will not be standardized, at least not in Rel-13. If such non-collocation is to be considered in a future release, then reuse of the IMS ISC interface for AS8/AP2 (as per S6-150013) will be needed for the cases where the SIP Registrar and SIP Routing functions are in a different domain and/or from a different vendor than the MCPTT AS, which is necessary so that deployment options B.2 and B.6 from TR 23.779 remain possible. Thus, AS8/AP2 is not required if the SIP Registrar and SIP Routing functions are collocated.
MCPTT Roaming

It is proposed that full MCPTT roaming (i.e. both national and international roaming) shall be possible whilst requiring the MCPTT Application Service Provider to have a business agreement with only a single telecommunications operator. Of course, they can have many more if so desired but the aim is to avoid the MCPTT Application Service Provider needing to have multiple business agreements unnecessarily e.g. for different geographical areas within a country, and for different countries, etc.
Leveraging a telecommunications operator's existing roaming agreements provides a faster deployment for MCPTT roaming. However, this will likely require IMS roaming (also known as "VoLTE Roaming") since many telecommunications operators will not allow roaming for real-time services with dedicated QoS (i.e. something other than "best effort") at the EPC layer.
This therefore means that MCPTT Application Service Providers need only have a single business agreement for interoperability at the IMS layer and that IMS roaming is also supported by the architecture.
Use of Ut for Group Management and MCPTT service configuration
From TS 23.228 Subclause 4.10.1
IMS group administration:
The capabilities required for IMS group management are defined in clause 5.4 of TS 22.250 [32]. The Ut reference point is used to manage groups from the UE. This does not preclude the use of other mechanisms for group management, e.g. using OSA or OA&M mechanisms; the details of these other mechanisms are out of scope of this document.
The Ut reference point shall support a scenario where one single Application Server is used to create groups that can be utilized for different services, possibly hosted by different ASes.

NOTE:
Such an Application Server is sometimes referred to as a Group and List Management Server (GLMS).
From TS 23.002 Subclause 6a.7.18
Reference Point UE – AS (Ut Reference Point):

The Ut interface resides between the UE and the SIP Application Server.
The Ut interface enables the user to manage information related to his services. Such as creation and assignment of Public Service Identities, management of authorization policies that are used e.g. by Presence service, conference policy management, etc.

The AS may need to exhibit security related functions for the Ut interface, the details of these security functions are described in TS 33.222 [72].

For the protocol at the Ut reference point HTTP shall be supported.

Relevant TS 22.179 Requirements
Not necessarily an exhaustive list:

[R-5.1.1-001] The MCPTT Service shall allow an MCPTT User utilizing one or more MCPTT UE(s), concurrently, to sign-in and receive service on each of the MCPTT UE(s).

[R-5.1.1-002] The MCPTT Service shall provide a mechanism by which an MCPTT UE makes a 1-to-many MCPTT transmission to any MCPTT Group(s) for which the current MCPTT User is authorized.
[R-5.1.1-003] The MCPTT Service shall be able to notify the Affiliated MCPTT Group Members when the group communication is set up (e.g., this can be provided as an audible tone on the MCPTT UE).
[R-5.1.2-001] The MCPTT Service shall provide a mechanism by which an MCPTT UE determines in which of the MCPTT Groups for which it is authorized there is an ongoing MCPTT Group Call.

 [R-5.1.6-001] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure the maximum duration for MCPTT Group Calls for MCPTT Users within their authority.

[R-5.6.2-001] The MCPTT Service shall provide the status (e.g., ringing, accepted, rejected, active) of an MCPTT Private Call to the relevant MCPTT User that is a Participant of the MCPTT Private Call.
[R-5.6.2-004] The MCPTT Service shall provide a mechanism for the Private Call to be set up with the MCPTT UE designated by the called MCPTT User to be used for Private Calls when the called MCPTT User has signed on to the MCPTT Service with multiple MCPTT UEs.

R-5.6.3-003] The MCPTT Service shall provide a mechanism for an MCPTT User to cancel an MCPTT Private Call prior to the call setup.

[R-5.6.3-005] The MCPTT Service shall provide a means by which an MCPTT UE initiates an MCPTT Private Call to any MCPTT User for which the MCPTT UE's current MCPTT User is authorized.

R-5.6.3-006] The MCPTT Service shall provide a means by which an MCPTT User initiates a Manual Commencement Private Call to any MCPTT User for which the MCPTT User is authorized.

[R-5.6.3-007] The MCPTT Service shall require that the called MCPTT User accepts a Manual Commencement Private Call setup request before the call proceeds.

[R-5.6.3-008] The MCPTT Service shall provide a means for an MCPTT User to accept a Manual Commencement Private Call request from another MCPTT User.

[R-5.6.3-009] The MCPTT Service shall provide a means by which an MCPTT User initiates an Automatic Commencement Private Call to any MCPTT User for which the MCPTT User is authorized.

[R-5.6.3-010] The MCPTT UE shall support automatic commencement mode and manual commencement mode for Private Calls.

[R-5.6.3-011] The MCPTT Service shall provide a manual commencement mode override by which an authorized MCPTT User may request that the invited MCPTT UE answer automatically.

[R-5.6.3-012] The MCPTT Service shall provide a means by which the calling authorized MCPTT User is notified the called MCPTT User received the Private Call request.

[R-5.6.3-013] The MCPTT Service shall require that the called MCPTT UE acknowledge receipt of an Automatic Commencement Private Call setup request before the audio transmission proceeds.

[R-5.6.4-001] The MCPTT Service shall provide a mechanism for an MCPTT User to reject an MCPTT Private Call.
[R-5.6.4-002] The MCPTT Service shall provide a means by which an authorized MCPTT User ignores a Manual Commencement Private Call request from another MCPTT User.

 [R-5.6.4-003] The MCPTT Service shall provide a means by which an MCPTT User ends a Private Call in which the MCPTT User is a Participant.
[R-5.6.5-001] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure which MCPTT Users, within their authority, are authorized to place a Manual Commencement Private Call.

[R-5.6.4-002] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure which MCPTT Users, within their authority, are authorized to place an Automatic Commencement Private Call.

[R-5.6.4-003] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure for a particular authorized MCPTT User, a set of MCPTT Users under the same authority to which an MCPTT Private Call can be made.

[R-5.6.4-004] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure the maximum duration for MCPTT Private Calls (with Floor control) for MCPTT Users within their authority.

[R-5.6.4-005] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure a timeout value in which an MCPTT Private Call without a transmitting or receiving MCPTT User ends, for MCPTT Users within their authority.

[R-5.6.4-006] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure whether an MCPTT User, within their authority, that is a called party in an MCPTT Private Call, may restrict providing the reason why an MCPTT Private Call setup has failed to the calling MCPTT User.

[R-5.7.2.1.1-004] The MCPTT Service shall ensure that MCPTT Emergency Group Calls have the highest priority over all other MCPTT Group transmissions, except System Calls, Emergency Private Calls (with Floor control), and other MCPTT Emergency Group Calls.

[R-5.7.2.1.1-006] MCPTT Emergency Group Calls, including their content and signalling, shall have pre-emptive priority over all other types of MCPTT calls, except System Calls, Emergency Private Calls (with Floor control), and other MCPTT Emergency Group Calls.

[R-5.7.2.1.1-013] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure which MCPTT Group (i.e., user’s selected group or dedicated MCPTT emergency group) is used for the MCPTT Emergency Group Call by an MCPTT User.
[R-5.7.2.1.2-001] The MCPTT Service shall support cancellation of an In-progress Emergency by an authorized MCPTT User for an MCPTT Group.

[R-5.7.2.2.1-009] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure which MCPTT Group (i.e., user’s selected group or dedicated emergency group) shall be used for the Imminent Peril communications for an MCPTT User.

[R-5.7.2.2.1-004] Imminent Peril group calls, including their content and signalling, shall have pre-emptive priority over all other types of MCPTT calls, except MCPTT Emergency Group Calls, Emergency Private Calls (with Floor control), System Calls, and other Imminent Peril group calls.

[R-5.7.2.2.2-001] The MCPTT Service shall support cancellation of an In-progress Imminent Peril by an authorized MCPTT User.

[R-5.7.2.2.2-003] The MCPTT Service shall support cancellation of an In-progress Imminent Peril by the Imminent Peril group call initiator.

[R-5.7.2.4.1-001] The MCPTT Service shall support an MCPTT Emergency Alert capability, which on initiation by an MCPTT User shall put that MCPTT User into the MCPTT Emergency State and cause that MCPTT UE to send an MCPTT Emergency Alert.

[R-5.7.2.4.1-003] The MCPTT Emergency Alert shall contain the following information: Location, User ID and group ID (i.e., user’s selected group or dedicated MCPTT emergency group, as per group configuration) and the user’s Mission Critical Organization name.

[R-5.11-001] The MCPTT Service shall allow an MCPTT User to log in to multiple MCPTT Ues concurrently.

[R-5.12-001] The MCPTT Service shall support conveyance of precise Location information provided by the MCPTT UE.

[R-5.12-002] The MCPTT Service shall provide for the flexibility to convey future formats of Location information.

[R-5.12-003] The MCPTT Service shall provide a means for MCPTT Administrators to manage the privacy of Location information for MCPTT Users within their authority.
[R-5.12-004] An authorized MCPTT User shall be able to restrict the MCPTT UE from supplying Location information for MCPTT communications.

[R-5.13-001] The MCPTT Service shall provide a means to support the confidentiality and integrity of all user traffic and signalling at the application layer.

[R-5.13-002] The MCPTT Service shall support MCPTT User with globally unique identities, independent of the mobile subscriber identity (IMSI) assigned by a 3GPP network operator to UEs.
[R-5.13-007] The MCPTT Service shall require authentication of the MCPTT User before service access to all authorized MCPTT features is granted.
[R-5.13-009] The MCPTT Service shall provide a means to support end-to-end security for all media traffic transmitted between MCPTT UEs.

[R-5.14-001] The MCPTT Service shall provide a mechanism to accommodate ongoing encoder/decoder (codec) improvements within LTE.
[R-5.18.2-001] The MCPTT Service shall be able to support multiple Mission Critical Organizations, each with their own MCPTT Users and MCPTT Groups, on the same MCPTT system.

[R-5.18.2-002] The MCPTT Service shall provide a means by which Mission Critical Organizations designate and manage (i.e., add, delete, change authorizations, etc.) MCPTT Administrators with authority to manage users, groups, other MCPTT Administrators, security controls, and other mission affecting parameters (e.g., authorizations and priorities) of the MCPTT Service.

[R-5.19-001] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to create and define the membership of MCPTT Groups.

[R-5.19-002] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to authorize a user to request an MCPTT Group Call to one or more MCPTT Groups.

[R-5.19-003] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to determine MCPTT Users who have the role of a particular Participant type on an MCPTT Group.

[R-5.19-004] The MCPTT Service shall provide mechanisms for an MCPTT Administrator to assign and amend the identifying information of an MCPTT Group (e.g., name, alias).

[R-5.19-005] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to assign and amend the identifying information of MCPTT User Profiles (e.g., name, identifier, alias).

[R-5.19-006] The MCPTT Service shall provide a mechanism to notify MCPTT Users when they become a member of an MCPTT Group or their membership of an MCPTT Group is removed. This notification shall include any provisions required by the MCPTT User to use the MCPTT Group if the MCPTT User has been added to the MCPTT Group or remove provisions if the MCPTT User has been removed from the MCPTT Group.

R-6.1-001] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to limit the total number (N11) of MCPTT Group Members of an MCPTT Group.
[R-6.1-002] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to remove MCPTT Groups from the MCPTT system.

[R-6.1-003] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to disable and re-enable MCPTT Groups.
[R-6.1-004] The MCPTT Service shall provide mechanisms for an MCPTT Administrator to create, amend, delete, and suspend MCPTT User Profiles.

[R-6.1-005] The MCPTT Service shall enable an MCPTT Administrator to configure which MCPTT Group Members are authorized to select to transmit to an MCPTT Group.
[R-6.1-007] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to define geographic areas that can be associated to dispatchers for the purpose of routing Location dependent calls and alerts. This shall be used by MCPTT Private Call requests and MCPTT Group Calls where the called/alerted party is based on the MCPTT User’s current Location.
[R-6.3-001] A PLMN shall support multiple MCPTT systems.

[R-6.3-002] An MCPTT system shall be capable of providing MCPTT Services to MCPTT Users in multiple PLMNs.

[R-6.4.1-001] Interruption to an MCPTT Group Call shall be minimized when participates move from one area to another.
[R-6.4.2-001] The MCPTT Service shall provide a mechanism by which an authorized MCPTT User determines which MCPTT Groups have at least one other MCPTT User affiliated.

[R-6.4.2-002] The MCPTT Service shall provide a mechanism by which an authorized MCPTT UE determines what MCPTT Groups have at least one active receiving member.

[R-6.4.2-003] The MCPTT Service shall provide a mechanism by which an authorized MCPTT UE determines that a number (N1) of receiving members are present for an MCPTT Group.

[R-6.4.2-004] The MCPTT Service shall provide a mechanism by which an authorized MCPTT UE determines that a particular receiving member(s) is present for an MCPTT Group.

[R-6.4.2-005] The MCPTT Service shall provide a notification, for example audio and/or visual, to a user that there are no members on an MCPTT Group being used/monitored by the user and that the user is the only user affiliated to that MCPTT Group.
[R-6.4.3-001] The MCPTT Service shall provide the User ID, alias associated alias(es), group ID, group aliases and, if available, the identity of the Mission Critical Organization name of the transmitting Participant to the receiving MCPTT Ues unless the transmitting Participant's identity is restricted.

[R-6.4.3-002] The MCPTT Service shall present users with human readable identifiers (with a minimum length of N3) for MCPTT Users (i.e., user ID alias(es)) and for the MCPTT Groups (i.e., group alias(es)).

[R-6.4.5-001] The MCPTT Service shall provide, upon request, the list of currently affiliated members on an MCPTT Group to an authorized user regardless of the user's affiliation.

[R-6.4.5-002] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to authorize an MCPTT User to request the list of currently affiliated members on an MCPTT Group regardless of the MCPTT User's affiliation or group membership.

[R-6.4.5-007] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to authorize an MCPTT User to request the complete list of members of an MCPTT Group, regardless of the MCPTT User's membership.

[R-6.4.9-001] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure the conditions under which MCPTT calls shall be terminated (e.g., last Participant leaving, second last Participant leaving, initiator leaving, etc).

[R-6.4.9-002] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to set a predefined time period without any traffic in MCPTT calls, after which the MCPTT calls shall terminate.

[R-6.4.9-003] The MCPTT Service shall provide a mechanism for MCPTT Administrators to configure the maximum allowed time duration for MCPTT calls to remain active.

[R-6.4.9-004] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to determine how many MCPTT Users shall remain participating for MCPTT calls to remain active.

[R-6.4.9-005] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure MCPTT Groups to be receive-only for specified MCPTT Group Members.

[R-6.4.9-006] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to set the preferred voice codecs for an MCPTT Group.

[R-6.4.9-007] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to confine use of an MCPTT Group to MCPTT Group Members in a particular geographic area.

[R-6.7.1-002] The MCPTT Service should provide a mechanism for authorized MCPTT Users to query whether a particular MCPTT User is present on the network.

[R-6.7.1-003] The MCPTT Service should provide a mechanism for an MCPTT Administrator to configure which MCPTT Users, within their authority, are authorized to place a Private Call (without Floor control).
[R-6.7.1-004] The MCPTT Service should provide a mechanism for authorized MCPTT Users to query whether a particular MCPTT User is capable of participating in an MCPTT Private Call.

[R-6.7.1-005] The MCPTT Service shall provide a mechanism (i.e., MCPTT Private Call call back request) for the calling party of an MCPTT Private Call to request that the called party (at earliest convenience) place a call to the calling party.

[R-6.7.1-006] The MCPTT Service shall provide a mechanism for the calling party of an MCPTT Private Call to assign an urgency indication (i.e., low, normal, urgent) to any call back request.

[R-6.7.1-007] The MCPTT Service shall provide an MCPTT UE receiving an MCPTT Private Call call back request with an indication of the assigned call back urgency assigned by the calling party.

[R-6.7.1-008] The MCPTT Service shall provide a mechanism for an MCPTT User to cancel a call back request.

[R-6.7.1-009] The MCPTT Service shall provide an MCPTT UE receiving an MCPTT Private Call call back request with an indication of which MCPTT User called and when.

[R-6.7.2-001] The MCPTT Service should provide a mechanism for an MCPTT Administrator to configure whether the presence on the network of a particular MCPTT User is available.

[R-6.7.2-002] The MCPTT Service should provide a mechanism for an MCPTT Administrator to configure which MCPTT Users may determine whether a particular MCPTT User is present on the network.
[R-6.7.2-003] The MCPTT Service should provide a mechanism for an MCPTT Administrator to configure whether the ability to participate in Private Calls of a particular MCPTT User is available.

[R-6.7.2-004] The MCPTT Service should provide a mechanism for an MCPTT Administrator to configure which MCPTT Users may determine whether a particular MCPTT User is capable of participating in an MCPTT Private Call.

[R-6.8.1-001] The MCPTT Service shall support multiple MCPTT Application priorities which are mapped to EPS priority levels, based on network operator policy.

[R-6.8.1-002] The MCPTT Service shall provide an access control mechanism to support multiple Access Priorities to prioritize MCPTT MO call initiation attempts, depending on their access priorities.

[R-6.8.1-003] MCPTT Service shall support multiple pre-emptive priorities.

[R-6.8.1-004] The MCPTT Service shall provide a mechanism for MCPTT Administrators to create, a pre-emption hierarchy for MCPTT Group transmissions and their associated users (i.e., to facilitate local management of the service and its resources).

[R-6.8.1-005] The MCPTT Service shall support MCPTT Groups with the permission to pre-empt other MCPTT calls.

[R-6.8.1-006] In case of resource shortage a call made to a group with pre-emption permissions shall be given resources to complete this call by pre-empting lower priority calls.
[R-6.8.1-008] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to establish the priority hierarchy and characteristics of MCPTT Group transmissions.

[R-6.8.1-009] The MCPTT Service shall enable an MCPTT Administrator to prioritize MCPTT Groups in relation to other MCPTT Groups (with respect to transport and presentation).

[R-6.8.1-010] The MCPTT Service shall enable an MCPTT Administrator to set the priority for a subset of a Mission Critical Organization's MCPTT Groups relative to other subsets of a Mission Critical Organization’s MCPTT Groups subordinate to the MCPTT Administrator's authority.

[R-6.8.1-011] When determining priority for an MCPTT call, the MCPTT Service shall use the MCPTT User/Participant's attributes (e.g., first/second responder, supervisor, dispatcher, on/off duty) and the MCPTT Group's attributes (e.g., type of group, owning organization of the group, MCPTT Emergency, Imminent Peril).
[R-6.8.1-012] When determining priority for an MCPTT transmission, the MCPTT Service shall use the MCPTT User/Participant's attributes (e.g., first/second responder, supervisor, dispatcher, on/off duty) and the MCPTT Group's attributes (e.g., type of group, owning agency of the group, MCPTT Emergency, Imminent Peril).
[R-6.8.1-013] The MCPTT Service shall provide a means for the attributes used for determining the priority for MCPTT Users and Groups to influence the Priority and QoS for all MCPTT Ues associated with the MCPTT User.

[R-6.8.1-014] Based on the attributes used for determining the priority for MCPTT Users and Groups, the MCPTT Service shall provide consistent and deterministic priority for all MCPTT Users within their Home MCPTT system.

[R-6.8.1-015] Based on the attributes used for determining the priority for MCPTT Users and Groups, subject to roaming capabilities and operator agreement, the MCPTT Service shall provide consistent and deterministic priority for all MCPTT Users that roam into Visited MCPTT systems.

[R-6.8.4-001] The EPS shall, subject to operator policy, provide a means for the MCPTT Service to influence the selection and/or modification of the bearer scheduling controls for the bearers assigned or about to be assigned to an MCPTT UE based on the MCPTT User's and MCPTT Group attributes used for the priority determination.

[R-6.8.7.4.1-001] The MCPTT Service may allow MCPTT Ues that are unauthorized, not registered, or authenticated to activate the MCPTT Emergency Alert capability.

[R-6.8.7.4.1-002] The MCPTT User shall be notified that the MCPTT Emergency Alert was received by the MCPTT Service.

[R-6.10-001] The MCPTT Service shall be able to dynamically modify one or more pieces of information within the MCPTT User Profile (e.g., the list of MCPTT Groups for which the user has access credentials) while in use by the MCPTT User.

[R-6.10-002] The MCPTT Service shall provide a means by which an MCPTT Administrator designates that new or updated MCPTT User Profiles are to be installed at the MCPTT UE for immediate use by the MCPTT User.

[R-6.10-003] The MCPTT Service shall provide a means by which an MCPTT Administrator designates a particular time and date when new or updated MCPTT User Profiles are to be installed at the MCPTT UE for use by the MCPTT User.

[R-6.10-004] The MCPTT User Profile shall be construed to be sensitive user information and shall be provided end-to-end confidentiality when transferred between the MCPTT Service and MCPTT UE.

[R-6.11-001] The MCPTT Service shall provide a notification to the MCPTT User if the MCPTT User is already logged on to another MCPTT UE.

[R-6.12-001] The MCPTT Service shall provide Location information of the transmitting MCPTT UE to receiving MCPTT Ues subject to privacy restrictions.

[R-6.12-002] The MCPTT Service shall support conveyance of Location information provided by 3GPP/LTE location services.

[R-6.12-003] The MCPTT Service shall provide a means for an authorized MCPTT User to restrict the dissemination of his Location information.

[R-6.13.5-001] The MCPTT Service shall support lawful interception.
[R-6.17-001] The MCPTT Service shall provide a mechanism to allow an MCPTT Administrator to configure whether an MCPTT User using an MCPTT UE is able to make and/or receive telephony calls.

[R-6.17-002] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure the interaction between telephony calls and MCPTT calls for an MCPTT User.

[R-6.17-003] The MCPTT Service shall provide a mechanism for an MCPTT User authorized to use telephony services to block incoming telephony calls.
[R-6.18.1-001] Subject to security and operational constraints and limitations of the underlying access technology, the MCPTT Service shall provide a mechanism to allow IP-based non-3GPP access to the MCPTT system.

[R-6.18.2-001] An MCPTT Service shall provide mechanisms to allow an MCPTT User to operate in a Partner MCPTT System, subject to authorization from both the Partner and the Primary MCPTT Systems of the MCPTT User.

[R-6.18.2-003] Any functionality needed from the visited PLMN network is subject to roaming capabilities and operator agreement.

[R-6.18.2-004] An MCPTT Service shall provide mechanisms to allow an MCPTT User on the Primary MCPTT System to affiliate to an MCPTT Group from a Partner MCPTT System, subject to authorization from the Primary MCPTT System and the Partner MCPTT System where the MCPTT Group is defined.

[R-6.18.2-005] An MCPTT Service shall provide mechanisms to allow a roaming MCPTT User to affiliate to an MCPTT Group from the Partner MCPTT System, subject to authorization from the Partner MCPTT System where the MCPTT Group is defined.

[R-6.18.2-006] An MCPTT Service shall provide mechanisms to allow an MCPTT User that receives service from a Partner MCPTT System to affiliate to an MCPTT Group from another Partner MCPTT System, subject to authorization from the Partner MCPTT System where the MCPTT Group is defined.

Conclusion

It is proposed to add text for the above points as assumptions in section 4.1 of TR 23.779. In accepting these assumptions, the authors of this proposal believe that SA6 then has a good basis to work together on a common architecture.
4
Assumptions and Architectural Requirements
4.1
Assumptions
1)
The reference point between the MCPTT UE and the network for establishing MCPTT sessions complies to the protocol on the 3GPP Gm reference point (with necessary enhancements to support MCPTT requirements);
2)
The reference point between the MCPTT UE and the network for management of MCPTT Groups and configuration of the MCPTT service complies to the 3GPP Ut reference point (with necessary enhancements to support MCPTT requirements);

3)
Any other reference point that is exposed for MCPTT for interoperability with other IMS core networks or other IMS entities in other systems supports the protocols defined for that reference point in the 3GPP architecture;
4)
The SIP Registrar is a SIP Core function;
NOTE 1:
Deployments can locate the SIP Registrar function physically within the domain of the MCPTT Application service provider.

5)
The SIP Registrar has collocated with it a SIP routing function; and
6)
MCPTT interworking and roaming shall be possible with agreements with one or more commercial operators and/or one or more MCPTT service providers. 
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